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1 Introduction

This contribution proposes text for a subsection of 5.12 of TS23.228, on Call Transfer Procedures.

The SIP mechanism for call transfer is a separate REFER method, which tells the destination to establish a session with some other party (identified as “Refer-to”).  If this new session is successfully established, the destination responds to the REFER with a 200-OK.

Typically the REFER is sent between parties involved in a call; clearing of the original call can occur either before the response from the REFER (a “Blind Transfer”) or after the response (an “Assured Transfer”).  If the transferor establishes a session with the transfer target before issuing the REFER, it becomes a “Consultative Transfer” service. 

Another application of this method is three-way-calling, where the initiator places a call to a third party bridge service, then transfers two existing calls to the bridge.

2 Privacy of Call Transfer service

In the current network of today, there is an expectation of privacy when an endpoint utilizes a “Call Transfer” service.  That is, a transferred caller does not know where the call has been redirected to.  This is very similar to the privacy requirements for call forwarding.

The requirement in TS22.228-100, section 5, 6th bullet item, is:

[The following high level requirements shall be supported for IP multimedia applications:]

the possibility for IP multimedia applications to be provided without a reduction in privacy, security, or authentication compared to corresponding GPRS and circuit switched services

Thus the typical SIP model of transfer being handled completely by the User Agents is not appropriate for 3GPP.

It is therefore proposed that the S-CSCF intercept the REFER request, store the “Refer-to” destination information, and replace it with a URL pointing to the stored state information.  This is perhaps not common SIP proxy behavior, but is allowable under the current Internet-Draft defining the REFER method.

The state information to be stored at the S-CSCF, includes the new destination, the number of call redirection attempts (to prevent loops), billing information for the transferred call (see next section), and any electronic surveillance requirement for the transferred call.

3 Billing of Call Transfer Service

Like “Call Forwarding,” the “Call Transfer” service often has peculiar billing arrangements.  This is particularly the case when there is a significantly different charging rate for the transferred call than for the original call, as happens when the new destination results in an international call.  In such cases the subscriber initiating the transfer typically pays for a ‘logical call leg’ from his home service area to the new destination.

Information about these special billing arrangements needs to be passed on to the operations system in the CDRs for the completed call.  Note that this can get arbitrarily long and complex due to multiple cascaded transfers of a call.

Billing and account information often has stringent non-disclosure security requirements, making it difficult to pass the information outside the service area of a network operator.

It is proposed that the S-CSCF maintain all this information about billing arrangements, and not pass it to the UE in any form whatsoever.

4 Proposed contents for TS23.228 Section 5.12.X

It is proposed that a new subsection be created in Section 5.12, containing the following:

5.12.X
Call Transfer Procedures

This section gives information flows for the procedures for performing call transfers. This is presented in two steps: first a basic primitive that can be used by endpoints to cause a multi-media session to be transferred, and second the procedures by which this primitive can be used to implement some well-known call-transfer services.

5.12.X.1
Call Transfer Primitive

The call transfer primitive is an information flow indicating a “Refer” operation, which includes a component called “Refer-To” and a component called “Referred-By”.  An information flow illustrating this is as follows:
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Step-by-step description of the information flow:

1. A multi-media session is assumed to already exist between UE#1 and UE#2, established either as a basic session or by one of the supplemental services described in this section.

2. UE#2 sends the Refer command to P-CSCF#2, containing “Refer-To” UE#F and “Referred-By” UE#2.

3. P-CSCF#2 forwards the message to S-CSCF#2

4. S-CSCF#2 performs whatever service control is appropriate for this request. It augments the request with additional billing information needed for the new call to be made by UE#1.

5. S-CSCF#2 forwards the updated message to S-CSCF#1

6. S-CSCF#1 performs whatever service control is appropriate for this request.  It stores the “Refer-To” and “Referred-By” information and replaces it with private URLs, so that UE#1 will not know the identity of UE#2 or UE#F.

7. S-CSCF#1 forwards the updated message to P-CSCF#1

8. P-CSCF#1 forwards the message to UE#1

9. UE#1 initiates a new multi-media session to the destination given by the “Refer-To”, which is a private URL pointing to S-CSCF#1.

10. P-CSCF#1 forwards the INVITE request to S-CSCF#1

11. S-CSCF#1 retrieves the destination information for the new session, and performs whatever service control is appropriate for this new session.

12. S-CSCF#1 determines the network operator who will handle the session termination, and forwards the INVITE to the I-CSCF entry point for that operator.  The request is then forwarded onward to S-CSCF#F as in a normal session establishment

13. S-CSCF#F performs whatever service control is appropriate for this new session, and forwards the request to P-CSCF#F

14. P-CSCF#F forwards the request to UE#F

15.-19.
The normal session establishment continues through bearer establishment, optional alerting, and reaches the point when the new session is accepted by UE#F.  UE#F then sends the 200-OK final response to P-CSCF#F, which is forwarded through S-CSCF#F, S-CSCF#1, P-CSCF#1, to UE#1.  At this point a new session is successfully established between UE#1 and UE#F.

20.-24.
The Refer request was successful, and UE#1 sends a 200-OK final response to UE#2.  This response is sent through P-CSCF#1, S-CSCF#1, S-CSCF#2, P-CSCF#2, and to UE#2.

25.-29.
UE#1 clears the original call with UE#2 by sending the BYE message.  This message is routed through P-CSCF#1, S-CSCF#1, S-CSCF#2, P-CSCF#2, to UE#2.

30.-34.
UE#2 acknowledges the BYE and terminates the original session.  It responds with the 200-OK response, routed through P-CSCF#2, S-CSCF#2, S-CSCF#1, P-CSCF#1, to UE#1.

5.12.X.2
Application to Call Transfer Services

This section shows how the Refer primitive given above can be used to provide common call-transfer services.

5.12.X.2.1
Blind Transfer and Assured Transfer

A Blind Transfer starts with an existing session, established from the Initiator (I) to the Recipient (R).  In the end it is desired that the Recipient has a session with the Target (T).  

From the starting configuration, shown in the leftmost diagram, I sends a Refer message to R, who then initiates a session with the Target (T), as shown in the middle diagram.  Immediately after sending the Refer message to R, I issues the BYE message to terminate its connection with R.  The end configuration is shown in the rightmost diagram.
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An Assured Transfer is identical to the above, except that I waits until the Refer successfully completes before issuing the BYE message to terminate its connection with R.  If the new session from R to T were to fail, R would still have a session with I.

5.12.X.2.2
 Consultative Transfer

A Consultative Transfer again starts with an existing session, established from the Initiator (I) to the Recipient (R).  The Initiator first consults with the Target (T), then decides to transfer the original session to T.

From the starting configuration, as shown in the leftmost diagram in the previous section, I places the session with R on hold and establishes a new session with T.  This is shown in the leftmost diagram below. I then sends a Refer message to T, causing T to establish a session with R. This is shown in the second diagram.  When the Refer operation completes, I clears its two active sessions, first with R (leaving the configuration as shown in the third diagram) then with T.  The end configuration is shown in the rightmost diagram.
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5.12.X.2.3
Three-way Calling

A three-way call starts with an existing session, between the Initiator (I) and party (A).  The initiator places this session on hold, and establishes a second session with party (B).  The initiator then decides to create an ad-hoc conference of all three parties.

From the point where the initiator decides to create the ad-hoc conference, shown in the leftmost diagram below, the initiator establishes another session with a third-party conference bridge service.  This is shown in the center diagram.  The initiator then transfers both of the existing calls, I->A and I->B, to the bridge, ending in the configuration shown in the rightmost diagram.
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The conference bridge service is in control of the termination sequence.  On termination of one of the three sessions, it may either terminate the other two sessions by use of the call clearing procedures of section 5.11, or may utilize the procedures of subsection 1 above to transfer one of the remaining endpoints to the other, resulting in a simple two-party session.

