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This contribution proposes an OSA API service control architecture for Release 5 in compatibility with Release 99. It was presented to S2 VHE-OSA Drafting Group in Vienna, 17-18 October 2000. Due to time constraints, the meeting agreed to move the contribution to email approval process. The revision marks in this contribution reflect author's clarifications to the questions raised in the meeting. It also reflects inclusion of some comments made during the discussion. It is proposed for incorporation into TS 23.127. 

1. OSA API and IM Subsystem
Figure 1 provides the architectural view of accommodating the OSA in Release 2000 reference architecture
. The proposed OSA model is to resolve the open interface issues for the Applications Server (AS) to communicate with both the S-CSCF and the HSS. It also presents an inter-working model between an OSA API and an IM CN subsystem as well as an inter-connection with Release 99 MSC/GMSC servers. 

The OSA part of the proposed architecture consists of three main components, the AS, the Framework (FW) Service Capability Server (SCS) and the Network (NW) SCS. The AS constitutes the top level of the OSA. This level is connected to the SCSs via the OSA standard interface. The Network SCS serves as gateway between the network entities (e.g., HSS and CSCF) and the AS, and maps the OSA interface onto the underlying network protocols (e.g. MAP, CAP, SIP, etc.). The Framework SCS provides applications with basic mechanisms that enable them to make use of the service capabilities in the network. It should be noted that due to the intermediate role that the SCS plays in the exchange of messages between the As and the HSS (or the CSCF), the network node identity is hidden from the AS, the OSA does not know which network node it is talking to. It sees object requests coming from an object request broker (ORB)
. 
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Figure 1: OSA in Release 2000 Reference Architecture.
The service logic is executed in the AS towards the OSA interfaces, while the underlying core network functions use their specific protocols to functionally interact with the AS via the NW SCS. Thanks to the use of the FW SCS and proprietary protocols, the network complexities are hidden from the applications.

The Framework SCS may have an interface to the network nodes. Such an interface, not shown in the figure, even though proprietary shall exist since the Framework needs to report some network load information to applications (e.g., FW SCS to network management node(s)). 

The Framework SCS and the Network SCS, while could be functionally different, they may be located on the same SCS. However, For the SCFs, being functionally different, the SCS allows the separate physical realization of the SCFs. 

Release 99 Compatibility

The proposed architecture of Figure 1 is also compatible with Release 99 through the OSA inter-connection with the MSC/GMSC entities via the HSS and CSE. The Camel Service Environment (CSE) entity within the "Applications & Services" oval in Figure 1, showing the OSA to MSC/GMSC inter-connections, is not for providing the service logic execution environment for applications using the OSA interface. The applications are executed in Application Servers. The CSE via a proprietary mapping to SCS can support outbound roamers via the CAP protocol, interacting with the HSS for location management information, and saving the switching platforms from having a direct OSA interface. 
Proposal

It is proposed that this contribution be inserted in TS 23.127.
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( Contact: Moh Torabi (torabi@lucent.com)


� An alternative view of the SCS gateway block was presented in the S2 VHE/OSA Ad-Hoc meeting in Montreal (August 9-10, 2000). The SCS blocks in this OSA reference architecture model can be finalised when consensus is reached on the discussion related to S2 VHE issues.  


� For more detailed description of the OSA see “Virtual home Environment/Open service Architecture (3G TS 23.127).”
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