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---Start of the 1st Change---
[bookmark: _Toc75411581]4.15.9	Time Synchronization exposure
[bookmark: _Toc75411582]4.15.9.1	General
Time synchronization exposure allows an AF to configure time synchronization in 5GS. Depending on the time distribution method to use for the service (e.g. (g)PTP or 5G clock sync), the AF may require retrieving 5GS time synchronization capabilities prior to sending the time synchronization service request as described in clause 4.15.9.2. For (g)PTP operation, the Time synchronization service allows an AF to subscribe to the UE availability for time synchronization service and to configure the (g)PTP instance in 5GS as described in clause 4.15.9.3. For 5G access stratum based time distribution, the AF can influence the 5G access stratum time distribution as described in clause 4.15.9.4.

NOTE:	The AF can use either the procedure for configuring the (g)PTP instance in 5GS as described in clause 4.15.9.3 or the procedure for controlling the 5G access stratum time distribution as described in clause 4.15.9.4 for a particular UE. The procedures are not intended to be used in conjunction.


[bookmark: _Toc75411584]4.15.9.3	Time Synchronization activation, modification, and deactivation
This procedure can be used by the AF to activate, modify or deactivate the (g)PTP instances in 5GS.
The AF may activate the time synchronization service using the Nnef_TimeSynchronization_ConfigCreate service operation. The service operation creates a time synchronization configuration based on the service parameters as indicated in the create request. The AF may update the time synchronization configuration using the Nnef_TimeSynchronization_ConfigUpdate service operation. The AF may deactivate the time synchronization service using the Nnef_TimeSynchronization_ConfigDelete service operation, which deletes the corresponding time synchnonization service configuration.
The Nnef_TimeSynchronization_ConfigCreate and Nnef_TimeSynchronization_ConfigUpdate request may contain the parameters as described in Table 4.15.9.3-1.
Table 4.15.9.3-1: Description of Time Synchronization service parameters
	Time Synchronization Parameter
	Description

	Time synchronization distribution method
	Identifies the time synchronization distribution method requested by AF.
Allowed values: IEEE Std 1588 [76] operation (i.e. as a Boundary Clock, peer-to-peer Transparent Clock, or end-to-end Transparent Clock) and transport protocol (Ethernet, UDP over IPv4, or UDP over IPv6), IEEE Std 802.1AS [75] operation, or Access Stratum-based 5G clock sync.

	PTP Profile
	Identifies the PTP profile requested by AF.

	Grandmaster enabled
	Indicates whether AF requests 5GS to act as a grandmaster for PTP or gPTP (depending on the requested Time synchronization distribution method).
This is applicable for IEEE Std 1588 [76] or IEEE Std 802.1AS [75] operation.
[optional]

	Gandmaster priority
	Indicates a priority used as defaultDS.priority1 when generating Announce message when 5GS acts as (g)PTP GM.
[optional]

	Time Domain
	As defined in IEEE Std 1588 [76].
[optional]

	Temporal Validity Condition
	Indicates start-time and stop-time attributes that describe the time period when the time synchronization service is active. [optional]

	Time synchronization error budget
	Indicates the time synchronization budget for the time synchronization service (as described in clause 5.27.1.9 in TS 23.501 [2]). 
[optional]



The AF may use Nnef_ Nnef_TimeSynchronization_CapsSubscribe service operation as described in clause 4.15.9.2 to learn the UE capabilities for time synchronization service. The Nnef_TimeSynchronization_CapsNotify service operation indicates the list of UE identities, User-plane Node ID, and the Subscription Correlation ID. The AF can use the Subscription Correlation ID and the user-plane node ID in the Nnef_TimeSynchronization_ConfigCreate service operation to identify the target of the request. The NEF uses the Subscription Correlation ID and user-plane node ID to determine the list of UEs and list of AF-sessions to which the Nnef_TimeSynchronization_ConfigCreate service operation is targeted to.
Editor's note:	How a clock accuracy parameter as well as other parameters for time synchronization can be supported is FFS (pending RAN WG2 response LS).


Figure 4.15.9.3-1: Nnef_TimeSynchronization_ConfigCreate, ConfigUpdate and ConfigUpdateNotify operations
1.	The AF creates a time synchronization service configuration by invoking Nnef_TimeSynchronization_ConfigCreate service operation. The request includes the parameters as described in table 4.15.9.3.1. The request contains a Subscription Correlation ID and user-plane node ID as a reference to the target of the UEs and AF-sessions.
	The create request creates also a subscription for the changes in the time synchronization service configuration.
2.	The NEF authorizes the request. After successful authorization, the NEF invokes the Ntsctsf_TimeSynchronization_ConfigCreate service operation with the corresponding TSCTSF.
3.	The TSCTSF responds with the Ntsctsf_TimeSynchronization_ConfigCreate response, including a reference to the time synchronization service configuration.
4.	The NEF responds with the Nnef_TimeSynchronization_ConfigCreate response, including a reference to the time synchronization service configuration.
5-6.	The TSCTSF uses the Subscription Correlation ID and user-plane node ID in Ntsctsf_TimeSynchronization_ConfigCreate to determine the target UEs and corresponding AF-sessions. The TSCTSF uses the procedures described in clause K.2.2 of TS 23.501 [2] to configure and initialize the PTP instances in the DS-TT(s) and NW-TT. The TSCTSF constructs a PMIC to each DS-TT/UE to activate the time synchronization service in DS-TT in respect to the service parameters in the request in step 1. The TSCTSF constructs PMIC(s) and UMIC to NW-TT to activate the time synchronization service in NW-TT in respect to the service parameters in the request in step 2.
	The TSCTSF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Update request message as described in clause 4.16.5.2. Upon reception of responses from each DS-TT and NW-TT, the TSCTSF determines the state of the time synchronization configuration.	The TSCTSF maintains association between list of AF-sessions, corresponding time synchronization configuration, and Subscription Correlation ID and user-plane node ID as given in step 1.
	The TSCTSF constructs a PMIC to each DS-TT/UE to subscribe for the port management information changes in the DS-TT. The TSCTSF constructs PMIC(s) and UMIC to NW-TT to subscribe for the port management and user-plane management information changes in NW-TT.
	The create request creates also a subscription for the changes in the time synchronization service configuration.7.	The TSCTSF notifies the NEF (or AF) with the Ntsctsf_TimeSynchronization_ConfigUpdateNotify service operation, containing the reference to the time synchronization service configuration and the current state of the time synchronization service configuration.
8.	The NEF notifies the AF with the Ntsctsf_TimeSynchronization_ConfigUpdateNotify service operation, containing the reference to the time synchronization service configuration and the current state of the time synchronization service configuration.
9.	Upon a change in the PTP instance in the DS-TT or NW-TT, the DS-TT or NW-TT report the change via PMIC or UMIC to the TSCTSF as described in clause K.2.2 of TS 23.501 [2].
	Upon PDU Session Establishment as defined clause 4.3.2.2.1-1, steps 4-7 in Figure 4.15.9.2-1 are repeated for the new PDU Session and the TSCTSF may notify the NEF (or AF) for the Time Synchronization capability event, optionally with the updated time synchronization capabilities, as described in step 10 in Figure 4.15.9.2-1.
	As part of step 9 in Figure 4.15.9.2-1 the TSCTSF adds the new AF-session to the list of the AF sessions that are associated with the user-plane Node ID, the time synchronization capabilities, and the reference to the time synchronization capabilities (Subscription Correlation ID).
	If the TSCTSF determines time synchronization service is active for the Subscription Correlation ID and user-plane node ID associated with the new AF-session, the TSCTSF uses the procedures described in clause K.2.2 of TS 23.501 [2] to configure and initialize the PTP instances in the DS-TT of the new PDU Session.
10.	The TSCTSF updates the state of the time synchronization configuration and may notify the NEF (or AF) with the Ntsctsf_TimeSynchronization_ConfigUpdateNotify service operation, containing the reference to the time synchronization service configuration and the updated state of the time synchronization service configuration.
11.	The NEF notifies the AF with the Nnef_TimeSynchronization_ConfigUpdateNotify service operation, containing the reference to the time synchronization service configuration and the updated state of the time synchronization service configuration.


---Next Change---
[bookmark: _Toc75411585]4.15.9.4	Procedures for management of 5G access stratum time distributionTime Synchronization using 5G Reference time distribution: activation, modification, and deactivation
Editor's Note: how the AF is able to control the 5G Reference time distribution is FFS. 
The AF can use the procedure to activate, update or delete the 5G access stratum time distribution for one UE, group of UEs or any UE using the DNN and S-NSSAI. 

The Nnef_TimeSynchronization_ASTICreate and Nnef_TimeSynchronization_ASTIUpdate request may contain the parameters as described in Table 4.15.9.4-1.

Table 4.15.9.4-1: Description of 5G access stratum time distribution parameters 
	Parameter
	Description

	5G access stratum time distribution (enable, disable)
	Indicates that the access stratum time distribution via Uu reference point should be activated or deactivated for the associated UE identities. 

	Time synchronization error budget
	Indicates the time synchronization error budget for the time synchronization service (as described in clause 5.27.1.8.1 in TS 23.501 [2]). 
[optional]

	Temporal Validity Condition
	Indicates start-time and stop-time attributes that describe the time period when the time synchronization service is active. [optional]







Figure 4.15.9.4: Management of 5G access stratum time information
1.	AM Policy Association establishment as described in clause 4.16.1.
2.  The PCF subscribes to policy data related to time synchronization (Data Set = Application Data; Data Subset = Time-Sync data, Data Key = S-NSSAI and DNN and/or Internal Group Identifier or SUPI).
3a.	(When the procedure is triggered by the AF request to influence the 5G access stratum time distribution):
To create a new request, the AF provides time synchronization access stratum time information data to the NEF using the Nnef_TimeSynchronizationRTI_Create service operation (together with the AF identifier and potentially further inputs as specified in table 4.15.9.4-1), including a target (one UE identified by SUPI or GPSI, a group of UEs identified by an External Group Identifier, or all UEs connected to a combination of DNN/S-NSSAI). The request may also contain a temporal validity condition. The NEF maps the External Group Identifier to an Internal Group Identifier and any GPSI to a SUPI.
To update or remove an existing request, the AF invokes an Nnef_TimeSynchronizationRTI_Update or Nnef_TimeSynchronizationRTI_Delete service operation providing the corresponding AF Transaction Id.
	The AF that is part of operator's trust domain may invoke the services directly with TSCTSF.
NOTE 1:	Steps 1, 2, and 3 can occur in any order. 
4. (When the procedure is triggered by the AF request to influence the 5G access stratum time distribution):
The NEF authorizes the request. After successful authorization, the NEF invokes the Ntsctsf_TimeSynchronization_RTICreate service operation with the corresponding TSCTSF.
5.	(When the procedure is triggered by the AF request to influence the 5G access stratum time distribution): 
The TSCTSF determines whether the targeted UE is part of a PTP instance in 5GS, if so the TSCTSF rejects the request.

(When the procedure is triggered by PTP instance activation, modification, or deactivation in the TSCTSF):
If time synchronization error budget is provided by the AF, the TSCTSF may use the PTP port state of each DS-TT to determine an error budget for corresponding SUPIs that are part of the PTP instance. The TSCTSF associates the 5G access stratum time information parameters with a SUPI (without DNN, S-NSSAI) when storing them to the UDR.
	If the TSCTSF receives multiple time time synchronization error budgets for a given UE, then the TSCTSF picks the most stringent budget. The TSCTSF calculates the Uu time synchronization error budget  as described in clause 5.27.1.9 in TS 23.501 [2]. Then, TSCTSF stores the calculated Uu time synchronization error budget together with the time distribution indication as Time Sync Data Subset in the UDR.
6.	The UDR informs the TSCTSF about the result of the operation of step 5.
7.	The UDR notifies the PCF(s) that have a matching subscription (from step 2) about the data stored, updated, or removed in step 5. If matching entries already existed in the UDR when step 5 is performed, this shall be immediately reported to the PCF. 
8.	If the access stratum time information parameters in UDR are associated with a DNN/S-NSSAI for the SUPI (i.e. the parameters are valid only for a DNN/S-NSSAI), the PCF for the UE may discover the PCF for the PDU Session using Nbsf_Management_Subscribe with SUPI and (DNN, S-NSSAI) as parameters.
9.	Upon PDU Session establishment, if the PCF of the UE has subscribed for discovery of the PCF for the PDU Session from the BSF, the BSF provides to the PCF of the UE the identity of the PCF for the PDU Session and the UE address for the requested SUPI and (DNN, S-NSSAI) combination via an Nbsf_Management_Notify operation. If a matching entry already exists in the BSF when step 8 is performed, this shall be immediately reported to the PCF for the UE.
10.	The PCF takes a policy decision and then it may initiate an AM Policy Association Modification procedure initiated by the PCF for the UE may be performed as described in clause 4.16.2.2. As part of this, the time distribution indication and the Uu time synchronization error budget are provided to NG-RAN. Based on this, NG-RAN provides the 5GS access stratum time to the UE according to the Uu time synchronization error budget as provided by the TSCTSF (if supported by UE and NG-RAN).
NOTE:	This release of the specification assumes that deployments ensure that the targeted UEs and the NG-RAN nodes serving those UEs support Rel-17 propagation delay compensation as defined in TS 38.300 [30].
11.	 The TSCTSF responds the AF with the Ntsctsf_TimeSynchronization_ASTICreate response, including a reference to the time synchronization service configuration.
12. The NEF informs the AF about the result of the Nnef_TimeSynchronization_ASTI operation performed in step 3.

---Next Change---
[bookmark: _Toc20204230][bookmark: _Toc27894922][bookmark: _Toc36192003][bookmark: _Toc45193093][bookmark: _Toc47592725][bookmark: _Toc51834812][bookmark: _Toc75411596]4.16.2.2	AM Policy Association Modification initiated by the PCF
The AM Policy Association modification procedure may be initiated by an internal PCF event or by PCF obtaining pertinent analytics information from an NWDAF.
The following procedure is applicable to AM Policy Association modification due to Case B.


Figure 4.16.2.2-1: AM Policy Association Modification initiated by the PCF
The procedure driven by a PCF internal event applies to concerns both roaming and non-roaming scenarios and when driven by NWDAF, applies only to non-roaming scenarios.
An AM Policy Association is established, with the V-PCF in case of roaming or with the PCF in a non-roaming case as described in clause 4.16.1.2 before this procedure is triggered.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
NOTE:	The V-PCF/PCF stores the access and mobility control policy information provided to the AMF.
1.	[Conditional] The PCF determines internally that the new status of the UE context requires new policies, potentially triggered by an AF as described in clause 4.15.6.9 or by a notification from the UDR. This may be triggered by obtaining pertinent analytics information from an NWDAF as described in clause 6.1.1.3 of TS 23.503 [20].
2.	The (V-)PCF in case of roaming and PCF in a non-roaming case makes a policy decision. The PCF may also decide to subscribe to a new Analytics ID from NWDAF as described in clause 6.1.1.3 of TS 23.503 [20].
3.	The (V-)PCF in the roaming case and the PCF in a non-roaming case sends Npcf_AMPolicyControl_UpdateNotify including AM Policy Association ID associated with the SUPI defined in TS 29.507 [32]. The policy update may include Service Area Restrictions, UE-AMBR, or RFSP index value, access stratum time distribution indication, and Uu time synchronization error budget. If an AF has previously subscribed to event request for allocation of service area coverage outcome in step 1, the (V-)PCF checks if the allocated service area coverage was changed and sends a respective notification to the AF using Npcf_AMPolicyAuthorization_Notify as defined in clause 6.3.1.18 in TS 23.503 [20].
4.	The AMF deploys and stores the updated Access and mobility related policy information, which includes storing the Service Area Restrictions and Policy Control Request Trigger of AM Policy Association, provisioning of the Service Area Restrictions to the UE, and provisioning the RFSP index, UE-AMBR and Service Area Restrictions to the NG-RAN, and optionally the access stratum time distribution indication, and Uu time synchronization error budget to the NG-RAN.
---Next Change---
[bookmark: _Toc20204400][bookmark: _Toc27895099][bookmark: _Toc36192192][bookmark: _Toc45193305][bookmark: _Toc47592937][bookmark: _Toc51835024][bookmark: _Toc75411821][bookmark: _Toc20204474][bookmark: _Toc27895173][bookmark: _Toc36192270][bookmark: _Toc45193383][bookmark: _Toc47593015][bookmark: _Toc51835102][bookmark: _Toc68062314]5.2.2.2.2	Namf_Communication_UEContextTransfer service operation
Service operation name: Namf_Communication_UEContextTransfer
Description: Provides the UE context to the consumer NF.
Input, Required: 5G-GUTI or SUPI, Access Type, Reason.
Input, Optional: Integrity protected message from the UE that triggers the context transfer.
Output, Required: The UE context of the identified UE or only the SUPI and an indication that the Registration Request has been validated. The UE context is detailed in table 5.2.2.2.2-1.
Output, Optional: Mobile Equipment Identifier (if available), Allowed NSSAI, Mapping Of Allowed NSSAI.
See clause 4.2.2.2.2 for example of usage of this service operation. If the consumer NF sent an integrity protected message from the UE, the AMF uses it to verify whether this request is permitted to retrieve the UE context of the UE. If it is permitted, the AMF provides UE context to the consumer NF in the Namf_Communication_UEContextTransfer response. The following table illustrates the UE Context:

Table 5.2.2.2.2-1: UE Context in AMF
	Field
	Description

	SUPI
	SUPI (Subscription Permanent Identifier) is the subscriber's permanent identity in 5GS.

	Routing Indicator
	UE's Routing Indicator that allows together with SUCI/SUPI Home Network Identifier to route network signalling to AUSF and UDM instances capable to serve the subscriber

	AUSF Group ID
	The AUSF Group ID for the given UE.

	UDM Group ID
	The UDM Group ID for the UE.

	PCF Group ID
	The PCF Group ID for the UE.

	SUPI-unauthenticated-indicator
	This indicates whether the SUPI is unauthenticated.

	GPSI
	The GPSI(s) of the UE. The presence is dictated by its storage in the UDM.

	5G-GUTI
	5G Globally Unique Temporary Identifier.

	PEI
	Mobile Equipment Identity 

	Internal Group ID-list
	List of the subscribed internal group(s) that the UE belongs to.

	UE Specific DRX Parameters
	UE specific DRX parameters for E-UTRA and NR.

	UE Specific DRX Parameters for NB-IoT
	UE Specific DRX Parameters for NB-IoT

	UE MM Network Capability
	Indicates the UE MM network capabilities.

	5GMM Capability
	Includes other UE capabilities related to 5GCN or interworking with EPS.

	Events Subscription
	List of the event subscriptions by other CP NFs. Indicating the events being subscribed as well as any information on how to send the corresponding notifications

	LTE-M Indication
	Indicates if the UE is a Category M UE. This is based on indication provided by the NG-RAN or by the MME at EPS to 5GS handover.

	MO Exception Data Counter
	MO Exception Data Counter used for Small Data Rate Control purposes, see clause 5.31.14.3 of TS 23.501 [2].

	AMF-Associated Expected UE Behaviour parameters
	Indicates per UE the Expected UE Behaviour Parameters and their corresponding validity times as specified in clause 4.15.6.3.

	For the AM Policy Association:

	AM Policy Information
	Information on AM policy provided by PCF. Includes the Policy Control Request Triggers and the Policy Control Request Information. Includes the authorized RFSP and, the authorized Service Area Restrictions, access stratum time distribution indication and the Uu interface time synchronization error budget.

	PCF ID
	The identifier of the PCF for AM Policy. In roaming, the identifier of V-PCF (NOTE 2).

	For the UE Policy Association:

	Trigger Information
	The Policy Control Request Triggers on UE policy provided by PCF.

	PCF ID(s)
	The identifier of the PCF for UE Policy. In roaming, the identifiers of both V-PCF and H-PCF (NOTE 1) (NOTE 2).

	For the UE NWDAF association:

	NWDAF ID(s)
	Indicating the NWDAF ID(s) (instance ID(s) or Set ID(s)) used for the UE specific Analytics.

	Subscription Correlation ID(s)
	Active UE-related analytics subscription(s) for each given NWDAF ID.

	Analytic ID(s)
	Analytic ID(s) per NWDAF ID.

	Analytics specific data
	Additional information on the Analytics ID(s) the AMF is subscribed related to the UE specific Analytics, i.e. per Analytics ID it contains the following parameters: Analytics Filter Information, Target of Analytics reporting, Analytics Reporting Info.

	Other information

	Subscribed RFSP Index
	An index to specific RRM configuration in the NG-RAN that is received from the UDM.

	RFSP Index in Use
	An index to specific RRM configuration in the NG-RAN that is currently in use.

	UE-AMBR in serving network
	The UE-AMBR that has been sent to RAN (e.g. based on subscribed UE-AMBR from UDM or UE-AMBR received from PCF)

	List of UE-Slice-MBR(s)
	The list of UE-Slice-MBR if applicable. There is a single uplink and a single downlink value per S-NSSAI.

	MICO Mode Indication
	Indicates the MICO Mode for the UE.

	Extended idle mode DRX Parameters
	Negotiated extended idle mode DRX parameters.

	Active Time Value for MICO mode
	UE specific Active Time value allocated by AMF for MICO mode handling.

	Strictly Periodic Registration Timer Indication
	An indication that UE shall perform the Periodic Registration Update in a strictly periodic time, see clause 5.31.7.5 of TS 23.501 [2].

	Voice Support Match Indicator
	An indication whether the UE radio capabilities are compatible with the network configuration. The AMF uses it as an input for setting the IMS voice over PS Session Supported Indication over 3GPP access.

	Homogenous Support of IMS Voice over PS Sessions
	Indicates per UE if "IMS Voice over PS Sessions" is homogeneously supported in all TAs in the serving AMF or homogeneously not supported, or, support is non-homogeneous/unknown, see clause 5.16.3.3 of TS 23.501 [2].

	UE Radio Capability for Paging Information
	Information used by the NG-RAN to enhance the paging towards the UE (see clause 5.4.4.1 of TS 23.501 [2]).

	Information On Recommended Cells And RAN nodes For Paging
	Information sent by the NG-RAN, and used by the AMF when paging the UE to help determining the NG-RAN nodes to be paged as well as to provide the information on recommended cells to each of these NG-RAN nodes, in order to optimize the probability of successful paging while minimizing the signalling load on the radio path.

	UE Radio Capability Information
	Information sent by the NG-RAN node and stored in the AMF. The AMF sends this information to the NG-RAN node within the UE context during transition to CM-CONNECTED state, except for NB-IoT when NB-IoT specific UE Radio Access Capability are sent instead.

	UE Radio Capability ID
	Pointer that uniquely identifies a set of UE Radio Capabilities in UCMF as defined in TS 23.501 [2].

	NB-IoT specific UE Radio Access Capability Information
	NB-IoT specific UE radio access capabilities.

	WUS Assistance Information
	Assistance information for determining the WUS group (see TS 23.501 [2]).

	SMSF Identifier
	The Identifier of the SMSF serving the UE in RM‑REGISTERED state.

	SMSF Address
	The Address of the SMSF serving the UE in RM-REGISTERED state. (see clause 4.13.3.1).

	SMS Subscription
	Indicates subscription to any SMS delivery service over NAS irrespective of access type.

	SEAF data
	Master security information received from AUSF.

	Last used EPS PLMN ID
	The identifier of the last used EPS PLMN.

	Paging Assistance Data for CE capable UE
	Paging Assistance Data for Enhanced Coverage level and cell ID provided by the last NG-RAN the UE was connected to.

	Enhanced Coverage Restricted Information
	Specifies per PLMN whether CE mode B is restricted for the UE, or both CE mode A and CE mode B are restricted for the UE, or both CE mode A and CE mode B are not restricted for the UE.

	NB-IoT Enhanced Coverage Restricted Information
	Specifies per PLMN whether the Enhanced Coverage is restricted or not for the UE.

	Service Gap Time
	Used to set the Service Gap timer for Service Gap Control (see clause 5.31.16 of TS 23.501 [2]).

	Running Service Gap expiry time
	The time of expiry of a currently running Service Gap Timer (see clause 5.31.16 of TS 23.501 [2]).

	NB-IoT UE Priority
	Numerical value used by the NG-RAN to prioritise between UEs accessing via NB-IoT.

	List of Small Data Rate Control Statuses
	List of Small Data Rate Control Statuses by DNN and S-NSSAI for the released PDU Sessions, see clause 5.31.14.3 of TS 23.501 [2].

	List of APN Rate Control Statuses
	Indicates for each APN, the APN Rate Control Status (see clause 4.7.7.3 of TS 23.401 [13]) received from an MME when mobility from EPC to 5GC occurs. This information is provided to the MME during 5GC to EPC mobility.

	UE positioning capability
	Information sent by the LMF and stored in the AMF. The AMF sends this information along with the location request to the LMF.

	
	

	For each access type level context within the UE access and mobility context:

	Access Type
	Indicates the access type for this context.

	RM State
	Registration management state.

	Registration Area
	Current Registration Area (a set of tracking areas in TAI List).

	TAI of last Registration
	TAI of the TA in which the last Registration Request was initiated.

	User Location Information
	Information on user location.

	Mobility Restrictions
	Mobility Restrictions restrict mobility handling or service access of a UE. It consists of RAT restriction, Forbidden area, Service area restrictions and Core Network type restriction. It may also contain an Allowed CAG list and, optionally an indication whether the UE is only allowed to access 5GS via CAG cells.

	Security Information for CP
	As defined in TS 33.501 [15].

	Security Information for UP
	As defined in TS 33.501 [15].

	Allowed NSSAI
	Allowed NSSAI consisting of one or more S-NSSAIs for serving PLMN in the present Registration Area.

	Mapping Of Allowed NSSAI
	Mapping Of Allowed NSSAI is the mapping of each S-NSSAI of the Allowed NSSAI to the S-NSSAIs of the Subscribed S-NSSAIs.

	S-NSSAIs subject to Network Slice-Specific Authentication and Authorization
	Subscribed S-NSSAIs which are subject to NSSAA procedure.
Also including the status, i.e. result, of the NSSAA if already executed or whether the S-NSSAI is pending the completion of an NSSAA procedure.

	Inclusion of NSSAI in RRC Connection Establishment Allowed by HPLMN
	[Only for 3GPP access] it defines whether the UDM has indicated that the UE is allowed to include NSSAI in the RRC connection Establishment in clear text.

	Access Stratum Connection Establishment NSSAI Inclusion Mode 
	Defines what NSSAI, if any, to include in the Access Stratum connection establishment as specified in clause 5.15.9 of TS 23.501 [2].

	CM state for UE connected via N3IWF/TNGF
	Identifies the UE CM state (CM-IDLE, CM-CONNECTED) for UE connected via N3IWF/TNGF

	N2 address information for N3IWF/TNGF
	Identifies the N3IWF/TNGF to which UE is connected. Exists only if CM state for UE connected via N3IWF/TNGF is CM-CONNECTED.

	AMF UE NGAP ID
	Identifies the UE association over the NG interface within the AMF as defined in TS 38.413 [10]. This parameter exists only if CM state for the respective Access Type is CM-CONNECTED.

	RAN UE NGAP ID
	Identifies the UE association over the NG interface within the NG-RAN node as defined in TS 38.413 [10]. This parameter exists only if CM state for the respective Access Type is CM-CONNECTED.

	Network Slice Instance(s)
	The Network Slice Instances selected by 5GC for this UE.

	URRP-AMF information
	UE Reachability Request Parameter contains a list of URRP-AMF flags and associated authorised NF IDs. Each URRP-AMF flag indicates whether direct UE reachability notification has been authorised by the HPLMN towards the associated NF ID or not.

	SoR Update Indicator for Initial Registration
	An indication whether the UDM requests the AMF to retrieve SoR information when the UE performs NAS Registration Type "Initial Registration".

	SoR Update Indicator for Emergency Registration
	An indication whether the UDM requests the AMF to retrieve SoR information when the UE performs NAS Registration Type "Emergency Registration".

	Charging Characteristics
	The Charging Characteristics as defined in Annex A of TS 32.256 [71].

	For each PDU Session level context:

	S-NSSAI(s)
	The S-NSSAI(s) associated to the PDU Session.

	DNN
	The associated DNN for the PDU Session.

	Network Slice Instance id
	The network Slice Instance information for the PDU Session

	PDU Session ID
	The identifier of the PDU Session.

	SMF Information
	The associated SMF identifier and SMF address for the PDU Session.
When an I-SMF is used, this additionally include the information correspond to an I-SMF.

	Access Type
	The current access type for this PDU Session (for a MA PDU Session this may correspond to information indicating 2 Access Type).

	EBI-ARP list
	The allocated EBI and associated ARP pairs for this PDU session.

	5GSM Core Network Capability
	The UEs 5GSM Core Network Capability as defined in clause 5.4.4b of TS 23.501 [2].

	SMF derived CN assisted RAN parameters tuning
	These are PDU Session specific parameters received from the SMF and used by the AMF to derive the Core Network assisted RAN parameters tuning.

	NOTE 1:	The AMF transfers the PCF ID to the SMF during PDU Session Establishment. The SMF may select the PCF identified by the PCF ID as described in clause 6.3.7.1 of TS 23.501 [2]. In HR roaming case, the AMF transfers the identifier of H-PCF as described in clause 4.3.2.2.2. In LBO roaming case, the AMF transfers the identifier of V-PCF as described in clause 4.3.2.2.1.
NOTE 2:	The PCF ID in AM Policy Association information and the PCF ID in UE Policy Association Information should be the same in non-roaming case. The V-PCF ID in AM Policy Association information and the V-PCF ID in UE Policy Association Information should be the same in roaming case.





---Next Change---
[bookmark: _Toc68062358][bookmark: _Toc20204541][bookmark: _Toc27895240][bookmark: _Toc36192337][bookmark: _Toc45193450][bookmark: _Toc47593082][bookmark: _Toc51835169][bookmark: _Toc68062389]5.2.6	NEF Services
[bookmark: _Toc20204511][bookmark: _Toc27895210][bookmark: _Toc36192307][bookmark: _Toc45193420][bookmark: _Toc47593052][bookmark: _Toc51835139][bookmark: _Toc68062359]5.2.6.1	General
The following table shows the NEF Services and Service Operations:
Table 5.2.6.1-1: NF Services provided by the NEF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	Nnef_EventExposure
	Subscribe
	Subscribe/Notify
	AF, NWDAF

	
	Unsubscribe
	
	AF, NWDAF

	
	Notify
	
	AF, NWDAF

	Nnef_PFDManagement
	Fetch
	Request/Response
	SMF

	
	Subscribe
	Subscribe/Notify
	SMF

	
	Notify
	
	SMF

	
	Unsubscribe
	
	SMF

	
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_ParameterProvision
	Update
	Request/Response
	AF

	
	Create
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Get
	Request/Response
	AF

	Nnef_Trigger
	Delivery
	Request/Response
	AF

	
	DeliveryNotify
	Subscribe/Notify
	AF

	Nnef_BDTPNegotiation
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Notify
	
	AF

	Nnef_TrafficInfluence
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Get
	Request/Response
	AF

	
	Notify
	Subscribe/Notify
	AF

	
	AppRelocationInfo
	Subscribe/Notify
	AF

	Nnef_ChargeableParty
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	Nnef_AFsessionWithQoS
	Create
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Revoke
	Request/Response
	AF

	Nnef_MSISDN-less_MO_SMS
	Notify
	Notify
	AF

	Nnef_ServiceParameter
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Get
	Request/Response
	AF

	Nnef_APISupportCapability
	Subscribe
	Subscribe/Notify
	AF

	
	Unsubscribe
	Subscribe/Notify
	AF

	
	Notify
	Subscribe/Notify
	AF

	Nnef_NIDDConfiguration
	Create
	Request/Response
	AF

	
	TriggerNotify
	Subscribe/Notify
	AF

	
	UpdateNotify
	Subscribe/Notify
	AF

	
	Delete
	Request/Response
	AF

	Nnef_NIDD
	Delivery
	Request/Response
	AF

	
	DeliveryNotify
	Subscribe/Notify
	AF

	
	GroupDeliveryNotify
	Notify
	AF

	Nnef_SMContext
	Create
	Request/Response
	SMF

	
	Delete
	Request/Response
	SMF

	
	DeleteNotify
	Subscribe/Notify
	SMF

	
	Delivery
	Request/Response
	SMF

	Nnef_AnalyticsExposure
	Subscribe
	Subscribe/Notify
	AF

	
	Unsubscribe
	
	AF

	
	Notify
	
	AF

	
	Fetch
	Request/Response
	AF

	Nnef_UCMFProvisioning
	Create
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	Nnef_ECRestriction
	Get
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	Nnef_ApplyPolicy
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_Location
	LocationUpdateNotify
	Notify
	AF

	Nnef_SliceStatus
	Retrieve
	Request/Response
	AF

	Nnef Nnef_TimeSynchronization
	ConfigUpdate
	Request/Response
	AF

	
	ConfigCreate
	Request/Response
	AF

	
	ConfigDelete
	Request/Response
	AF

	
	ConfigUpdateNotify
	Subscribe/Notify
	AF

	
	CapsSubscribe
	Subscribe/Notify
	AF

	
	CapsUnsubscribe
	Subscribe/Notify
	AF

	
	CapsNotify
	Subscribe/Notify
	AF

	
	ASTICreate
	Request/Response
	AF

	
	ASTIUpdate
	Request/Response
	AF

	
	ASTIDelete
	Request/Response
	AF

	
	ASTIGet
	Request/Response
	AF




---Next Change---

[bookmark: _Toc75412061]5.2.6.23	Nnef_AMInfluence service
[bookmark: _Toc75412062]5.2.6.23.1	General
Service description: This service is to authorize the request and store in the UDR application data that can be retrieved by relevant PCFs in order to influence access and mobility management policies of one or multiple UEs. This service allows the NF consumer to subscribe/unsubscribe the notification of events about service coverage (defined in clause 6.1.3.18 of TS 23.503 [20]).
[bookmark: _Toc75412063]5.2.6.23.2	Nnef_AMInfluence_Create operation
Service operation name: Nnef_AMInfluence_Create
Description: Authorize the request for AM policy influence and store the request data in the UDR, potentially translating GSPI to SUPI and External Group Identifier to Internal Group Identifier.
Inputs, Required: AF Transaction Id.
The AF Transaction Id refers to the request.
Inputs, Optional: SUPI, GPSI, DNN, S-NSSAI, External Group Identifier, application identifier or traffic filtering information, AF Service Identifier, throughput requirements, service coverage requirements, 5G reference time distribution parameters as described in Table 4.15.9.4-1, policy duration, External Application Identifier, subscribed event.
The subscribed event includes Event ID as specified in Nnef_AMInfluence_Notify service operation, Event Reporting Information defined in Table 4.15.1-1 (only the Event Reporting mode and the immediate reporting flag when applicable), Notification Target Address.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
---Next Change---
[bookmark: _Toc20204674][bookmark: _Toc27895388][bookmark: _Toc36192491][bookmark: _Toc45193593][bookmark: _Toc47593225][bookmark: _Toc51835312][bookmark: _Toc68062546]5.2.12.2	Nudr_DataManagement (DM) service
[bookmark: _Toc20204675][bookmark: _Toc27895389][bookmark: _Toc36192492][bookmark: _Toc45193594][bookmark: _Toc47593226][bookmark: _Toc51835313][bookmark: _Toc68062547]5.2.12.2.1	General
The operations defined for Nudr_DM service use following set of parameters defined in this clause:
-	Data Set Identifier: uniquely identifies the requested set of data within the UDR (see clause 4.2.5).
-	Data Subset Identifier: it uniquely identifies the data subset within each Data Set Identifier. As specified in the procedures in clause 4, e.g. subscription data can consist of subsets particularised for specific procedures like mobility, session, etc.
-	Data Keys defined in Table 5.2.12.2.1-1
For Nudr_DM_Subscribe and Nudr_DM_Notify operations:
-	The Target of Event Reporting is made up of a Data Key and possibly a Data Sub Key both defined in Table 5.2.12.2.1-1. When a Data Sub Key is defined in the table but not present in the Nudr_DM_Subscribe this means that all values of the Data Sub Key are targeted.
-	The Data Set Identifier plus (if present) the (set of) Data Subset Identifier(s) corresponds to a (set of) Event ID(s) as defined in clause 4.15.1
An NF Service Consumer may include an indicator when it invokes Nudr_DM Query/Create/Update service operation to subscribe the changes of the data, to avoid a separate Nudr_DM_Subscribe service operation.
Depending on the use case, it is possible to use a Data Key and/or one or multiple Data sub keys to further identify the corresponding data, as defined in Table 5.2.12.2.1-1 below.
Table 5.2.12.2.1-1: Data keys
	Data Set
	Data Subset
	Data Key
	Data Sub Key

	
	Access and Mobility Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	SMF Selection Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	UE context in SMF data
	SUPI
	PDU Session ID or DNN

	Subscription Data (see clause 5.2.3.3.1)
	SMS Management Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	SMS Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	Session Management Subscription data
	SUPI
	S-NSSAI

	
	
	
	DNN

	
	
	
	Serving PLMN ID and optionally NID

	
	Slice Selection Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	Group Data
	Internal Group Identifier or
External Group Identifier
	-

	
	Identifier translation
	GPSI
	

	
	
	SUPI
	Application Port ID

	
	Intersystem continuity Context
	SUPI
	DNN

	
	LCS privacy
	SUPI
	-

	
	LCS mobile origination
	SUPI
	-

	
	UE reachability
	SUPI
	-

	
	Group Identifier Translation
	Internal Group Identifier or
External Group Identifier
	-

	
	UE context in SMSF data
	SUPI
	-

	
	V2X Subscription data
	SUPI
	-

	
	ProSe Subscription data
	SUPI
	-

	Application data
	Packet Flow Descriptions (PFDs)
	Application Identifier
	-

	
	AF traffic influence request information
	AF transaction internal ID
	

	
	(See clause 5.6.7 and clause 6.3.7.2 of TS 23.501 [2])
	S-NSSAI and DNN
and/or
Internal Group Identifier or SUPI
	

	
	Background Data Transfer
(NOTE 3)
	Internal Group Identifier or SUPI
	

	
	Service specific information (See clause 4.15.6.7)
	S-NSSAI and DNN
or
Internal Group Identifier or SUPI
	

	
	AF provided ECS Address Configuration Information (See Table 4.15.6.3d-1)
	AF transaction internal ID
	S-NSSAI and DNN and one of any UE indication, Internal Group Identifier

	
	AM policy influence request information (See clause 4.15.6.9.3)
	AF transaction internal ID
	

	
	
	S-NSSAI and DNN
and/or
Internal Group Identifier or SUPI
	

	
	Time-Sync data
(See clause 4.15.9.3 and 4.15.9.4)
	DNN and S-NSSAI
Internal Group ID
SUPI
	

	Policy Data
	UE context policy control data
(See clause 6.2.1.3 of TS 23.503 [20])
	SUPI
	

	
	PDU Session policy control data
	SUPI
	S-NSSAI

	
	(See clause 6.2.1.3 of TS 23.503 [20])
	
	DNN

	
	Policy Set Entry data
(See clause 6.2.1.3 of TS 23.503 [20])
	SUPI (for the UDR in HPLMN)
	

	
	
	PLMN ID (for the UDR in VPLMN)
	

	
	Remaining allowed Usage data
	SUPI
	S-NSSAI

	
	(See clause 6.2.1.3 of TS 23.503 [20])
	
	DNN

	
	Sponsored data connectivity profiles (See clause 6.2.1.6 of TS 23.503 [20])
	Sponsor Identity
	

	
	Background Data Transfer data
(See clause 6.2.1.6 of TS 23.503 [20])
	Background Data Transfer Reference ID. (NOTE 2)
	

	
	
	None. (NOTE 1)
	

	
	Remaining Data Rate
(See clause 6.2.1.3 of TS 23.503 [20])
	S-NSSAI
	

	Exposure Data
	Access and Mobility Information
	SUPI or GPSI
	PDU Session ID or 

	(see clause 5.2.12.1)
	Session Management information
	SUPI or GPSI
	UE IP address or DNN

	NOTE 1:	Retrieval of the stored Background Data Transfer References for all ASP identifiers in the UDR requires Data Subset but no Data Key or Data Subkey(s).
NOTE 2:	Update of a Background Data Transfer Reference in the UDR requires a Data key to refer to a Background Data Transfer Reference as input data.
NOTE 3:	The Background Data Transfer includes the Background Data Reference ID and the ASP id that requests to apply the Background Data Reference ID to the UE(s). Furthermore, the Background Data Transfer includes the relevant information received from the AF as defined in clause 6.1.2.4 of TS 23.503 [20].



The content of the UDR storage for (Data Set Id= Application Data, Data Subset Id = AF TrafficInfluence request information) is specified in clause 5.6.7, Table 5.6.7-1 of TS 23.501 [2]. This information is written by the NEF and read by the PCF(s). PCF(s) may also subscribe to changes onto this information.

---Next Change---
5.2.6.25.8	Nnef_TimeSynchronization_CapsNotify operation
Service operation name: Nnef_TimeSynchronization_CapsNotify
Description: Forward the notification for the time synchronization configuration.

---Table 5.2.6.25.8-1 is introduced in S2-2105719. Only the "5G Time source" is described here ---

Table 5.2.6.25.8-1: Time Synchronization capability event parameters
	Time Synchronization event parameter
	Description

	List of User-Plane Node IDs 
	Identifies the applicable NW-TT (NOTE).

	For each User-Plane Node ID

	(g)PTP grandmaster capable
	Indicates separately whether User-Plane Node ID supports acting as a gPTP and/or PTP grandmaster.

	5G Access Stratum Time source
	Indicates the 5G clock quality supported (i.e. the source of time used by the 5GS).
Allowed values: Atomic clock, GNSS, terrestrial radio, serial time code, PTP, NTP, hand set, internal oscillator, other.

	List of UEs associated with the User-Plane Node ID
	

	For each UE

	UE identity
	Identifies the UE to which the reported parameters below apply.

	PTP instance types
	 Supported PTP instance types as described in clause 5.27.1.4 in TS 23.501 [2].

	Transport protocols
	Supported transport protocols for PTP as described in clause 5.27.1.4 in TS 23.501 [2].

	Supported PTP Profiles
	Identifies the PTP profiles supported by 5GS for the reported UE.

	NOTE: 	This is needed to limit the PTP instance into a single NW-TT. In this way the AF can know e.g. UE1/UE2/UE3 are served by NW-TT1, UE4/UE5/UE6 are served by NW-TT2. The AF can control the PTP instances per NW-TT.





Known NF Service Consumers: AF.
Inputs, Required: Notification Correlation ID.
Inputs, Optional: Current state of the time synchronization configuration.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
5.2.6.25.9	Nnef_TimeSynchronization_ASTICreate operation
Service operation name: Nnef_ TimeSynchronization_ASTICreate
Description: Authorize the request, activate the 5G access stratum time distibution.
Inputs, Required: List of UE identities, mandatory service parameters as described in Table 4.15.9.4-1.
Inputs, Optional: DNN, S-NSSAI, optional service parameters as described in Table 4.15.9.4-1.
Outputs, Required: Operation execution result indication, in successful operation the time synchronization configuration id.
Outputs, Optional: None.

5.2.6.25.10	Nnef_TimeSynchronization_ASTIUpdate operation
Service operation name: Nnef_ TimeSynchronization_ASTIUpdate
Description: Authorize the request and forward the request to update the 5G access stratum time distribution configuration.
Inputs, Required: Time synchronization configuration id.
Inputs, Optional: service parameters as in Nnef_TimeSynchronization _ASTICreate input.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
5.2.6.25.11	Nnef_TimeSynchronization_ASTIDelete operation
Service operation name: Nnef_ TimeSynchronization_ASTIDelete
Description: Authorize the request, delete the 5G access stratum time distribution configuration, deactivate the correspondinc 5G access stratum time distribution service.
Inputs, Required: Time synchronization configuration id.
Inputs, Optional: None.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.

5.2.6.25.12	Nnef_TimeSynchronization_ASTIGet operation
Service operation name: Nnef_ TimeSynchronization_ASTIGet
Description: Authorize the request and query the status of the access stratum time distribution.
Inputs, Required: List of UE identities.
Inputs, Optional: DNN, S-NSSAI.
Outputs, Required: Operation execution result indication.
Outputs, Optional: Status of the access stratum time distribution (active, optionally with requested time synchronization error budget or inactive).

---Next Change---
5.2.27	TSCTSF Services
5.2.27.1	General
The following table shows the TSCTSF Services and Service Operations:
Table 5.2.X.1-1: NF Services provided by the TSCTSF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	Ntsctsf_TimeSynchronization
	ConfigUpdate
	Request/Response
	AF, NEF

	
	ConfigCreate
	Request/Response
	AF, NEF

	
	ConfigDelete
	Request/Response
	AF, NEF

	
	ConfigUpdateNotify
	Subscribe/Notify
	AF, NEF

	
	CapsSubscribe
	Subscribe/Notify
	AF, NEF

	
	CapsUnsubscribe
	Subscribe/Notify
	AF, NEF

	
	CapsNotify
	Subscribe/Notify
	AF, NEF

	
	ASTICreate
	Request/Response
	AF, NEF

	
	ASTIUpdate
	Request/Response
	AF, NEF

	
	ASTIDelete
	Request/Response
	AF, NEF

	
	ASTIGet
	Request/Response
	AF, NEF

	 Ntsctsf_TSCQoSandAssistance
	Create 
	Request/Response 
	AF, NEF

	
	Update 
	Request/Response 
	AF, NEF

	
	Delete
	Request/Response
	AF, NEF

	
	Notify 
	Subscribe/Notify 
	AF, NEF


	
	Subscribe 
	Subscribe/Notify
	AF, NEF

	
	Unsubscribe 
	Subscribe/Notify
	AF, NEF




[bookmark: _Toc75412261]5.2.27.2.2	Ntsctsf_TimeSynchronization_ConfigCreate operation
Service operation name: Ntsctsf_TimeSynchronization_ConfigCreate
Description: Authorize the request, create a time synchronization configuration and activate the time synchronization service with the configuration.
Inputs, Required: Reference to time synchronization capability set, user plane node ID, mandatory service parameters as described in Table 4.15.9.3-1.
Inputs, Optional: Optional service parameters as described in Table 4.15.9.3-1.
Outputs, Required: Operation execution result indication, in successful operation the time synchronization configuration id.
Outputs, Optional: None.
[bookmark: _Toc75412267]5.2.27.2.8	Ntsctsf_TimeSynchronization_CapsNotify operation
Service operation name: Ntsctsf_TimeSynchronization_CapsNotify
Description: Forward the notification for the time synchronization configuration.
Known NF Service Consumers: AF.
Inputs, Required: Notification Correlation ID.
Inputs, Optional: Current state of the time synchronization configuration as described in Table 4.15.9.2-1.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.

5.2.27.2.9	Ntsctsf_TimeSynchronization_ASTICreate operation
Service operation name: Ntsctsf_ TimeSynchronization_ASTICreate
Description: Authorize the request, activate the 5G access stratum time distribution.
Inputs, Required: List of UE identities, mandatory service parameters as described in Table 4.15.9.4-1.
Inputs, Optional: DNN, S-NSSAI, optional service parameters as described in Table 4.15.9.4-1.
Outputs, Required: Operation execution result indication, in successful operation the time synchronization configuration id.
Outputs, Optional: None.

5.2.27.2.10	Ntsctsf_TimeSynchronization_ASTIUpdate operation
Service operation name: Ntsctsf_ TimeSynchronization_ASTIUpdate
Description: Authorize the request and forward the request to update the 5G access stratum time distribution configuration.
Inputs, Required: Time synchronization configuration id.
Inputs, Optional: service parameters as in Ntsctsf_TimeSynchronization _ASTICreate input.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.

5.2.27.2.11	Ntsctsf_TimeSynchronization_ASTIDelete operation
Service operation name: Ntsctsf_ TimeSynchronization_ASTIDelete
Description: Authorize the request, delete the 5G access stratum time distribution configuration, deactivate the corresponding 5G access stratum time distribution service.
Inputs, Required: Time synchronization configuration id.
Inputs, Optional: None.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.

5.2.27.2.12	Ntsctsf_TimeSynchronization_ASTIGet operation
Service operation name: Ntsctsf_ TimeSynchronization_ASTIGet
Description: Authorize the request and query the status of the access stratum time distribution.
Inputs, Required: List of UE identities.
Inputs, Optional: DNN, S-NSSAI.
Outputs, Required: Operation execution result indication.
Outputs, Optional: Status of the access stratum time distribution (active, optionally with requested time synchronization error budget or inactive).



---End of Changes---
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