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Furthermore there are neither control plane nor user plane protocol stacks for trusted WLAN access for N5CW device.
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[bookmark: _Toc517082226]* * * * First change * * * *


[bookmark: _Toc20149651][bookmark: _Toc27846442][bookmark: _Toc36187566][bookmark: _Toc45183470][bookmark: _Toc47342312][bookmark: _Toc51769010][bookmark: _Toc68015330]4.2.8.5	Access to 5GC from devices that do not support 5GC NAS over WLAN access
[bookmark: _Toc20149652][bookmark: _Toc27846443][bookmark: _Toc36187567][bookmark: _Toc45183471][bookmark: _Toc47342313][bookmark: _Toc51769011][bookmark: _Toc68015331]4.2.8.5.1	General
The devices that do not support 5GC NAS signalling over WLAN access are referred to as "Non-5G-Capable over WLAN" devices, or N5CW devices for short. A N5CW device is not capable to operate as a 5G UE that supports 5GC NAS signalling over a WLAN access network, however, it may be capable to operate as a 5G UE over NG-RAN.
Clause 4.2.8.5 specifies the 5GC architectural enhancements that enable N5CW devices to access 5GC via trusted WLAN access networks. A trusted WLAN access network is a particular type of a Trusted Non-3GPP Access Network (TNAN) that supports a WLAN access technology, e.g. IEEE 802.11. Not all trusted WLAN access networks support 5GC access from N5CW devices. To support 5GC access from N5CW devices, a trusted WLAN access network must support the special functionality specified below (e.g. it must support a TWIF function).
When a N5CW device performs an EAP-based access authentication procedure to connect to a trusted WLAN access network, the N5CW device may simultaneously be registered to a 5GC of a PLMN. The 5GC registration is performed by the TWIF function (see next clause) in the trusted WLAN access network, on behalf of the N5CW device. The type of EAP authentication procedure, which is used during the 5GC registration to authenticate the N5CW device, is specified in TS 33.501 [29]. In this release of the specification, Trusted WLAN Access for N5CW Device only supports IP PDU Session type.



* * * * Second change * * * *


8.2.x	Control Plane for Trusted WLAN Access for N5CW Device



Figure 8.2.x-1: Control Plane for trusted WLAN access for N5CW device

The EAP protocol applies only for performing EAP-based access authentication procedure to connect to a trusted WLAN access network.  

* * * * Third change * * * *
[bookmark: _GoBack]8.3.y	 User Plane for Trusted WLAN Access for N5CW Device
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Legend:
-	Transport: this layer refers to the transport of PDUs between the N5CW device and TWIF (see clause 4.2.8.5.4).
In this release of the specification, Trusted WLAN Access for N5CW Device only supports IP PDU Session type.

Figure 8.2.y-1: User Plane for trusted WLAN access for N5CW device
* * * * End of changes * * * *
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