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******************** 1st Change ********************
[bookmark: _Toc68001465]4.2.1	Analytics Data Repository Function
As depicted in Figure 4.2.1-1, the 5G System architecture allows Analytics Data Repository Function (ADRF) to store and retrieve the collected data and analytics i.e. ADRF acts as a Data Consumer to obtain data and acts as a Data Source for retrieval of data. The following options are supported:
-	ADRF exposes the Nadrf service for storage and retrieval of data by e.g. Consumers NF(s) other 5GC NFs (e.g. NWDAF) which access the data using Nadrf services.
-	Based on the NF request or configuration on the DCCF, the DCCF may determine the ADRF and interact directly or indirectly with the ADRF to request or store data. The interaction can be:
-	Direct: the DCCF requests to store data in the ADRF via an Nadrf service, or via an Ndccf_DataManagement_notification (e.g. when ADRF requested data collection notification via DCCF). In addition, the DCCF retrieves data from the ADRF via an Nadrf service.
-	Indirect: the DCCF requests that the Messaging Framework to store data in the ADRF i.e. via an Nadrf service or via an Nmfa_DataManagement_notification. The Messaging Framework may contain one or more Adaptors that translate between 3GPP defined protocols.
NOTE 1:	The internal logic of Messaging Framework is outside the scope of 3GPP, only the MFAF and the interface between MFAF and other 3GPP defined NF is under 3GPP scope.
-	A Consumer NF may specify in requests to a DCCF that data provided by a Data Source needs to be stored in the ADRF.
-	The ADRF stores data based on received in an Nadrf_DataManagement_StorageRequestNnf notifications received sent directly from an NF, or data received in an Ndccf_DataManagement_notification / Nmfaf_DataManagement_notification or Nnwdaf_DataManagement_notification from the DCCF, MFAF or from the MFAFNWDAF.
[bookmark: _GoBack]-	The ADRF checks if the Data Consumer is authorized to access ADRF services and provides the requested data using the procedures specified in TS 23.501 [2] clause 7.1.4.


Figure 4.2.1-1: Data storage architecture for Analytics and Collected Data

******************** 2nd Change ********************
[bookmark: _Toc68001472]5A.2	Data Collection Coordination
Data Collection Coordination is supported by a Data Collection Coordination Function (DCCF). The Data Consumer may use an NRF to perform NF discovery and selection to find a DCCF that can coordinate data collection (DCCF discovery principles are defined in clause 6.3.19, TS 23.501 [2]). Data Consumers send requests for data to the DCCF rather than directly to the NF Data Source. Whether the data consumers directly contact the NF Data Source or goes via the DCCF is based on configuration of the data consumers. For the Data Consumer and each notification endpoint in a data request, the Data Consumer may specify Formatting and Processing Instructions that determine how the data is to be provided. Upon receiving a request from a Data Consumer, the selected DCCF determines the NF instance that can be a Data Source if the Data Source is not indicated in the Data Consumer's request. The DCCF may also select an ADRF if the data is to be stored in an ADRF and an ADRF endpoint is not indicated in the Data Consumer's request. To retrieve data for a specific UE, the NRF, UDM or BSF can provide the DCCF with the identity of the Data Source using the services indicated in table 5A.2-1.
Table 5A.2-1: NF Services consumed by DCCF to determine which NF instances are serving a UE
	Type of NF instance (serving the UE) to determine
	NF to be contacted by DCCF
	Service
	Reference in TS 23.502 [3]

	UDM
	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	AMF
	UDM
	Nudm_UECM
	5.2.3.2

	SMF
	UDM
	Nudm_UECM
	5.2.3.2

	BSF
	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	PCF
	BSF
	Nbsf_Management
	5.2.13.2

	NEF
	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	NWDAF
	UDM
	Nudm_UECM
	5.2.3.2



The DCCF keeps track of the data actively being collected from the Data Sources it is coordinating. It may do so by maintaining a record of the active prior requests it sends to each Data Source. If a NWDAF or ADRF Consumer subscribes for data directly with a Data Source, or a Data Source has stored data in an ADRF, the NWDAF or ADRF may register the data collection profile (Analytics ID, Event ID list, ADRF ID or NWDAF ID) with the DCCF. The DCCF may then determine certain historical data may be available in the NWDAF or ADRF and coordinate collection of data from the NWDAF or ADRF based on the data collection profile.
Editor's note:	Whether the data collection profile contains other parameters (such as time period of data collection, area of interest, data obtaining status, etc.) is FFS.
When the DCCF receives a request for data, it determines the status of data collection from the Data Source. If parameters in a request for data from a Data Consumer match those in a prior request or in a data collection registration, the DCCF may determine that the requested data is already being collected from a Data Source or that a prior subscription to a Data Source may be modified to in addition satisfy the requirements of the new data request from a Data Consumer. This status is used in clause 5A.3 to deliver data to the Data Consumer and notification endpoints.
For persisting event exposure subscriptions for long-lived data collection the DCCF may subscribe to the UDM to receive event notifications even if a Data Source that serves a UE changes.
The DCCF may subscribe to the NRF to receive event notifications if a Data Source changes (e.g. because of a NF life-cycle event).
NOTE:	A DCCF may support multiple Data Sources, Data Consumers, and Message Frameworks. However, to avoid duplicate data collection, each Data Source NF or Set of Data Source NF should be associated with only one DCCF instance or DCCF Set.

******************** 3rd Change ********************
6.2.6	Enhanced Procedures for Data Collection
[bookmark: _Toc68001521]6.2.6.0	General
Data collection may be performed via DCCF, MFAF, and ADRF, when such NFs are deployed, or via NWDAF (hosting DCCF and/or ADRF).
DCCF, MFAF, ADRF, and NWDAF hosting DCCF and/or ADRF shall use the same services listed in clause 6.2.1 from OAM, and NFs (including AFs directly or via NEF) to collect data. Additionally the new services for data exposure from DCCF, MFAF, ADRF, and NWDAF (hosting DCCF and/or ADRF) as specified in clause 8, 9, 10 and 7.4 may also be used for data collection.
The NWDAF, DCCF, ADRF shall obtain the proper information to perform data collection for a UE, a group of UEs or any UE following the principles of clause 6.2.1.

******************** End of Change ********************
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