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	[bookmark: _Hlk55138113]Reason for change:
	The following Editor´s note is included in clause 6.2.8.2.4:
Editor's note:	The procedure about how to map the UE IP address to a SUPI or GPSI is FFS.
This Editor´s note aims to resolve how the AF can correlate the NWDAF request for input data that includes a SUPI or a GPSI and the user plane connection established between the UE application and the AF for data collection. The proposal to resolve is as follows:

At the time the user plane connection is established over a PDU session for a SUPI, DNN, S-NSSAI, the AF stores the UE IP address as described clause 6.2.8.2.

Later, when the AF receives a request to collect UE data, this trigger both the data collection from the UE and the correlation of the NWDAF request for a SUPI and the user plane connection identified by a UE IP address.



	
	

	Summary of change:
	The AF finds the SMF serving the PDU session for the user plane connection to the AF (for direct reporting) then next the AF requests the SMF to provide the allocated IPv4address or IPv6 prefix or both. Then AF can correlate the NWDAF request to collect UE data and the user plane connection that transport this data.

Rev 02
- add NWDAF performs mapping procedure in clause 6.2.8.2.4.aa.
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[bookmark: _Toc68001457]---------------------------------First Change---------------------------------------
2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".
[5]	Void.
[6]	3GPP TS 28.532: "Management and orchestration; Generic management services".
[7]	3GPP TS 28.550: "Management and orchestration; Performance Assurance".
[8]	3GPP TS 28.552: "Management and orchestration; 5G performance measurements".
[9]	3GPP TS 28.545: "Management and orchestration; Fault Supervision (FS)".
[10]	3GPP TS 28.554: "Management and orchestration; 5G end to end Key Performance Indicators (KPI)".
[11]	ITU‑T Recommendation P.1203.3: "Parametric bitstream-based quality assessment of progressive download and adaptive audiovisual streaming services over reliable transport - Quality integration module".
[12]	3GPP TS 38.215: "NR; Physical layer measurements".
[13]	Void.
[14]	3GPP TS 38.331: "NR; Radio Resource Control (RRC) protocol specification".
[15]	3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource Control (RRC); Protocol specification".
[16]	3GPP TS 38.413: "NG-RAN; NG Application Protocol (NGAP)".
[17]	3GPP TS 29.244: "Interface between the Control Plane and the User Plane Nodes".
[18]	3GPP TS 29.510: "5G System; Network function repository services; Stage 3".
[19]	3GPP TS 28.533: "Management and orchestration; Architecture framework".
[20]	3GPP TS 37.320: "Radio measurement collection for Minimization of Drive Tests (MDT); Overall description; stage 2".
[21]	3GPP TS 28.201: "Charging management; Network slice performance and analytics charging in the 5G System (5GS); stage 2".
[22]	3GPP TS 28.541: "Management and orchestration; 5G Network Resource Model (NRM); Stage 2 and stage 3".
[23]	3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[24]	3GPP TS 28.310: "Management and orchestration; Energy efficiency of 5G".
[25]	3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".
[x]	3GPP TS 29.503: " Unified Data Management Services; Stage 3".

-----------------------------Next Change-------------------------------------------

6.2.8.2.4	Correlation between UE data collection and the NWDAF data request
6.2.8.2.4.x	General
The UE IP address is used to identify the user plane connection established between the UE application and the AF for data collection, while the AF receives the Naf_Event_Exposure_Subscribe to request for the specific UE data collection by using SUPI (for AF in trusted domain) or external UE ID (i.e. GPSI) (for AF in untrusted domain). 
AF may indicate in NF profile and register to NRF in clause 6.2.8.2.2 if it supports to do the mapping itself or ask NWDAF to do it and the supported list of S-NSSAI, DNN combinations. 
[bookmark: _Hlk69479782]Accordingly, if AF supports the mapping, for AF in trusted domain, it is required to correlate the UE IP address and SUPI as described in clause 6.2.8.2.4.y after receiving the data collection request from NWDAF and there is no mapping information storage in the AF. For AF in untrusted domain, the procedure to correlate the UE IP address and GPSI is described in clause 6.2.8.2.4.z.
NWDAF may collect the mapping information as described in clause 6.2.8.2.4.a before sending request to AF in step 3a or step 3b in Figure 6.2.8.2.3-1.

6.2.8.2.4.y	AF in trusted domain correlates UE data collection and NWDAF request  
If the AF receives the Naf_EventExposure_Subscribe/Request including Target for Event Reporting set to SUPI, the AF finds the PDU session(s) serving the SUPI, DNN, S-NSSAI from UDM and the allocated IPv4 address or IPv6 prefix or both from SMF as described in Figure 6.2.8.2.4.y-1. 



Figure 6.2.8.2.4.y-1.: AF in trusted domain correlates UE data collection and NWDAF request
0. At the establishment of the user plane connection between the UE Application and the AF, the AF stores the UE IP address (for both direct and indirect reporting) as described clause 6.2.8.2.1.
[bookmark: OLE_LINK25]1.	The AF receives a request to retrieve input data as described in clause 6.2.8.2.3 including a SUPI. The AF finds the SMF serving the PDU session(s) for this SUPI using Nudm_UECM_Get_Request including SUPI, type of requested information set to SMF Registration Info and the S-NSSAI and DNN, as defined in clause 5.3.2.5.7 in TS 29.503 [x]. 
2. The UDM provides the SMF id and the corresponding PDU Session id, S-NSSAI, DNN using Nudm_UECM_Get_Response to the AF. Using the AF supported S-NSSAI, DNN and the received information from UDM, AF determines the PDU session used for the user plane connection between UE and AF.
3. The AF sends Nsmf_EvenExposure_Subscribe to the SMF identified in step 2, including the Target for Event Reporting set to the PDU Session id(s) provided in step 2 and the Event ID set to IP address/prefix allocation/change. 
4.	The SMF provides the allocate IPv4 address or IPv6 prefix to the AF.
5.	The AF correlates the UE data that includes the UE IP address and the NWDAF request for a SUPI using the retrieved IPv4 address or IP v6 prefix.





6.2.8.2.4.a	NWDAF correlates UE data collection and NWDAF request for trusted AF and untrusted AF
NWDAF receives the analytics subscription from consumer and discover an AF as described in clause 6.2.8.2.3. If the AF does not support the mapping procedure and NWDAF detects that AF need to further collect data from UE, NWDAF finds the PDU session(s) serving the SUPI, DNN, S-NSSAI from UDM and the allocated IPv4 address or IPv6 prefix from SMF as described in Figure 6.2.8.2.4.a-1.


Figure 6.2.8.2.4.a-1: NWDAF correlates UE data collection and NWDAF request
1. 	The NWDAF finds the SMF(s) serving the PDU session(s) for this SUPI or GPSI using Nudm_UECM_Get_Request including SUPI or GPSI, type of requested information set to SMF Registration Info and the list of S-NSSAI and DNN combinations, as defined in clause 5.3.2.5.7 in TS 29.503 [x]. The NWDAF acquires the DNN, S-NSSAI used to access the AF using Nnrf_NFDiscovery_Request service operation or is configured with the DNN, S-NSSAI used to access the AF.
2.  The UDM provides the SMF id(s) and the corresponding PDU Session id,(s), per S-NSSAI, DNN combination using Nudm_UECM_Get_Response to the NWDAF. Based on the S-NSSAI, DNN used to access the AF in step 1, NWDAF determines the PDU session used for the user plane connection between UE and AF.
3.  The NWDAF sends Nsmf_EvenExposure_Subscribe to the SMF identified in step 2, including the Target for Event Reporting set to the PDU Session id(s) provided in step 2 and the Event ID set to IP address/prefix allocation/change. 
4.	The SMF provides the allocated IPv4 address or IPv6 prefix to the NWDAF.
5. 	Step 3a for AF in trusted domain or step 3b for AF in untrusted domain in Figure 6.2.8.2.3-1 is performed with the exception that NWDAF sets the allocated IPv4 address or IPv6 prefix that were received in step 4 as target of event reporting.


-----------------------------End of Changes---------------------------------------
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