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*******Start of 1st change*******
[bookmark: _Toc20204238][bookmark: _Toc27894930][bookmark: _Toc36192011][bookmark: _Toc45193101][bookmark: _Toc47592733][bookmark: _Toc51834820][bookmark: _Toc68062022]4.16.5.1	SMF initiated SM Policy Association Modification
The SMF may initiate the SM Policy Association Modification procedure if a Policy Control Request Trigger is met. In addition when SMF instance is relocated from another SMF instance within an SMF set, this procedure should follow to update its callback URI for Notification.


Figure 4.16.5.1-1: SMF initiated SM Policy Association Modification
For local breakout roaming, the interaction with HPLMN (e.g. step 2) is not used. In local breakout roaming, the V-PCF interacts with the UDR of the VPLMN.
1.	When a Policy Control Request Trigger condition is met the SMF requests to update (Npcf_SMPolicyControl_Update) the SM Policy Association and provides information on the conditions that have been met as specified in clause 5.2.5.4.5.
	If the SMF is notified by NRF that the stored PCF instance is not reachable, it should query the NRF for PCF instances within the PCF set and select another instance (see clause 6.3.1.0 of TS 23.501 [2]).
	The QoS constraints from the VPLMN are provided by the H-SMF to the H-PCF in the home routed roaming scenario as defined in clause 4.3.2.2.2.
2.	When an AF has subscribed to an event that is met due to the report from the SMF, the PCF reports the event to the AF by invoking the Npcf_PolicyAuthorization_Notify service operation.
	When integration with TSN applies (see clause 5.28 in TS 23.501 [2]), the AF may provide a Port Management Information Container, MAC address reported for the PDU Session and related port number in response. If the SMF has reported that a manageable DS-TT port has been detected and no AF session exists for this PDU session yet, then the PCF informs a pre-configured TSN AF or NEF using the Npcf_PolicyAuthorization_Notify service operation of 5GS Bridge ID, the port number of the DS-TT port, and MAC address of the DS-TT Ethernet port or IP address for the PDU Session.
	When the TSN AF or NEF receives the Npcf_PolicyAuthorization_Notify message over the pre-configured AF session, the TSN AF or NEF shall use the Npcf_PolicyAuthorization service described in clause 5.2.5.3 to request creation of a new AF session specific to the received MAC address of the DS-TT Ethernet port or IP address of the PDU Session. The TSN AF or NEF shall then use the Npcf_PolicyAuthorization service to subscribe for notifications for port and bridge management related events over the newly established AF session.
	If the SMF has reported UE-DS-TT Residence Time or PMIC with port number or BMIC, then the PCF also provides these information elements to the TSN AF or NEF.
	When integration with TSN applies (see clause 5.28 of TS 23.501 [2]), the TSN AF calculates the bridge delay for each port pair, i.e. composed of (DS-TT Ethernet port, NW-TT Ethernet port), using the UE-DS-TT Residence Time for all NW-TT Ethernet ports serving 5GS bridge indicated by the 5GS Bridge ID.
3.	If the PCF determines a change to policy counter status reporting is required, it may alter the subscribed list of policy counters using the Initial, Intermediate or Final Spending Limit Report Retrieval procedures as defined in clause 4.16.8.
4.	The PCF makes a policy decision as described in TS 23.503 [20]. The PCF may determine that updated or new policy information needs to be sent to the SMF.
	If the SMF reported accumulated usage for the PDU session in step 1 the PCF deducts the value from the remaining allowed usage for the subscriber, DNN, and S-NSSAI in the UDR by invoking Nudr_DM_Update (SUPI, DNN, S-NSSAI, Policy Data, Remaining allowed Usage data, updated data) service operation.
	If the SMF reported accumulated usage for a MK(s) in step 1 the PCF deducts the value from the remaining allowed usage for the MK in the UDR by invoking Nudr_DM_Update (SUPI, DNN, S-NSSAI, Policy Data, Remaining allowed Usage data, updated data (including MK(s))) service operation.
	When new PCF instance is selected in step 1, the new PCF should invoke Nbsf_Management_Update service operation to update the binding information in BSF.
	In the non-roaming case, the PCF may subscribe to Analytics from NWDAF as defined in TS 23.503 [20], clause 6.1.1.3.
	In the home-routed roaming scenario, the H-PCF ensures that the QoS constraints provided by the VPLMN are taken into account as described in TS 23.503 [20].
5.	The PCF answers with a Npcf_SMPolicyControl_Update response with updated policy information about the PDU Session determined in step 4.
*******End of changes*******

*******No change proposal, but just for information*******
[bookmark: _Toc20204385][bookmark: _Toc27895084][bookmark: _Toc36192177][bookmark: _Toc45193290][bookmark: _Toc47592922][bookmark: _Toc51835009][bookmark: _Toc68062220]4.26.5	SMF Service Context Transfer procedures
[bookmark: _Toc20204386][bookmark: _Toc27895085][bookmark: _Toc36192178][bookmark: _Toc45193291][bookmark: _Toc47592923][bookmark: _Toc51835010][bookmark: _Toc68062221]4.26.5.1	General
This clause lists the context-specific transfer procedures between different SMF Sets supporting the same DNN/S-NSSAI pair supported for SM Contexts (i.e. SMF contexts).
[bookmark: _Toc20204387][bookmark: _Toc27895086][bookmark: _Toc36192179][bookmark: _Toc45193292][bookmark: _Toc47592924][bookmark: _Toc51835011][bookmark: _Toc68062222]4.26.5.2	I-SMF Context Transfer procedure
Old I-SMF triggered from O&M procedure sends Nsmf_PDUSession_SMContextStatusNotify (I-SMF transfer indication, New SMF ID or SMF set ID) to AMF.
Steps 2-25 in clause 4.23.4.3 follows, where in step 2 AMF selects the indicated I-SMF, or selects the I-SMF from the indicated SMF set.
[bookmark: _Toc20204388][bookmark: _Toc27895087][bookmark: _Toc36192180][bookmark: _Toc45193293][bookmark: _Toc47592925][bookmark: _Toc51835012][bookmark: _Toc68062223]4.26.5.3	SMF Context Transfer procedure, LBO or no Roaming, no I-SMF
In the case of dynamic IP address assignment (IPv4 address and/or IPv6 prefix), the procedure in figure 4.26.4.1.1-1 assumes that, if the UE IP address is received from Old SMF, the control of the IP address(es) assigned by Old SMF is moved to New SMF by O&M procedures. New SMF is in full control of the concerned IP address(es) when the transfer is complete.
NOTE 1:	If UPF has the IP point of presence from the DNN, the same UPF is used.


Figure 4.26.4.1.1-1: Context transfer of a PDU session
1.	SM context transfer is triggered, e.g. by OAM to Old SMF including SUPI, PDU session ID and New SMF ID or SMF set ID. The SMF selection by using SMF set ID not applicable when the IP range is managed by SMF.
2.	[Conditional - depending on current subscription] Old SMF subscribes to events when UE status becomes CM-IDLE or CM-CONNECTED with RRC inactive state (Namf_EventExposure_Subscribe).
3.	[Conditional - depending on the event] The AMF detects the monitored event occurs and sends the event report by means of Namf_EventExposure_Notify message, to Old SMF.
4.	From Old SMF to AMF Nsmf_PDUSession_SMContextStatusNotify (SMF transfer indication, Old SMF ID, New SMF ID or SMF set ID from Step 1, PDU Session ID, SUPI, SM Context ID).
5.	AMF, or SCP if delegated discovery is used, uses New SMF ID or SMF set ID to select New SMF and sends Nsmf_PDUSession_CreateSMContext request (PDU Session ID, Old SMF ID, SM Context ID in Old SMF, UE location info, Access Type, RAT Type, Operation Type, SMF transfer indication). The same PDU Session ID as received in step 4 is used. If the AMF receives the service request from the UE for the PDU session(s) affected by this procedure the AMF delays the transaction with the SMF until the step 13 completes. If the AMF receives the UE context transfer request from the other AMF due to the UE mobility, the AMF defers the response until the step 13 completes. Also, to avoid infinite waiting time, the AMF starts a locally configured guard timer upon sending the request to the SMF, and the AMF decides the procedure has failed at expiry of the guard timer.
NOTE 2:	Either delay or failure of the SM Context transfer may incur timeout or failure in UE procedure(s).
6.	From New SMF to Old SMF SMF Nsmf_PDUSession_ContextRequest request (SM Context type, SM Context ID, SMF transfer indication). If New SMF is not capable to transfer this SM Context (e.g. it is not responsible for the IP range), steps 9 to 12 are skipped.
7.	Old SMF releases the N4 session with the UPF by sending a flag notifying the UPF about the expected re-establishment of the N4 session for the same PDU session. Based on this, if supported, the UPF should delay the release of the N4 session up to step 10.2 to allow for uninterrupted packet handling until the N4 session is re-established by New SMF.
8.	From Old SMF to New SMF Nsmf_PDUSession_ContextRequest response (SM Context or endpoint address where New SMF can retrieve SM Context). The SM Context includes the IP address(es) if the PDU session is of type IPv4, IPv6 or IPv4v6, or the Ethernet MAC address(es) if the PDU session if of type Ethernet as well as the UPF to be selected by New SMF. Old SMF starts a timer to monitor the SMF context transferring process.
9.	[Conditional] If dynamic PCC is used for the PDU Session, New SMF sets up a new policy association towards PCF.
10.1.	UPF receives a N4 session establishment request for the same PDU session from step 7. The parameters from step 8 and, if applies, step 9 are used.
10.2.	New SMF performs a full re-establishment of the N4 session, establishing a new N4 session. All information related to the N4 session of Old SMF that is not used by the N4 session of New SMF is removed from UPF if not already done.
11.	New SMF registers to UDM. The information stored at the UDM includes SUPI, SMF identity and the associated DNN and PDU Session ID.
12.	New SMF subscribes to subscription changes for the UE.
13.	From New SMF to AMF: Nsmf_PDUSession_CreateSMContext response. If this response indicates a redirect (e.g. another SMF in the set), the procedure moves to step 5 with the indicated endpoint address as target.
14.	UDM notifies Old SMF that it is deregistered for the PDU Session by sending Nudm_UECM_DeregistrationNotification, optionally including New SMF ID
15.	[Conditional] If 14 was not received and the timer from step 8 expires, Old SMF re-establishes the N4 session. The UPF may for the purpose use the information stored in step 7. In this case, the procedure ends here.
16.	[Conditional] If Nudm_UECM_DeregistrationNotification in step 14 was received, Old SMF removes its policy association with PCF. Any changes to the QoS rules need to be sent to the UE when it becomes active.
17.	Old SMF releases any internal resources corresponding to the indicated PDU session. Subscribers to SMContextStatusNotify for the transferred SM context are notified of the context transfer and optionally of the new location of the transferred SM context.
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