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Abstract of the contribution: this contribution proposes update to solution 13 and proposes I-UPF or UPF to perform Slice-MBR data rate enforcement for KI3.
1.  Discussion
Comparing to RAN based solution and PCF based solution, UPF based solution which is presented by solution 13 had the limitation to select same SMF and UPF for all the PDU sessions in the slice. To resolve this limitation and give more flexibility for network deployment, this paper proposes following updates to UPF enforcement solution:

1. The Slice-MBR data rate enforcement function is separated from UPF and located in i-UPF.
2. The network selects the same i-SMF and i-UPF for all the PDU sessions per UE in the slice. There is no limitation to select the same SMF and UPF(PSA UPF) of all the PDU sessions per UE in the slice.
3. By network deployment & configuration, the i-SMF and i-UPF can be co-located with the SMF and UPF of a PDU session. Then the SMFs and UPFs of different PDU sessions per UE in a slice can also be co-located.  
2. UPF enforcement solution update
The following figure describes the UPF enforcement solution architecture.
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The i-SMF and i-UPF register to NRF its capability, which includes Slice-MBR data rate enforcement capability. 

At the first PDU Session Establishment of a S-NSSAI, the AMF selects an i-SMF supporting Slice-MBR data rate enforcement for the slice, based on the subscribed slice information (e.g. slice data rate limitation requirement identification) in UDM. The AMF provides to the i-SMF the identity of SMF selected for this PDU session in the following PDU Session Establishment procedures, after then the i-SMF provides its Slice-MBR data rate enforcement indication to SMF. The i-SMF also selects an i-UPF supporting Slice-MBR data rate enforcement in the procedures. During the session policy procedures, the SMF sends the authorized Slice-UL-AMBR and Slice-DL-AMBR to i-SMF calculated by PCF to i-SMF. Then the i-SMF provides the authorized Slice-UL-AMBR and Slice-DL-AMBR to the i-UPF for enforcement.

In the subsequent multiple PDU Sessions of the slice, the AMF uses the same i-SMF selected as before for these PDU Sessions and the i-SMF uses the same i-UPF, to ensure same i-SMF and i-UPF for all the PDU sessions in the slice.

To simplify the network deployment and save resources, operator may co-locate the i-SMF and SMF, i-UPF and UPF in a network entity(instance). By local configuration/policy, the AMF selects the same entity(instance) for i-SMF and SMF, from the i-SMFs and SMFs information outputed by NRF. The co-located entity(i-SMF and SMF) selects the same entity(instance) for i-UPF and UPF. The SMFs and UPFs for different PDU sessions in the slice may be co-located by deployment. The above network entity co-located scenarios is described in the following figure:
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For roaming scenarios, the i-SMF and i-UPF is located in visited network, which may be co-located with V-SMF and V-UPF by network deployment & configuration.
3. proposal for KI3 conclusion
The i-UPF/UPF based solution provides higher accuracy of enforcing Slice-MBR than PCF based solution, and has less number of network entities impacted than RAN based solution which impacts all NG-RAN nodes. Furthermore i-UPF/UPF based solution has the flexibility to use same SMF and UPF or different SMF and UPF for all the PDU sessions in the slice.
For KI 3, it is proposed to use i-UPF/UPF to perform Slice-MBR data rate enforcement.
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