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Abstract: This contribution provides some technical analysis on the pros/cons for the two variants of monitoring the number of UEs for supporting the network slice admission control feature. It also proposes some changes in the conclusions for KI#1. 
1. Introduction
In SA2#142, the following conclusion was agreed for KI#1. 
A new NF is defined to support the storing of network slice information (i.e., the maximum number of UEs allowed to be served by a network slice), and managing, updating and enforcing the network slice information for the purpose of network slice access control. The new NF can be deployed as standalone or co-located within existing NF.
From the above conclusion, it was left opened that how other 5GC NFs interact with the new NF, i.e., no conclusion on which services and service operations are to be used for the monitoring of the current number of UEs being registered for the network slice, and for the enforcement of network slice access/admission control on the S-NSSAI subject to the network slice admission control. 
Another remark from the conclusion for KI#1/KI#2 is that all conclusions in KI#1/KI#2 do not point to any specific solution in the TR 23.700-40, but mainly capture solution principles that are derived from the common functionalities of several solution proposed in the study. 
2. Discussion
During the CC of eNS_Ph2 work for SA2#143e, two options were proposed to support the monitoring functionality of the current number of UEs being registered for the S-NSSAI subject to the network slice admission control and the enforcement functionality for the network slice admission control. 
2.1	Request/Response model


Figure 2.1-1: Simplified call flows between NSACF and AMF for monitoring and for enforcement phase of network slice admission control 
0. The NSACF is configured with the maximum number of UEs for the S-NSSAI(s) subject to the network slice admission control.
1. AMF receives UE request on registration to a set of Requested S-NSSAI(s) as per Clause 4.2.2.2.2 in TS23.502.
2. The AMF sends a request for network slice admission control request to the NSACF. The AMF includes in the message the UE ID and the S-NSSAI(s). 
3. The NSACF returns to the AMF whether the UE can be admitted for the requested S-NSSAI subject to network slice admission control, i.e., the NSACF checks whether the maximum number of UEs for the requested S-NSSAI has been reached. If the maximum number of UEs has been reached, then the UE is not admitted for the requested S-NSSAI.
4. If the UE is allowed to be registered for the S-NSSAI that is available as indicated by the NSACF earlier, the AMF sends a network slice admission control update request to the NSACF to increase the number of UEs for the S-NSSAI subject to the network slice admission control. 
5. The NSACF updates the total amount of UEs for S-NSSAI as indicated in the update request message sent by the AMF.
6. The NSACF sends a response to the AMF to acknowledges the network slice admission control update request. 
7. If none of the requested S-NSSAI is allowed to be registered, the AMF sends a Registration Reject to the UE. Otherwise, if there is at least one S-NSSAI that is allowed to be registered (the maximum number of registered UE for the S-NSSAI is not reached), then the AMF sends a Registration Accept to the UE. For the S-NSSAI that is not allowed to be registered as the maximum number of UEs has been reached, the AMF includes this S-NSSAI as a part of rejected S-NSSAI.
2.2	Subscribe/Notify model
For the Subscribe/Notify model, there are two main service operations needed (i) for the monitoring purpose (step#1 and step#3) and (ii) for the admission enforcement purpose (step#2 and step#5).


[bookmark: _Hlk64550489]Figure 2.2-1: Simplified call flows between NSACF and AMF for monitoring and for enforcement phase of network slice admission control
0. The NSACF is configured with the maximum number of UEs for the S-NSSAI(s) subject to the network slice admission control. 
1. 	For an S-NSSAI subject to the network slice admission control, the NSACF subscribes for notifications with the AMFs and configures a reporting threshold. The reporting threshold can be different for different AMFs (e.g. depending on the AMF’s serving area). The NSACF may update the reporting threshold (e.g. using event notification update operation).
2. 	AMFs subscribes for a notification, when a maximum number of UEs of the S-NSSAI(s) subject to network slice admission control is reached.
3. 	The AMFs count internally the current number of UEs registered with the S-NSSAI, which is subject to network slice admission control. 
	- If the current number of UEs is below the reporting threshold, the AMF reports only periodically, e.g. once every 5 min.
	- If the current number of UEs is above the reporting threshold, the AMF reports each change (e.g. +/- 1) of the current number.
4. 	The NSACF updates the overall current number of UEs for the S-NSSAI subject to network slice admission control.
5. 	When the maximum number of registered UE for the S-NSSAI subject to network slice admission control is reached, the NSACF notifies this information to all AMFs.
NOTE: 	In order to avoid frequent toggling of ‘maximum number of registered UEs is reached’ and ’maximum number of registered UE is not reached’ notifications from the NSACF, hysteresis in the NSACF can be introduced. For instance, if the total amount of registered UEs for a S-NSSAI subject to the network slice admission control has reached the maximum, the NSACF sends a notification to the subscribed AMF(s). Afterwards, if the total amount of UEs has reached 99% of maximum number of registered UEs for the S-NSSAI, then the NSACF send a notification of ’maximum number of registered UEs for the S-NSSAI is not reached’ to the AMF. This is the 1% of hysteresis example.
NOTE:	The NSACF may be configured with a local policy to sends the notifications to only some AMFs to reject a portion of new UE registration when the current number of the UEs has reached threshold, i.e., 80%.
6. 	AMF receives UE request on registration to a set of Requested S-NSSAI(s) as per Clause 4.2.2.2.2 in TS23.502.
7. 	If the AMF receives a notification from the NSACF indicating “maximum number of registered UE for the S-NSSAI subject to network slice admission control is reached” for the Requested S-NSSAI(s), the AMF rejects the UE’s request to be registered for the Requested S-NSSAI(s). Otherwise, the AMF includes the S-NSSAI(s) in the Allowed NSSAI.
	If none of the Requested S-NSSAI(s) is allowed, the AMF then returns the Registration Reject to the UE.

2.3	Comparison between Request/Response model and Subscribe/Notify model
In the following, the two models are compared. 
Request/Response model  
· Pros
· When the current number of UEs is below a threshold, the NSACF has more accurate total number of the UEs registered with the S-NSSAI (request for availability and signalling to update the NSACF performed on per UE basis) 
· Cons
· High amount of signalling towards NSACF
· For each UE registration (including initial and mobility/update), the AMF needs to perform 2x request/response exchanges with the NSACF: one to ask for availability and another to update the NSACF. For each Deregistration, the AMF also performs an exchange. This high signaling is performed even when the slice is in a low load condition. 
· Additional delay during registration procedure (AMF needs to request slice availability at each registration request) 
Subscribe/Notify model 
· Pros
· Less signalling to update NSACF. AMFs only sends a notification to update NSACF when the amount of signalling goes above a report threshold indicated in the Event-filter specified by the NSACF (otherwise periodic update).
· Less signalling to enforce the network slice admission control, as the NSACF only notifies the AMFs  when the maximum number of registered UE for the S-NSSAI subject to the network slice admission control is reached.
· No additional delay for Registration procedure. 
· Cons
· When the current number of UEs is below the threshold, the NSACF has less accurate current number of the UEs registered with the S-NSSAI. However when the current number of UEs is above the threshold (or in generally increasing), same accurate for Network Slice admission enforcement as Request/Response model because the AMF can report each change (e.g. +/- 1) of the current number.
· High amount of signalling of notifying all AMFs ‘maximum number of registered UEs for the S-NSSAI is reached’ or ’maximum number of registered UEs for the S-NSSAI is not reached’ at every change of number of registered UEs for the S-NSSAI +/- 1, only when the maximum number of registered UE for the S-NSSAI has been reached. However, this may be improved by introducing a hysteresis or some local policies can be used to reduce the amount of notification.


3. Conclusion and proposal(s)
Based on the analysis above, the Subscribe/Notify model can have the same accuracy as of the Request/Response model, when the current number of registered UEs for the S-NSSAI subject to the network slice admission control is above the threshold of number of registered UEs being served by the AMF that is set by the NSACF. However, to minimize number of signalling exchanged between the AMF and the NSACF and to avoid additional delay during the registration procedure due to the network slice admission control checking/updating, it is proposed to consider the Subscribe/Notify model as part of normative work for the KI#1.
NOTE: 	Although this contribution focuses on the KI#1 for network slice admission control in terms of maximum number of UEs during the registration procedure, however, similar pros/cons are also applicable as well for the KI#2, which addresses the network slice admission control in terms of maximum number of PDU Sessions during the PDU Session Establishment procedure
Alternatively, the Request/Response model and the Subscribe/Notify model may be both considered as part of normative work for the KI#1, for example, as depicted in Figure 3-1 as an example. For instance, the Subscribe/Notify model can be used for monitoring part (step#1 to step#7), as the NSACF can control the granularity of reporting, e.g., periodic reporting with time interval, periodic reporting based on the offset setting for the change of number of registered UE. With such periodic reporting, there is no need for the AMF to report the NSACF for every UE registration. For the network slice admission control enforcement part (step#8 to step#15), since the NSACF knows the current total number of UEs, based on the operator’s configuration/policy available at the NSACF, the NSACF can control the AMF(s) when to start per UE admission check. This is to avoid high number of signalling exchanged between the AMF and the NSACF, in particular, when the total current number of registered UEs for the S-NSSAI subject to the network slice admission control is low. 


Figure 3-1: Simplified call flows between NSACF and AMF for monitoring and for enforcement phase of network slice admission control with the hybrid model (using both Subscribe/Notify model and Request/Response model)
0. The NSACF is configured with the maximum number of UEs for the S-NSSAI(s) subject to the network slice admission control. 
1. 	Similar step#1 to step#4 as described in Subscribe/Notify model in clause 2.2 above are performed. In these steps, the NSACF asks the AMF to notify for the event of the number of UEs served by the AMF for the S-NSSAI subject to the NSAC. The NSACF can configure how frequent and under which condition the notification to be sent, e.g., a periodic reporting with time interval, a periodic reporting based on the offset setting for the change of number of registered UE. With such periodic reporting, there is no need for the AMF to report the NSACF for every UE registration. reporting Also, the AMF asks the NSACF to notify for the event, when the maximum number of registered UE has been reached for the S-NSSAI subject to NSAC.
2. 	AMF receives UE request on registration to a set of Requested S-NSSAI(s) as per Clause 4.2.2.2.2 in TS23.502.
3. 	If the AMF receives a notification from the NSACF indicating “maximum number of registered UE for the S-NSSAI subject to network slice admission control is reached” for the Requested S-NSSAI(s), the AMF rejects the UE’s request to be registered for the Requested S-NSSAI(s). Otherwise, the AMF includes the S-NSSAI(s) in the Allowed NSSAI.
	If none of the Requested S-NSSAI(s) is allowed, the AMF then returns the Registration Reject to the UE.
4. 	The AMFs count internally the current number of UEs registered with the S-NSSAI, which is subject to NSAC. The AMF notifies to the NSACF on the number of registered UE based on the period or condition that is set by the Subscription request sent earlier by the NSACF.
5. 	The NSACF updates the overall current number of UEs for the S-NSSAI subject to network slice admission control.
6.	Based on operator’s configuration or policy, the NSACF determines when to activate the admission control per UE registration procedure in the AMFs serving the S-NSSAI subject to the NSAC. For example, the NSACF may compare the current total number of UEs registered to the S-NSSAI with the maximum allowed number registered UEs.
7.	The NSACF sends a request to the AMF(s) to activate the admission control per UE registration procedure in the AMF(s). 
8.	The AMF sends a response to acknowledge the request on activating the admission control per UE registration procedure as requested by the NSACF. 
9.	AMF receives a registration request from a UE.
10.	AMF sends a Network Slice Admission Control Request to the NSACF for the S-NSSAI, which is subject to the NSAC, and which is activated to perform the NSAC per UE registration procedure. 
11.	The NSACF updates the total amount of UEs for S-NSSAI as indicated in the update request message sent by the AMF.
12.	The NSACF returns to the AMF whether the UE can be admitted for the requested S-NSSAI subject to network slice admission control, i.e., the NSACF checks whether the maximum number of UEs for the requested S-NSSAI has been reached. If the maximum number of UEs has been reached, then the UE is not admitted for the requested S-NSSAI.
13.	If none of the requested S-NSSAI is allowed to be registered, the AMF sends a Registration Reject to the UE. Otherwise, if there is at least one S-NSSAI that is allowed to be registered (the maximum number of registered UE for the S-NSSAI is not reached), then the AMF sends a Registration Accept to the UE. For the S-NSSAI that is not allowed to be registered as the maximum number of UEs has been reached, the AMF includes this S-NSSAI as a part of rejected S-NSSAI.

/******** Start of changes************/
[bookmark: _Toc54638291][bookmark: _Toc54638785][bookmark: _Toc54639667][bookmark: _Toc57131737][bookmark: _Toc57616477]8.1	Conclusion for Key Issue #1
To enable a 5GS to support network slice related quota on the maximum number of UEs, no change is required in the RAN. The following new functionalities in the 5GS are needed:
-	Storing of network slice related quota information: If a network slice is subject to a network slice quota checking on a maximum number of UEs, it is assumed that the O&M should have for this network slice a) the information of the quota of maximum number of UEs. To enable the network slice related quota enforcement, this information is configured and stored in 5GC.
-	Managing and updating the network slice related quota on maximum number of UEs registered for the network slice: This functionality is part of the 5GC and it manages the NW Slice quota of maximum number of UEs in a S-NSSAI, monitors the current number of UEs being registered for the network slice subject to a network slice quota checking.
-	Enforcing the network slice related quota on the maximum number of UEs: This functionality is part of the 5GC and it controls the registration request on the S-NSSAI subject to the quota management by accepting or rejecting the request on the S-NSSAI. In case of rejection, the function may provide a rejection cause and optionally with a back-off timer.
-	A new NF is defined to support the storing of network slice information (i.e., the maximum number of UEs allowed to be served by a network slice), and managing, updating and enforcing the network slice information for the purpose of network slice access control. The new NF can be deployed as standalone or co-located within existing NF.
NOTE:	Whether to use an existing rejection cause and a back-off timer or a new rejection cause and a back-off timer, this is to be determined in Stage-3.
-	The new NF collects the number of UE from AMF in the network slice by requesting the AMF to report the number of UEs per UE basis or per batch of UEs basis. The new NF ensures that the current number of registered UE for the S-NSSAI subject to the network slice access control/quota management does not exceed the maximum number of UEs. If exceeded, the new NF notifies the AMF to reject any new UE registration for the network slice.

/******** End of changes************/
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