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Abstract: This contribution proposes to merge Solution #55 into Solution #54.
1. Discussion
Solution #54 (China Unicom and Huawei) proposes the NWDAF to register its Supported Analytics Delay (including the delay for data collection and the delay for inference) per Analytics ID in NRF during the NWDAF registration procedure. The consumer NF discovers a candidate NWDAF list via NRF and each NWDAF in the list supports real-time communication for the requested Analytics ID with explicit Supported Analytics Delay. The consumer NF determines a suitable NWDAF by comparing its Expected Analytics Delay with the Supported Analytics Delay of each candidate NWDAF.
While the mechanism proposed by Solution#55 (Tencent) is similar to Solution#54 as mentioned above. The required analytics delay can be acquired from the consumer NF and NWDAF can judge whether it can support (near) real-time communication with the consumer NF i.e. by comparing whether the expected analytics delay is less than or close to the required analytics delay.
So it is proposed to merge Solution #55 into Solution #54.
2. Proposal

It is proposed to merge Solution #55 into Solution #54 and apply the following changes to TR 23.700-91.
* * * * First change * * * *

6.54
Solution #54 (merging Solution #55): Analytics Delay based solution for Real-Time communication with NWDAF
6.54.1
Description
6.54.1.1
General
This solution addresses key issue #18: Enhancement for real-time communication with NWDAF.

Based on the procedures defined in TS 23.288 [5], an NWDAF analytic process may include the following steps:

1.
NWDAF service consumer subscribe at NWDAF to be notified on analytics information by using Nnwdaf_AnalyticsSubscription service, or requests to get from NWDAF analytics information by using Nnwdaf_AnalyticsInfo service.

2.
NWDAF collects data from the data sources (e.g. NF such as AMF, SMF, PCF, and AF; OAM) as a basis of the computation of network analytics.

3.
NWDAF derives requested analytics information based on the data collected from the data source(s).

4.
NWDAF provides requested analytics information to the NWDAF service consumer by using Nnwdaf_AnalyticsInfo_Request Response or Nnwdaf_AnalyticsSubscription_Notify service operation.

The existing procedures for analytics derivation (step 3 as mentioned above) are triggered by the request from NWDAF service consumer. The observation of the existing mechanism so far is that:

-
The data analytics derivation cannot be done before receiving an analytics request from the NWDAF service consumer.
For preventing the extra time caused by the existing mechanism, this solution proposes to enhance NWDAF to support to provide network data analytics within a Supported Analytics Delay. The NWDAF may process data pre-analytics for some specific Analytics ID(s) when an analytics subscription or analytics request is received from a Consumer NF. 
A NWDAF which supports to provide network data analytics within a Supported Analytics Delay should send the Supported Analytics Delay and corresponding Analytics ID(s) to the NRF as part of its NF Profile during the NF service Registration procedure as specified in clause 4.17.1, TS 23.502 [3]. The NRF should take the Supported Analytics Delay per Analytics ID into account during the NWDAF discovery procedure performed by NWDAF service consumer.

A NWDAF may support several Analytics IDs, and it is possible that some of the Analytics IDs supported by the NWDAF are applicable to be treated within a given Supported Analytics Delay while others are not.

During the NWDAF discovery procedure (as specified in clause 4.17.4 or 4.17.9, TS 23.502 [3]), the NWDAF service consumer may indicate whether it expects real-time communication with NWDAF (i.e. the NWDAF needs to return the network data analytics within its Supported Analytics Delay) for specific Analytics ID(s) in the service discovery request. Based on the information corresponding to the real-time communication expectation received from the NWDAF service consumer, the NRF selects a candidate NWDAF list for the NWDAF service consumer. In case of delegate service discovery, the indication of whether real-time communication with NWDAF is needed is included in the request sent from the NWDAF service consumer to the SCP. The consumer NF determines a suitable NWDAF from the candidate NWDAF list by comparing its Expected Analytics Delay with the Supported Analytics Delay of each candidate NWDAF. The NWDAF service consumer then establishes the Analytics Subscribe procedure (as specified in clause 6.1.1, TS 23.288 [5]) or the Analytics Request procedure (as specified in clause 6.1.2, TS 23.288 [5]) to the selected NWDAF.
Upon receiving the Analytics Request / Subscribe from the NWDAF service consumer, the NWDAF provides the requested analytics information to the NWDAF service consumer based on the pre-analytics result in the duration not longer than its Supported Analytics Delay.
6.54.1.2
Procedure for NWDAF registration




Figure 6.54.1.2-1: Procedure for NWDAF registration

1.
During the data collection, for an Analytics ID, each NWDAF evaluates the delay for data collection which including the data preparation time within the NF, data transfer time from the NF to the NWDAF. The data collection time delay is also an average, maximum or minimum value for all the data collection for specific area of interest, which is not a UE or UE group specific.

2.
NWDAF calculates the Supported Analytics Delay which including the delay for data collection in Step 1 and the delay for inference within the NWDAF. Similar to data collection time delay, the Supported Analytics Delay for an Analytics ID is also an average, maximum or minimum value for all received Analytic requests for the NWDAF serving area.
NOTE:
The granularity of the NWDAF profile is still Analytics ID itself but not Analytics ID for certain UE, UE group or NF. The supported analytics delay could be a maximum, minimum or average value which is evaluated by sampling before the NWDAF register the Analytics ID, NWDAF Serving Area and the Supported Analytics Delay into the NRF. 
3.
The NWDAF sends Nnrf_NFManagement_NFRegister Request message to NRF, additionally includes the  Supported Analytics Delay (average, maximum or minimum) and corresponding Analytics ID(s) as part of its NF Profile.

4.
The NRF acknowledge NF Registration is accepted via Nnrf_NFManagement_NFRegister response.

6.54.1.3
Procedure for NWDAF discovery
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Figure 6.54.1.3-1: Procedure for NWDAF discovery
Step 1.
The NWDAF service consumer sends Nnrf_NFManagement_NFDiscover Request message to NRF, includes an indication which indicates it expects real-time communication with NWDAF for specific Analytics ID(s).
NOTE:
The "time when analytics is needed" is used for request/response mode and refer to the timestamp when the consumer NF plan to consume the analytics from NWDAF as defined in clause 6.1.3, TS 23.288, while the "Expected Analytics Delay" is used for subscribe/notification mode and refer to an maximum duration in which the consumer can suffer.
Step 2.
The NRF determines a set of candidate NWDAF(s) matching the Nnrf_NFDiscovery_Request and sends the candidate NWDAF profiles (including Supported Analytics Delay of each candidate NWDAF) to the NWDAF service consumer.


Step 3.
The NWDAF service consumer determines a suitable NWDAF by comparing its Expected Analytics Delay with the Supported Analytics Delay of each candidate NWDAF. The Expected Analytics Delay for specific Analytics ID is internally determined by the NWDAF service consumer based on the local requirement for real-time or near real-time communication per Analytics ID.
The following impacts are applicable to clause 4.17.9, TS 23.502 [3] when a NWDAF service consumer requests for the discovery of a NWDAF which supports to provide the network data analytics within a given analytics delay with delegated service discovery:

-
Step 1: The NWDAF service consumer sends the service request message to SCP, includes an indication which indicates it expects the NWDAF to provide the network data analytics within a given analytics delay for specific Analytics ID(s).

6.54.1.4
Data pre-collection and pre-analytics
The pre-collection and pre-analytics are not available in NWDAF all the time but available when an analytics subscription or analytics request is received from a Consumer NF. For example, the subscription or the request may apply for a future time period, so the NWDAF may pre-collection and pre-analytics. 
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Figure 6.54.1.4-1: Data pre-analytics procedure
0.
The NWDAF successfully registered in NRF and receives an analytics Request or Subscription from a consumer NF.

1.
The NWDAF subscribes to the data source for necessary data/event reporting by sending Data collection Subscribe Request. In cases of different scenarios, the Data collection Subscribe procedure may be:

-
Nnf_EventExposure_Subscribe in case of the data source is an NF.

-
Nnef_EventExposure_Subscribe in case of the data source is an AF. In this case, the service data subscribe request should be forwarded from NEF to AF by invoking Naf_EventExposure_Subscribe service operation.

-
Nnrf_NFManagement_NFStatusSubscribe in case of the data source is an NRF.

-
Subscribe (Input) in case of the data source is an OAM.

The NWDAF should additionally include a continuous data reporting indication in the Data collection Subscribe Request to indicate the data source to report the subscribed data/event continuously to the NWDAF until the NWDAF unsubscribes the data/event reporting. The immediate reporting flag may be used by the NWDAF, if available, to obtain the current status of the subscribed event.

NOTE 1:
In case of the data source is an NRF, the NWDAF may invoke Nnrf_NFDiscovery service before invoking Nnrf_NFManagement_NFStatusSubscribe to obtain the current NF information from the NRF.
The data source responds the request by sending Data collection Subscribe Response to the NWDAF.

2.
Data source notifies to the NWDAF the subscribed data/event continuously based on the continuous data reporting indication received from the NWDAF in Data collection Subscribe Request. The data/event notification can be done by:

-
Nnf_EventExposure_Notify in case of the data source is an NF.

-
Naf_EventExposure_Notify in case of the data source is an AF.


In this case, the service data notification should be forwarded from NEF to NWDAF by invoking Nnef_EventExposure_Notify service operation.

-
Nnrf_NFManagement_NFStatusNotify in case of the data source is an NRF.

-
Notification (notifyFileReady) in case of the data source is an OAM.

3.
The NWDAF processes pre-analytics for the Analytics ID(s) requested or subscribed by the consumer NF based on the data/event reported by the data source. The NWDAF should keep updating the analytics result of specific Analytics ID(s) when receiving new notification from the data source.

NOTE 2:
The trained data model is derived by the NWDAF itself during the data pre-analytics procedure or shared from other NWDAFs relies on the conclusion of KI#19.
4.
The NWDAF sends Data collection Unsubscribe Request to data source when it decides not to collect data from the data source. The Data collection Unsubscribe procedure may be:

-
Nnf_EventExposure_Unsubscribe in case of the data source is an NF.

-
Nnef_EventExposure_Unsubscribe in case of the data source is an AF.

In this case, the service data subscribe request should be forwarded from NEF to AF by invoking Naf_EventExposure_Unsubscribe service operation.

-
Nnrf_NFManagement_NFStatusUnsubscribe in case of the data source is an NRF.

-
Unsubscribe operation in case of the data source is an OAM.

The data source stops reporting data/event to the NWDAF and responds the request by sending Data collection Unsubscribe Response to the NWDAF.







6.54.2
Impacts on services, entities and interfaces

NWDAF:

-
Supports to additionally include the Supported Analytics Delay (average, maximum or minimum)and corresponding Analytics ID(s) as part of its NF Profile during the NF service Registration Procedure. The Supported Analytics Delay is per analytics ID and applicable to the whole NWDAF serving area, and does not depend on whether analytics request are related to NFs, specific UEs, group of UEs or even any UE.
-
Supports to process continuous data collection after the NF service Registration procedure when receiving analytics subscription or request from NWDAF service consumer.

-
Supports to process pre-analytics for specific Analytics ID(s) continuously after obtaining the necessary data.

NRF:

-
Supports to maintain the NF Profile of the NWDAF including the Supported Analytics Delay.

-
Supports to provide a candidate NWDAF list to the NWDAF service consumer in the NWDAF discovery response.
NWDAF service consumers:

-
Supports to include an indication in the NF service discovery request which indicates that real-time communication with NWDAF for specific Analytics ID(s) is needed.
-  Supports to determines a suitable NWDAF from the candidate NWDAF list by comparing its Expected Analytics Delay with the Supported Analytics Delay of each candidate NWDAF.

NOTE:
It is needed to check if "time when analytics information is needed" parameter as introduced in Rel-16 (see clause 6.1.3 from TS 23.288) can be reused for providing expected analytics delay.
* * * * End of changes * * * *
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