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1 Discussion
[bookmark: _GoBack]The Variant relying on local NEF interrogating the MnS producer for NG RAN is not pursued as it requires the EC AF  to know which NG RAN entities is currently serving the UE and to be bothered with Hand-Over information

2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23.748 as follows

FIRST CHANGE (all text is new)

[bookmark: _Toc43317477][bookmark: _Toc43374949][bookmark: _Toc43375410][bookmark: _Toc43801934][bookmark: _Toc43806200][bookmark: _Toc43806507][bookmark: _Toc50466968][bookmark: _Toc50468312][bookmark: _Toc50468582][bookmark: _Toc50468853][bookmark: _Toc50630816][bookmark: _Toc50631318]6.42	Solution #42: Providing selected radio information to an App requiring it
[bookmark: _Toc43317478][bookmark: _Toc43374950][bookmark: _Toc43375411][bookmark: _Toc43801935][bookmark: _Toc43806201][bookmark: _Toc43806508][bookmark: _Toc50466969][bookmark: _Toc50468313][bookmark: _Toc50468583][bookmark: _Toc50468854][bookmark: _Toc50630817][bookmark: _Toc50631319]6.42.1	Description
[bookmark: _Toc50630818][bookmark: _Toc50631320]6.42.1.1	Overview
This solution addresses Key Issue #3: Network Information Provisioning to Local Applications with low latency.
[bookmark: _Hlk41032513]An APP (Local Application) running on a network edge EAS may need information that are determined/known in NG-RAN, e.g.:
[bookmark: _Hlk41032723]-	Information on current available Radio conditions for the UE e.g. UE Radio conditions, RSRP, Radio Throughput, RAN DL (PDCP) buffer in overflow status.
-	PLMN information, which contains data about the underlying mobile network that the APP is actually using to exchange traffic with the UE.
-	UE location information.
-	etc.
APP(s) running on the network edge EAS need such data and/or Events in (near) Real Time.
The solution does not consider the App configuring a NG RAN, just the App retrieving information about an UE served by a NG RAN.
[bookmark: _Hlk41980705]For this release, per the constraint expressed in the FS_enh_EC Study Item, no RAN protocol modification is allowed thus in order to be able to provide useful RAN information about the UE, the best solution is to get RAN information that the management system can currently report.
This solution is based on following principles:
-	it is not expected that raw information handled by the NG RAN (or by MnS producer for NGRAN) is directly provided to the APP as the network may want to protect / hide sensitive information: an intermediate entity (the local NEF) is needed to run policies on RAN related information being exposed to the APP;
-	the APP may only know how to address the UE over the DN (addressing information the APP uses to reach a UE e.g. the UE IP address + N6 tunnelling information) and is not expected to know the SUPI of the UE,
-	the APP does not know and is generally not willing to know which NG RAN entities currently serve the UE; furthermore, it generally does not want to be bothered with Hand-Over information,
-	the solution strives to reuse as much as possible existing 3GPP mechanisms:
-	3GPP Rel-16 specifications allow an AF (Application Function) managing the EAS (Edge Application Server deployed locally to support Edge Computing) to subscribe to notifications of UE "UP path change" where it can get the mapping between addressing information to reach a UE and the 5GC identifier of this UE e.g. SUPI,
-	The actual APIs that allow the APP to request information from the EC AF (AF dedicated to Edge Computing) is considered not to be under scope of SA WG2.
[bookmark: _Hlk41983436][bookmark: _Hlk42077021]At high level the solution works with following high-level steps:
1.	The UE invokes an APP running on an EAS,
2.	The APP requests (RAN) information about a UE, providing what it knows about the UE i.e. addressing information to reach a UE (e.g. the UE IP address + N6 tunnelling information) as well as the APP URI where it expects to receive such (RAN) information.
This APP request is handled by the EC (Edge Computing) AF
3.	The EC AF determines a local NEF based on the EAS source of the request and determines the SUPI/ GPSI of the UE based on UE addressing information:
-	The EC AF terminates the Nnef_TrafficInfluence_Notify API (API as defined for Rel-16 in TS 23.502 [3] clause 5.2.6.7); the EC AF can thus map addressing information to reach a UE into the SUPI or the GPSI of this UE,
-	the EC AF is thus assumed to be operated by the PLMN while the App and the EAS (data centre) may be operated by a third party
4.	The EC AF Configures a local NEF to get relevant information from MnS producer for NG RAN and to answer to the APP request: the EC AF provides
-	Data delivery information (proxying the application request thus providing also the URI where the local NEF is to deliver the output information towards the APP) needed by the local NEF to deliver the requested information via an API to the APP
-	the APP or EAS identity needed by the local NEF to determine the operator policies related with data that the operator is willing to share with the EAS / Edge App
-	information needed to get information (MnS output) from MnS producer (this is further detailed in further sub- clauses as it may correspond to 2 different variants)
5.	The local NEF receives MnS API output from MnS producer (how it receives MnS output is further detailed in further clauses as it may correspond to 2 different variants).
6.	(based on local policies related with the APP identity) The local NEF makes any necessary control, filtering or parameter translation within the information received from NG RAN
7.	The local NEF sends the updated / filtered Requested RAN Info to the target (determined using Data delivery information) i.e. to the App on the EAS.
The solution thus introduces a local NEF which acts both as a NEF (sending information to an APP) and invoke the MnS services provided by a MnS (SA WG5 defined) entity to receive OAM output information from NG RAN;
The EC AF and the local NEF are owned by the operator.
The local NEF is an entity specified by SA WG2 but that uses MnS services defined by SA WG5 specifications to receive information from MnS producer in NG RAN.
There are 2 variants of the solution depending on the way the local NEF receives MnS output from MnS producer:
-	Variant relying on local NEF interrogating the MnS producer forusage of MDT tracing, see clause 6.42.1.2
-	Variant relying on local NEF interrogating the MnS producer for NG RAN
These 2 variants differ on the way the local NEF interacts with NG RAN as a MnS consumer of OAM information from NG RAN
NOTE:	It is intended to only have one variant specified in R17.
[bookmark: _Toc50630819][bookmark: _Toc50631321][bookmark: _Toc43317479][bookmark: _Toc43374951][bookmark: _Toc43375412][bookmark: _Toc43801936][bookmark: _Toc43806202][bookmark: _Toc43806509]6.42.1.2	Variant relying on usage of MDT tracing
This variant relies on usage of Rel-16 defined MDT tracing
[bookmark: _Hlk49432293]A	In high level step 4 of 6.42.1.1, the EC AF:
a)	configures the local NEF to invoke MnS provided by a Trace Collection Entity (that is to receive tracing output from NG RAN), and then to deliver the collected information to the APP after proper filtering of the information; this step (interface from central NEF to local NEF) is in scope of SA WG2 and will require CT groups to define an API
b)	configures Tracing Requirement on the (SUPI of the) UE. To do so, the EC AF acts as a MnS consumer (consumer of 5GS OAM tracing i.e. triggering the MnS 5GS OAM subsystem to initiate a MDT trace). Such Tracing Requirements are configured in the UDM/UDR and passed by the 5GC to the NG RAN serving the UE per existing signalling trace configuration defined in Rel-16 TS 23.501 [2] clause 5.25.1, This step is meant to reuse SA WG5 Rel-16 specifications. Any information on this step is only indicative (to show how the solution works) and is not meant for any 3GPP specification change
B	In high level step 5 of 6.42.1.1, the local NEF invoke MnS provided by Trace Collection Entity:
a)	receives RAN REPORT corresponding to tracing requests handled by NG RAN. For this purpose, the local NEF acts as a consumer of RAN REPORT NOTIFICATION (SBA) defined by SA WG5 MnS framework. This step is meant to reuse SA WG5 Rel-16 specifications. Any information on this step is only indicative (to show how the solution works) and is not meant for any 3GPP specification change
NOTE:	the mechanism described in this solution is not expected to load "central OAM entities" as the recipient of the RAN REPORT is the local NEF and not "central OAM entities". The interface between TCE and the local NEF is Service Based but defined by SA WG5 MnS framework. This solution relies on a distributed TCE system deployed in the network and the operator allows Tracing information be exposed to the local NEF and 3rd party.
[bookmark: _Hlk49510575]3GPP Rel-16 specifications (TS 32.422 [35]) about streaming trace (especially for MDT) are reused, allowing the EC AF to trigger Tracing via OAM.3GPP Rel-16 mechanisms to transfer Tracing (MDT) Requirements configured in the UE subscriptions data (in UDM/UDR) to the NG RAN currently serving the UE are reused "as is",
[bookmark: _Toc50630820][bookmark: _Toc50631322]6.42.1.3	Variant relying on local NEF interrogating the MnS producer for NG RAN
NOTE:	This variant is not pursued as it requires the EC AF  to know which NG RAN entities is currently serving the UE and to be bothered with Hand-Over information

In this variant the local NEF directly contacts the MnS producer for NG RAN to get the information requested by the App. To do so, it needs to be told which MnS producer for NG RAN to contact and for which User ID;
A	In high level step 4 of 6.42.1.1, the EC AF configures the local NEF to collect information directly from the MnS producer for NG RAN:
a)	the EC AF gets from the AMF (and subscribes to the AMF on) the identity of the NG RAN currently serving the UE together with the NGAP identifier of the UE over N2;
b)	the EC AF Configures the local NEF with the requested information, the APP identity, the URI where to deliver the filtered collected information, the identity of the NG RAN to contact and the NGAP ID of the UE on the N2 interface of this NG RAN. The EC AF needs to update the local NEF when one of following information changes: the identity of the NG RAN to contact or the NGAP ID of the UE on the N2 interface of this NG RAN.
B	In high level step 5 of 6.42.1.1:
a)	the local NEF, acting as a MnS consumer, contacts the MnS producer for NG RAN to fetch the Requested information providing the NGAP ID of the UE on the N2 interface of this NG RAN as identifier of the UE.
NOTE:	The interaction between local NEF and MnS for NG RAN is assume reuse existing SA WG5 defined interface without addtional requirements.
[bookmark: _Toc50466970][bookmark: _Toc50468314][bookmark: _Toc50468584][bookmark: _Toc50468855][bookmark: _Toc50630821][bookmark: _Toc50631323]6.42.2	Procedures
[bookmark: _Toc50630822][bookmark: _Toc50631324]6.42.2.1	Variant relying on usage of MDT tracing


[bookmark: _Hlk48222364]Figure 6.42.2.1-1: Variant relying on usage of MDT tracing
[bookmark: _Hlk41033587]0a).	(pre-requisite) the UE has established a PDU session (where traffic offload may apply) and the EC (Edge Computing) AF has subscribed to the SMF event "UP path change" as defined in TS 23.502 [3] clause 5.2.8.3.1.
[bookmark: _Hlk34146010]0b).	In the notification corresponding to the SMF event "UP path change" the SMF provides (as defined in TS 23.502 [3] clauses 5.2.8.3.1 and 5.2.8.3.2) the EC (Edge Computing) AF with:
-	Event ID, Notification Correlation Information, UE ID (SUPI and if available GPSI), PDU Session ID, time stamp.
-	As it is for "UP path change", the notifications contain also:
-	The Target DNAI (corresponds to the Edge Environment that hosts edge Application).
-	addressing information to reach a UE:
-	UE IP address / Prefix.
-	N6 traffic routing information.
NOTE 1:	It is assumed that the EC AF is managed by the operator so that it can receive the SUPI.
[bookmark: _Hlk30747941]1.	The UE invokes an APP running on a EAS,
2.	The APP sends a request for information about the UE. The APP provides:
-	The Requested RAN Info Type (= e.g. request for throughput, UE location, etc.). The request may correspond to a one-shot information GET or to a SUBSCRIBE request to receive notifications
-	The target UE identified by addressing information to reach the UE on the local N6 (which maps to the UE IP address / Prefix + N6 traffic routing information of the notification in step 2).
-	a URI (Notification Target Address) where the APP wishes to receive the corresponding notifications and possibly an NCI (Notification Correlation Id) to help the APP to retrieve the proper APP context corresponding to the notifications it will receive due to this request.
NOTE 2:	The way for the UE to invoke the APP and for the APP sends requests for information to the EC AF about a UE is out of scope of SA WG2.
3.	The EAS forwards the request to the EC AF (which is acting as manager of the edge Computing deployments): the EC AF receives at least:
-	The Requested 5G RAN Info Type;
-	addressing information to reach the UE on the local N6;
-	Data delivery information that contains at least the Notification Target Address / URI where the collected NG RAN related information is to be delivered but may also contain a Correlation identifier (NCI);
-	the DNAI (to indicate the instance of Edge Environment); and
-	the APP or EAS identity.
	The EC AF determines a local NEF based on the EAS source of the request and determines the SUPI/ GPSI of the UE based on UE addressing information.
	The EC AF determines / validates the APP identity provided in step 4 to the local NEF: if the EAS is managed by the operator (and trusted), the APP identity is the final APP identity as validated by the EAS; Otherwise the APP identity is the EAS identity as validated by the EC AF.
NOTE:	The mechanisms to validate the identity of the APP / of the EAS are defined by SA WG3;
In this solution the EC AF is assumed to be owned by the operator (it receives the SUPI) and to have access to (e;g. be configured with) a mapping from DNAI to local NEF.
[bookmark: _Toc43317480][bookmark: _Toc43374952][bookmark: _Toc43375413][bookmark: _Toc43801937][bookmark: _Toc43806203][bookmark: _Toc43806510][bookmark: _Hlk41984043]4a	The EC AF configures the local NEF to receive tracing output from MnS producer for NG RAN), and then to deliver the collected information to the APP after proper filtering of the information: the EC AF invokes Create local NEF reporting, providing the local NEF with the association between a Trace Reference and:
	Data delivery information (proxying the application request thus providing also the URI where the local NEF is to deliver the output information towards the APP) needed by the local NEF to deliver the requested information via an API to the proper APP.
[bookmark: _Hlk41984058]-	the APP or EAS identity needed by the local NEF to determine the operator policies related with data that the operator is willing to share with the EAS / Edge App.
[bookmark: _Hlk34601212]4b	The EC AF asks 5GC for trace (Requested RAN Info Type, Trace Reference) about the UE identified by its SUPI/GPSI.
	This uses a Create MOI (as defined in TS 28.622 [36] and TS 32.422 [35]): providing (Trace Reference , SUPI, TraceConsumer (URI of the Trace Reporting MnS consumer for the streaming trace reporting = URI of the local TCE), Job type (Immediate-MDT+Trace), TraceReportingFormat = Streaming). This step is meant to reuse SA WG5 Rel-16 specifications. Any information on this step is only indicative (to show how the solution works) and is not meant for any 3GPP specification change.
4c.	The Tracing Requirements are propagated via the 5GC to the NG RAN currently serving the UE. If the UE moves between NG RAN(s) (Hand-Over), the Tracing Requirements are provided to the new NG RAN serving the UE.
[bookmark: _Hlk34601313]	The Tracing Requirements are transferred to AMF as part of subscription data per Rel-16 specs (as part of subscription data defined in Table 5.2.3.3.1-1 of Rel-16 TS 23.502 [3]) and then transferred from AMF towards the NG RAN over NGAP as defined in Rel-16 in TS 38.413 [39] and TS 23.501 [2] clause 5.25.1.
5	The local NEF receives tracing information from MnS producer for TCE defined by SA WG5 MnS framework.
	The TCE reports the captured Trace Records (defined in TS 32.423 [37], clause 5. 'Trace streaming format'). This step is meant to reuse SA WG5 Rel-16 specifications. Any information on this step is only indicative (to show how the solution works) and is not meant for any 3GPP specification change.
6.	(based on local policies related with the APP identity) The local NEF makes any necessary control, filtering or parameter translation within the information received from NG.
7.	The local NEF sends the updated / filtered Requested RAN Info to the target (determined using Data delivery information) i.e. to the App on the EAS.
[bookmark: _Toc50466971][bookmark: _Toc50468315][bookmark: _Toc50468585][bookmark: _Toc50468856][bookmark: _Toc50630823][bookmark: _Toc50631325]6.42.3	Impacts on services, entities and interfaces
Impacts common to the 2 variants:
-	Addition of the local NEF in the architecture:
-	The local NEF is configured by the EC AF.
-	the local NEF acts as a consumer of OAM (MnS) information that translates this information into Notifications sent to the configured URI (of the App).
-	The local NEF is to apply operator policies to NG RAN information sent to the EAS / App. and acts as:
-	Upgrade of the role of the EC related AF: this AF is based on an App/EAS request to determine and configure a local NEF.
[bookmark: _Hlk49449889]Impacts of the Tracing variant:
-	the EC related AF, acting as a MnS client is to request tracing from MnS producer for TCE. No 3GPP SA WG5 specification change is meant. The tracing variant does NOT require any interaction with SA WG5 as Rel-16 SA WG5 specifications are reused "as is"
Impacts of the Variant relying on local NEF interrogating the NG RAN:
-	The AMF supports a new event id corresponding to the reporting of the identity of the NG RAN currently serving the UE together with the NGAP identifier of the UE over N2.
-	the EC AF is able to derive the URI where MnS services of the MnS producer for NG RAN may be invoked from the N2 identity of this NG RAN.
The reporting mechanism does not require RAN (NGAP or air interface) change and MnS producer for NG RAN change.
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