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Abstract of the contribution: This contribution proposes to update the KI#1 conclusions on Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN.
1 Discussion
As part of the Ki#1 solutions also the deployment of a AAA has been considered. This point raises some general questions related the impact on existing 5G NFs.
In the framework of Ki#1 also deployment variants have been discussed, in which the entity separate from the SNPN wants to utilize a AAA server for UE authentication.
In this context the following issues need to be considered:
· In a 5GS subscription related functionality includes Authentication, Subscriber Data Management and Context Management
· By intention (e.g. different from LTE legacy) the 5G architecture distributes this functionality on two 5G NFs. While AUSF offers authentication-based functions, UDM takes care about Subscriber Data and Context Management.
· A AAA server is per se used only for authentication purposes

Different approaches have in discussed related to the realization of Subscriber Data and Context Management in combination with a AAA server.
Sol#4 proposes two different architectural approaches for the handling of subscription related functionality.
In the first architectural approach, called "AMF triggered EAA of UEs with E-Sub" (cf. Figure 6.4.3.1) 5G Authentication, Subscriber Data Management and Context Management functions are provided by a new NF, called AAA-P. The AAA-P acts as a proxy towards the AAA server with regard to all three interfaces.
In the second architectural approach, called "UDM triggered EAA of UEs with E-Sub" (cf. Figure 6.4.3.2) the AUSF provides 5G Authentication function. In case of a subscriber identity, which is associated with the AAA server, the AUSF forwards the EAP messages to the AAA server, which is acting as the EAP server. 5G Subscriber Data and Context Management functions are handled by a 5G UDM NF.
Sol#8 is similar to the second approach in Slo#4 in the sense that 5G Authentication function is handled by AUSF (which forwards EAP messages to AAA, if necessary), whereas Subscriber Data and Context Management are handled by UDM.
We believe that integration of a AAA server should have minimal impact on the 5GS. This means that, if possible, no new NFs should be introduced and that also changes on interfaces between existing NFs should be minimized.
This paradigm is fulfilled in case of the second approach in Sol#4 and in Sol#8.
2 Proposal
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It is proposed to adopt the following conclusion principles:
· The AUSF forwards EAP messages to a AAA server, that is acting as the EAP Server for the purpose of primary authentication.
· The UDM supports common subscription, mobility management and session management subscription information that is needed at the time of Registration and Session Management procedure.

Editor's Note: Furthermore, SA2 should decide, if interfaces between existing AUSF and AAA server should be in scope of SA2.
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