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Abstract of the contribution: This contribution proposes KI#1 conclusions on Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN.
1 Discussion
The following mechanisms for network selection have been discussed in the framework of Ki#4
Opportunistic try and error:
The UE might just select a cell and try to attach. In case the SNPN has not integrated to the Home SP associated with the SUPI used by the UE, the SNPN rejects the UE. The drawback of this approach is that a SNPN might need to handle a lot of Registration requests, which will finally turn out to be not successful.
UE List based Network Selection:
The UE might maintain a list of SNPN Ids. The list is specific for a SUPI and can only be changed by the UE's HOME SP. The UE might select a SNPN if the SNPN ID broadcasted by the cell is included in the HOME SP controlled SNPN ID list.
The drawback of this approach is that the HOME SP needs to update the list on a UE, if a new SNPN is added or removed from the network setup. Thus, the list might not be up to date, especially if the setup has been changed during an offline period of the UE. To bridge situations in which the UE has an outdated list the UE might fall back to opportunistic try and error of available cells, who's broadcasted NPN ID is not in the list. However, this might lead to spurious access unsuccessful access requests, which should be avoided.
Furthermore, depending on the network deployment the list of supported SNPN IDs might get very long.
Group based Network Selection:
In this approach the cell broadcasts group identifiers, which indicates to the UE, if the SNPN should be considered for selection or not. The UE holds a 2nd list, which contains group identifiers. This list is specific to a SUPI and can only be changed by the SUPI's Home SP. The UE might select a SNPN, when there is at least one match between the group ids stored in the HOME SP controlled group list and the group identifiers broadcasted by the cell.
The main logic behind this approach is that cells belonging to different SNPNs might broadcast the same group id, without violating any Home Network requirements.
It is possible to classify the SNPN network selection modes as Closed (= Rel-16 SNPN access mode), Restricted and Open as summarized in Table 1.
Table 1 Overview of different cell specific Network Selection modes
	Closed
	The UE might select a network only, if the selected cell broadcasts the SNPN ID of the SUPI used by the UE to register.

	Restricted
	In addition to networks available in "Closed" mode, the UE may select a network, if the cells SNPN Id is in the UE’s Home SP controlled SNPN list (UE List based selection), or if the cell broadcasts a Group Id, which is in the Home SP controlled Group Id List (group based network selection)

	Open
	In addition to the networks available as part of “restricted mode”, the UE may also select any SNPN even if it is not present in the Home SP controlled list or User controlled list. This mode allows selection without further precondition using opportunistic try and error strategy. (UE will be rejected by SNPN, if SNPN and the corresponding Home SP if applicable is not authorized)



Following are the proposed principles:
1. SNPN does not broadcast any new SIB parameter regarding support with SP credentials => UE behaves in “closed” / SNPN access mode as in Rel-16.
1. SNPN broadcasts a new SIB parameter “access with SP credentials allowed” => UE behaves in “restricted” access mode.
1. SNPN broadcasts a new SIB parameter “access with trial and error” “trial and error access is allowed” => UE behaves in “open” access mode.


2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23.700 as follows
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As part of the network selection, the UE uses the information broadcasted by the SNPN radio network in order to determine the network selection procedure that should be adopted.
1) If the SNPN Network broadcasts “access using SP credential is supported”, the UE may select a network, if the cells SNPN ID is in the UE’s Home SP controlled SNPN list, or if the cell broadcasts a Group ID, which is in the UE’s Home SP controlled Group ID list.
2) If the SNPN Network broadcasts ”trial and error access is supported” , the UE may also select any SNPN even if it is not present in the Home SP controlled lists or User controlled lists. This allows selection without further precondition using opportunistic try and error strategy. (UE will be rejected by SNPN, if the UE is not authorized to access the SNPN).
3) [bookmark: _GoBack]If the SNPN does not broadcast any new broadcast parameters, then the UE operates in SNPN access mode as in Rel-16. The UE selects the SNPN only if it is configured as part of the Home SP controlled lists and has the corresponding credential.	
NOTE:    	The User controlled priority list and/or user preferences are not intended to enable backdoor mechanism to bypass the restrictions desired by the SNPN.
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