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[bookmark: OLE_LINK10]Abstract: update the solution to remove the ENs and resolve 6.37.4 Impacts on services, entities and interfaces . 
[bookmark: _Toc519004414]
[bookmark: _Toc517082226]*******************Start of changes *******************
[bookmark: _Toc43392829][bookmark: _Toc43475628][bookmark: _Toc50559245][bookmark: _Toc50566141]6.37	Solution #37: UE Onboarding and remote provisioning for SNPN
[bookmark: _Toc43392830][bookmark: _Toc43475629][bookmark: _Toc50559246][bookmark: _Toc50566142]6.37.1	Introduction
This solution addresses key issue 4 "UE Onboarding and remote provisioning". It enables the UEs without the subscription data to access to the Onboarding SNPN (O-SNPN) to obtain the full provisioning data from the home network owning the UE's subscription data. So that the provisioned UE can normally access to the desired network services.
In this solution, it assumes the presence of an Onboarding and Provisioning Function (OPF), which stores both the default configuration and provisioning data for the UE, and to provide onboarding authentication and authorization between UE and OPF. The OPF may be located inside of O-SNPN, or outside of O-SNPN.


Figure 6.37.1-1: UE onboarding in SNPN scenario
The following assumptions are considered:
-	The UE is provisioned with necessary default configuration, e.g. UE identity, default UE credential, default OPF address, optional list of onboarding SNPNs.
	The default OPF address is used for O-SNPN to discover the OPF which can provide the O&P service for the UE.
Editor's note:	The exact definition and details of these default configuration are FFS and need to be discussed with SA WG3.
-	the Onboarding and Provisioning Function (OPF) is pre-configured with UE provisioning data, e.g. subscriber identifier, individual credential, etc.
Editor's note:	The exact definition and details of provisioning data is FFS
-	The OPF is pre-configured with the same default configuration as in UE.
-	The OPF is pre-configured with additional OPF address that stores default configuration and provisioning data for the UE, in case the default OPF has no provisioning data of the UE.
-	the OPF can provide onboarding authentication and authorization between UE and OPF.
Editor's note:	the entity for performing onboarding authentication and authorization is FFS
-	the Onboarding SNPN (O-SNPN) could be the UE's home network owning UE's subscription data or could be not.
-	The O-SNPN can discover the OPF that owned the UE's provisioning data, by using the information from UE (e.g. default OPF address), or information from default OPF (e.g. additional OPF address).
[bookmark: _Toc43392831][bookmark: _Toc43475630][bookmark: _Toc50559247][bookmark: _Toc50566143]6.37.2	Functional Description
[bookmark: _Toc43392832][bookmark: _Toc43475631][bookmark: _Toc50559248][bookmark: _Toc50566144]6.37.2.1	Introduction
The UE selects the O-SNPN by manual or automatic network selection and initiates the registration for Onboarding and Provisioning Service (O&P service) when UE detects no subscription data. During the registration, O-SNPN determines whether to permit the further O&P service for the UE and selects the OPF which can provide the O&P service for the UE based on the information provided by UE, e.g. default OPF address. The selected OPF performs the authentication and authorization between UE and the OPF, after that UE can download the provisioning data from the OPF via O-SNPN. Finally, UE de-registers to the desired network by using the received provisioning data.
[bookmark: _Toc43392833][bookmark: _Toc43475632][bookmark: _Toc50559249][bookmark: _Toc50566145]6.37.2.2	Architecture
Figure 6.37.2.2-1, it describes overview of the architecture, and it depends on the real business deployment which OPF(s) needs to exist.
-	Case 1 shown in Figure 6.37.2.2-1,this is the simplest case when the O-SNPN is also UE's home network, and the OPF is deployed in O-SNPN stored the default configuration and provisioning data for the UE. In this case, O-SNPN can recognize UE by the UE identity and discover the right OPF, since the OPF stores UE default configuration. No matter what the default OPF address is


Figure 6.37.2.2-1 architecture for UE onboarding home network (O-SNPN)
-	Case 2 shown in Figure 6.37.2.2-2, this case is for UE onboarding its home network to obtain provisioning data via O-SNPN. The UE is assumed to be pre-configured with default OPF address where the UE's default configuration and provisioning data are stored, the O-SNPN can discover the default OPF by the information provided by UE, e.g. default OPF address.
NOTE:	whether AMF directly connects to default OPF, or via vOPF deployed in O-SNPN, it depends on the implementation.


Figure 6.37.2.2-2 architecture for UE onboarding home network via O-SNPN
-	Case 3 shown in Figure 6.37.2.2-3, it is the most complicated case. UE is pre-configured with default OPF address , but the default OPF has no provisioning data and stores the target OPF address where the provisioning data is stored, at this time, O-SNPN can obtain the target OPF address by querying to the default OPF.
For example, the default OPF can store and feedback the target OPF address in case receiving the onboarding and provisioning request from the O-SNPN.


Figure 6.37.2.2-3: Architecture for UE Onboarding home network via OPF relocation
There are two potential new interfaces:
-	Interface X1 between AMF and OPF.
-	Interface Y1 between two OPFs.
[bookmark: _Toc43392834][bookmark: _Toc43475633][bookmark: _Toc50559250][bookmark: _Toc50566146]6.37.3	Procedures
The figure 6.37.3-1 below shows a high-level flow how to perform onboarding and provisioning for the UE, which combines the case 1, case 2 and case 3.


Figure 6.37.3-1: High-level flow for onboarding and provisioning for the UE
The procedure includes the following steps:
A1,	UE pre-configuration: UE is pre-configured with default configuration, which includes UE identity, default UE credential, default OPF address, optional list of onboarding SNPNs, in order for UE to access the O-SNPN and download the provisioning data.
A2,	OPF pre-configuration: the vOPF is pre-configured with default configuration and provisioning data for the UE in case 1;
For case 2, and case 3, the vOPF has no provisioning data for the UE
A3,	conditional, default OPF is pre-configured with default configuration and provisioning data for the UE in case 2. For case 3 default OPF has no provisioning data for the UE and stores target OPF address, .
A4,	conditional, only for case 3, target OPF is pre-configured with default configuration and provisioning data for the UE.
B,	Initial access: In this step, UE either manually or automatically discovers and selects the O-SNPN network by some means, for example based on the list of onboarding SNPNs if available in the default configuration, when it detects that it has no subscription to access the network.
	During the initial registration, UE provides information including UE identity (e.g. PEI), default OPF address, and may also provide additional information, such as SP info. The O-SNPN may determine whether to allow the further O&P service for this UE, based on the local policy and information provide by UE.
C1,	as described in case 1, O-SNPN discovers the vOPF that stores UE's provisioning data, based on the information provided by UE, e.g. UE identity, or/and default OPF address.
C2,	as described in case 2, O-SNPN discovers the default OPF that stores UE's provisioning data, based on the information provided by UE, e.g. default OPF address.
C3,	as described in case 3, O-SNPN discovers the target OPF that stores UE's provisioning data, based on the information (e.g. target OPF address) feedbacked from default OPF when the O-SNPN queries the default OPF.
D,	the selected OPF owning UE's provisioning data performs onboarding authentication and authorization between UE and the selected OPF.
E,	UE downloads the provisioning data from the selected OPF after successful onboarding authentication and authorization.
F,	UE performs re-registration or network re-selection to access the desired network service by using the provisioned subscription data.
[bookmark: _Toc43392835][bookmark: _Toc43475634][bookmark: _Toc50559251][bookmark: _Toc50566147]6.37.4	Impacts on services, entities and interfaces
Editor's note:	This clause lists impacts to services, entities and interfaces.
UE: 
· Support for additional configuration information (default UE credential, default OPF address, optional list of onboarding SNPNs)

OPF: 
· Support authentication and authorization for onboarding betwee UE and the OPF owning UE’s provisioning data
· Configured with UE default configuration and provisioning data
· Discover the target OPF and transfer data to the target OPF owning UE’s provisioning data.
AMF: 
· Support to perform OPF selection based on information provided by UE or local policy via new interface. 
· Transfer the provisioning request/data between UE and the target OPF
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