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Abstract of the contribution: This contribution proposes a general evaluation for L3 UE-to-NW relay solutions related to key issue#3 and the corresponding interim conclusions. 

1. Background
Based on the declaration in Table 6.0-1, the following solutions are relevant to L3 UE-to-NW relay option for Key Issue #3: Support of UE-to-Network Relay: Sol#6, Sol#19, Sol#23, Sol#24, Sol#25, Sol#26, Sol#27, Sol#28, Sol#35, Sol#38, Sol#40, Sol#42, Sol#43, Sol#45, Sol#46, Sol#47, Sol#48. 
Among these solutions:
- Sol#6 proposes the L3 solution for the support of UE-to-Network Relay. The L3 Relay UE relays any IP, Ethernet, or Unstructured unicast traffic (UL and DL) between the Remote UE and the network. 
- Sol#19, Sol#28, Sol #48 are focusing on the UE-to-Network Relay discovery. The proposals are mainly on the information and identifiers to support the relay discovery and the Remote UE relay selection criteria. 
- Sol#23 proposes to support end-to-end security for Remote UE traffic transmitted using Layer-3 UE-to-Network Relay using N3IWF. The solution reuses the design of "untrusted non-3GPP access to 5GC via N3IWF" in clause 4.2.8 of TS 23.501 [6] or "Access to PLMN services via stand-alone non-public networks" in clause 5.30.2.7 of TS 23.501 [6]. 
- Sol#24, 25, 45 focuses on the solutions to support end-to-end QoS for Remote UE connected to network via L3 UE-to-NW relay with or without N3IWF. Both static QoS mapping support and dynamic QoS handling solutions are discussed.
- Sol#26 provides the URSP rules changes to provide the policy control information to assist the Remote UE select a L3 route with or without N3IWF among the different communications paths for an application/service.
- Sol#27 proposes to support secondary authentication of the Remote UE to let the application server allow the services for Remote UE even when connected via L3 UE-to-NW relay. 
- Sol#28, Sol#38, Sol#42 discusses about the Relay PDU Session parameters that the Remote UE includes in the PC5 Connection setup messages and the Relay UE derive the Relay PDU Session parameters from URSP. 
- Sol#35 focuses on the procedures related to Relay service authorization and policy/parameter provisioning to Remote UE and Relay UE and the policy parameters required for relay operation. 
- Sol#40 proposes the provisioning of dedicated/shared relay session indication to the Remote UE and Relay UE and the support of network controlled Remote UE authorization for the Dedicated/Shared Relay Session. 
- Sol#43 proposes an alternative option to Sol#6 to establish the PC5 connection by reusing the Layer-2 link establishment procedure defined in TS 23.287 [5] clause 6.3.3.1, in which standalone discovery procedure is not needed and implicit UE-to-Network Relay discovery is embedded into the Direct Communication procedure.
-  Sol#46, 47 discuss about solutions to support network controlled Remote UE and Relay UE authorization to allow the UE access 5GC via L3 relay
[bookmark: _Hlk47039607]RAN2 WG started discussions on NR SL Relaying SI in RAN2#111e meeting and made below agreements on L3 UE-to-NW relay solution (as per the RAN2#111e meeting report):
Proposal 1: On user plane protocol stacks of L3 UE-to-NW relay, capture the followings in RAN2 TR:
•	SA2 captured two user plane protocol stacks for L3 UE-to-NW relay in TR 23.752 (Figure 6.6.1-2 of solution#6 and Figure 6.23.2-3 of solution#23). No impacts are identified to support them from RAN2 perspective.
Proposal 8: RAN2 don’t intend to study QoS enhancement for L3 UE-to-NW relay to SA2 (e.g. whether gNB can perform PDB split). RAN2 can discuss AS impacts related to SA2 specified QoS solutions.
[Easy] Proposal1: Model A/ B discovery model similar to LTE is reused for U2N relay
[Easy]Proposal2: Model A/ B discovery model similar to LTE is reused for U2U relay also
[Easy]Proposal3: Send a LS to inform SA2 of RAN2’s assumption on discovery models for both U2N relay and U2U relay. 
[Easy]Proposal4: RAN2 take agreed discovery model for U2N relay and U2U relay as working assumption while waiting for SA2’s response

Considering the common and different aspects of the solutions in TR23.752 and RAN2#111e NR Relaying SI meeting agreements, it is proposed to conclude the following for the L3 UE-to-Network Relay solutions for Key Issue#3:
- L3 UE-to-NW relay operation without N3IWF can be considered as the baseline solution for supporting UE-to-NW relaying. Corresponding descriptions in Sol#6 can be used as the starting point for normative work.
- L3 UE-to-NW relay operation with N3IWF can be considered as a complimentary solution for supporting end-to-end security for Remote UE traffic transmitted via L3 relay UE. Corresponding descriptions in Sol#23 can be used as the starting point for normative work.
- For L3 Relay discovery procedure, it is proposed to adopt the standalone discovery procedure (i.e. Model A and Model B), and, the additional information advertised by Relay UE as described in Sol#19, Sol#28, Sol #48 as the basis for normative work. It is necessary for Remote UE to obtain the information about Relay UE through discovery to select a suitable Relay UE. 
- End-to-end QoS support for Remote UE while operating via a L3 relay UE with or without N3IWF is provided via the 5QI to PQI mapping configuration, and the dynamic QoS configuration by the network. Additionally, for L3 relaying with N3IWF, the DSCP to 5QI mapping, and the SPI to QoS flow mapping can be provided by the network. Corresponding descriptions in Sol#24, 25, 45 can be used as the starting point for normative work.
- For the L3 relay operation support, Remote UE and Relay UE need the modified URSP rules to route the traffic on suitable L3 communication path and Relay PDU session. In addition, Remote UE and Relay UE need authorization and relay service policy/parameters from PCF. Corresponding descriptions in Sol#26, Sol#28, Sol#38, Sol#42, Sol#35 can be used as the starting point for normative work.
- The procedures to support authentication of Remote UE and Relay UE by the network requires coordination with SA3 WG. Corresponding descriptions in Sol#27, Sol#40, Sol#46, Sol#47 can be consolidated to the cross WG discussion. 
It is proposed to document the above proposals in the TR.
2. Proposal
It is proposed to document the interim conclusions for L3 UE-to-NW relay option for Key Issue #3. 
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Editor's note:	This clause will provide evaluation of different solutions.

[bookmark: _Toc50130765][bookmark: _Toc50134079][bookmark: _Toc50134423]7.3	Key Issue #3: Support of UE-to-Network Relay
For L3 UE-to-NW relay option of Key Issue #3: “Support of UE-to-Network Relay”, the following solutions are relevant: Sol#6, Sol#19, Sol#23, Sol#24, Sol#25, Sol#26, Sol#27, Sol#28, Sol#35, Sol#38, Sol#40, Sol#42, Sol#43, Sol#45, Sol#46, Sol#47, Sol#48. Among these solutions:
- Sol#6 proposes the L3 solution for the support of UE-to-Network Relay. The L3 Relay UE relays any IP, Ethernet, or Unstructured unicast traffic (UL and DL) between the Remote UE and the network. 
- Sol#19, Sol#28, Sol #48 are focusing on the UE-to-Network Relay discovery. The proposals are mainly on the information and identifiers to support the relay discovery and the Remote UE relay selection criteria. 
- Sol#23 proposes to support end-to-end security and IP address preservation for Remote UE traffic transmitted using Layer-3 UE-to-Network Relay using N3IWF. The solution reuses the design of "untrusted non-3GPP access to 5GC via N3IWF" in clause 4.2.8 of TS 23.501 [6] or "Access to PLMN services via stand-alone non-public networks" in clause 5.30.2.7 of TS 23.501 [6]. 
- Sol#24, 25, 45 focuses on the solutions to support end-to-end QoS for Remote UE connected to network via L3 UE-to-NW relay with or without N3IWF. Both static QoS mapping support and dynamic QoS handling solutions are discussed.
- Sol#26 provides the URSP rules changes to provide the policy control information to assist the Remote UE select a L3 route with or without N3IWF among the different communications paths for an application/service.
- Sol#27 proposes to support secondary authentication of the Remote UE to let the application server in DN to authorize Remote UE to access the services using the PDU session of the L3 UE-to-NW relay via PC5 link. 
- Sol#28, Sol#38, Sol#42 discusses about the Relay PDU Session parameters that the Remote UE includes in the PC5 Connection setup messages and the Relay UE derive the Relay PDU Session parameters from URSP. 
- Sol#35 focuses on the procedures related to Relay service authorization and policy/parameter provisioning to Remote UE and Relay UE and the policy parameters required for relay operation. 
- Sol#40 proposes the provisioning of dedicated/shared relay session indication to the Remote UE and Relay UE and the support of network controlled Remote UE authorization for the Remote UE to use the PDU Session of Relay UE for the Dedicated/Shared Relay PDU Session. 
- Sol#43 proposes an alternative option to Sol#6 to establish the PC5 connection by reusing the Layer-2 link establishment procedure defined in TS 23.287 [5] clause 6.3.3.1, in which standalone discovery procedure is not needed and implicit UE-to-Network Relay discovery is embedded into the Direct Communication procedure. Both UE oriented and Relay Service Code oriented procedures are proposed in this solution.
-  Sol#46, 47 discuss about solutions to support network controlled Remote UE and Relay UE authorization to allow the UE access 5GC via L3 relay
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Editor's note:	This clause will list conclusions that have been agreed during the course of the study item activities.
[bookmark: _Toc50130771][bookmark: _Toc50134085][bookmark: _Toc50134429]8.3	Key Issue #3: Support of UE-to-Network Relay
For key issue#3 "Support of UE-to-Network Relay", the L3 UE-to-Network Relay option is agreed to be advanced to normative phase with the following working assumptions:
-	Adopt the L3 UE-to-NW Relay solution described in Sol#6 as baseline and L3 Relay with N3IWF solution discussed in Sol#23 as an optional complimentary solution for L3 relay operation. 
-    For L3 Relay discovery procedure, it is proposed to adopt the standalone discovery procedure (i.e. Model A and Model B), and, the additional information advertised by Relay UE as described in Sol#19, Sol#28, Sol #48 as the basis for normative work.
-    For the L3 relay operation support, Remote UE and Relay UE uses URSP rules to route the traffic on suitable L3 communication path and L3 Relay PDU session (as described in Sol#26). In addition, Remote UE and Relay UE need authorization and relay service policy/parameters from PCF (as described in Sol#35). 
-    The procedures to support authentication of Remote UE and Relay UE by the network will be determined by SA3 WG. 
-	For the Remote UE to use the network resources (e.g. PDU Session and Network Slice) of the Relay UE’s serving network, the network-controlled authorization procedures will be determined by SA3 WG. The alignment with the associated security procedures to authenticate the Remote UE and Relay UE will be carried out in normative phase via coordination with SA3 WG.
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