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Abstract of the contribution: This contribution proposes an evaluation for solutions proposed for KI#8 related to UE data as an input for analytics generation to support FS_eNA_Ph2 studies in Rel-17.
1. Background 
In past 3GPP SA2 meetings, several solution agreed focusing on KI#8:

- 
Sol. #27: UE data as an input for analytics generation
-
Sol. #28: UE assisted analysis for usage of network slice
-
Sol. #29: Support UE data as an input for Control Plane load balancing analytics
- 
Sol. #62: Analytics for WLAN performance and WLANSP using UE Data
-
Sol. #63: UE data as an input for service experience analytics
-
Sol. #64: MNO owned Data Collection AF for UE data collection
-
Sol. #65: Triggers for data collection from the UEs
This paper proposes an evaluation for the above solutions of KI#8.
2. Text Proposal

It is proposed to update the following text within the TR23.700-91.   
*** Start of the change ***
7
Overall Evaluation

Editor's note: This clause will provide evaluation of different solutions.
7.8
Key Issue #8: UE data as an input for analytics generation
In past 3GPP SA2 meetings, several solution agreed focusing on KI#8 as captured in Table 7.8-x.
- 
Sol. #27: UE data as an input for analytics generation

-
Sol. #28: UE assisted analysis for usage of network slice
-
Sol. #29: Support UE data as an input for Control Plane load balancing analytics
- 
Sol. #62: Analytics for WLAN performance and WLANSP using UE Data
-
Sol. #63: UE data as an input for service experience analytics
-
Sol. #64: MNO owned Data Collection AF for UE data collection
-
Sol. #65: Triggers for data collection from the UEs
Table 7.8-x Evaluation of solutions related to KI#8
	Sol #
	Data Collection Method
	Input data from UE
	NWDAF output analytics
	Triggers to provide data
	Integrity and Privacy aspects

	27
	UP via MNO AF
	-
	-
	MNO AF Event Exposure
	HTTPS, Data ciphering, ASP-level user consent

	28
	CP via AMF
	URSP Enforcement Report
	Usage of URSP and network slice
	-
	-

	29
	UP via MNO AF

	Route, Destination, Average speed, Time Interval
	NF load analytics per area of interest
	MNO AF Event Exposure
	HTTPS, Data anonymisation, ASP-level user consent

	
	MDT
	Velocity, Orientation
	
	
	

	
	AF
	Relative proximity
	
	
	

	
	UP via MNO AF
	Application status
	Application status analytics
	As above
	As above

	62
	-
	WLANSP rule
Discovered available WLAN(s)
	WLAN performance and WLANSP analytics
	Events described in the data collection configuration
	-

	63
	-
	QoS, Service experience contribution
	Observed service experience predictions
	via AF
	-

	64
	UP via DC AF
	-
	-
	DC AF Event Exposure
	HTTPS

	65
	-
	-
	-
	Existing or new event triggers via AMF
	-


Below observations can be made about above solutions:
-
Solutions #27, #29, #64 propose UP data collection either via MNO AF or DC AF.
- 
Solutions #27, #29, #63, #64 propose UE data collection via AF event exposure triggers.
- 
Solutions #27, #29 (NF load analytics), #63 enhance existing analytics types.

-
Solutions #28, #29 (Application status analytics), #62 require new analytics types.
-
Solutions #27, #29, #64 propose HTTPS data collection from UE application client with ASP-level user consent (Sol. #27, #29).
- 
Solution #28 proposes CP data collection via AMF.
- 
Solution #65 proposes complementary triggers for UE data collection via AMF.
*** End of the change ***
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