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Abstract: This contribution provides an interim conclusion for KI#1.
1.
Introduction

No interim conclusion for KI#1 "Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN" could be agreed at SA2#140E – an LS to SA1 was sent S2-2006030, pending answer at the time of writing.
Different interpretations of the following Stage 1 requirement have also been raised in SA2#140E, but no question to SA1 could be agreed meaning this requirement is subject to interpretation.
-
The 5G system shall support a mechanism to prevent a UE with a subscription to a non-public network from automatically selecting and attaching to a PLMN or non-public network it is not authorized to select

This contribution proposes a way forward with regards to the Stage 1 requirement, and the related impact to network selection. It also proposes necessary network selection changes taking into account the addition of emergency calls support for SNPN in Rel-17.
2.
Discussion
2.1
Unclear Stage 1 requirement

The requirement at play is the following: The 5G system shall support a mechanism to prevent a UE with a subscription to a non-public network from automatically selecting and attaching to a PLMN or non-public network it is not authorized to select.
The following point 1) is unclear:

1)
"UE with a subscription to a non-public network": this covers cases when the UE has a subscription to an NPN be it PLMN-integrated or Standalone. However it is not clear whether it covers the SNPN case when credentials are owned by an external entity i.e. when the UE has no subscription to the SNPN but may be allowed to access the SNPN using external credentials
Proposal 1: "UE with a subscription to a non-public network" includes the case where external credentials are used to access a non-public network i.e. the UE has a valid subscription to access some non-public network.

The following point 2) is unclear:

2)
"prevent […] automatically selecting/attaching to a PLMN or NPN it is not authorized to select”

This requirement clearly does not prohibit limit or restrict manual selection. Therefore in absence of any further clarification from SA1 and given manual selection to an SNPN is fully specified in Rel-16 it will still be supported.
Proposal 2: in combination with proposal 1, both automatic network selection and manual selection apply.

The following point 3) is unclear:

3)
"automatically selecting/attaching to a PLMN or NPN it is not authorized to select": it is not clear whether this means 

-
NPN selection is only allowed if the NPN is explicitly authorized; or 

-
NPN selection is allowed if the NPN is allowable i.e. not forbidden, as per TS23.122 usage:
-
automatic network selection: the UE is not allowed to select a network that is explicitly listed as forbidden; the UE may only select a network that is allowable. At any point in time, the user may request reselection.
-
manual network selection: the UE may present to the user any available network (PLMN or SNPN depending on SNPN access mode) including networks that are listed as forbidden. At any point in time, the user may request reselection.

As can be seen from the Rel-16 definition of automatic network selection specified in TS23.122: a mechanism already exists to prevent automatically selection and attaching to a network that is forbidden. 
Proposal 3: TS23.122 Rel-16 specifies automatic network selection whereby the UE may only select a network that is allowable i.e. not forbidden.

The combination of Proposal 1 and Proposal 3 implies:

-
a UE may automatically select and attach to a network using external credentials if this network is available and allowable and it allows access using external credentials

Proposal 4: In accordance with Proposals 1, 2 and 3:
-
a UE may automatically select and attach to a network using external credentials if this network is available and allowable and it allows access using external credentials

-
a UE may not automatically select a network if this network is forbidden, as already specified
-
at any point in time the user may request reselection, as already specified
-
at any point in time the user may request changing the network selection mode between automatic and manual, as already specified
Proposal 5: Whether using manual or automatic network selection, if after selecting an SNPN (following the above proposals), the registration using external credentials is rejected, the UE adds the corresponding SNPN identity to the list of forbidden SNPNs (whether temporarily or permanently forbidden), as already specified.
The above proposals are sufficient to cover the Stage 1 requirement: they provide a safe and simple mechanism that prevents a UE with a subscription to an NPN (whether relying on external credentials or not) from automatically selecting and attaching to a network it is not authorized (i.e. forbidden) to select. They also ensure manual selection can also operate with networks relying on external credentials.
2.2
No available allowable SNPN to camp on
Different understandings and proposals exist as to the expected UE behaviour when it has depleted its configured lists i.e. when it has not been able to identify any available and allowable SNPN to camp on i.e. no suitable cell is found.
-
Solution#1 proposes to stop automatic network selection, the user may then proceed with manual network selection. 
-
Solution#2 proposes to select any available SNPN (i.e. whether allowable or forbidden).
-
Solution#43 proposes to select an acceptable cell (i.e. whether from an SNPN or a PLMN).

Observation 1: A major difference between Rel-16 and Rel-17 SNPNs is the support of emergency calls in Rel-17. This will impact network selection for SNPNs i.e. the use of limited service state for SNPNs must be extended in Rel‑17 compared to Rel-16 to mimic that of PLMNs (namely TS23.122 §3.5 cases a, c, d and f to allow camping on acceptable cell). Note in Rel-16, limited service state for SNPN is restricted to the case of the UE not having any USIM inserted or with a "list of subscriber data" with no valid entry.
Proposal 6: Limited service state for SNPNs is to be extended in Rel-17 such that for cases a, c, d and f in TS23.122 §3.5 the UE is allowed to camp on an acceptable cell assuming such cell allows emergency calls (which of course does not prevent the UE continuing to attempt camping on a suitable cell). This is a necessary generic addition in Rel-17 for SNPNs.
In Solution#1, automatic network selection is stopped automatically from a state of no service, manual selection may then be triggered by the user. This is fundamentally problematic given the state of no service persists as long as no new network is selected – and no new network will be selected (except in case of MO-emergency) given automatic network selection is turned off and the user may not even be aware of this happening hence may not activate manual network selection. This proposal is very likely to make the UE unreachable for some extended time period even in presence of otherwise available and allowable networks that could have been selected if automatic selection had kept running. This is not reasonable. It also violates the operation of automatic network selection specified in TS23.122, see clauses 4.9.3.1.1, 3.5.
Observation 2: Solution#1 violates a basic automatic network selection principle and renders the UE totally unreachable for a potentially extended time period, without any user awareness, even in presence of otherwise available and allowable networks.
Proposal 7: Automatically stopping automatic network selection shall not be specified.
Solutions #2 and #43 are comparable for they both aim at maximizing the opportunity for the UE to gain service even if limited (Solution #43) when the UE has depleted its configured lists. 

The configured lists are designed to assist the UE to prioritize network selection of SNPNs for which the UE has valid subscription credentials (whether external or not) in order to shorten the network selection process. They are not meant to restrict network selection. In view of Proposals 4 and 5 a network can be automatically selected if available and allowable (i.e. not forbidden), therefore:

Proposal 8: If using automatic network selection the UE is unable to find a suitable cell to camp on based on its subscription and its configured list(s), it may automatically select and attach to a network using external credentials if this network is available and allowable and it allows access using external credentials.
If this still fails, the UE is left with limited service state and it should therefore be ensured that the opportunity to camp on an acceptable cell where an emergency call could be placed is maximized. Bearing in mind the UE capabilities to access an SNPN would typically allow accessing a PLMN:
Proposal 9: If the UE is unable to find any available and allowable network to camp on, it shall attempt to camp on an acceptable cell of any available SNPN supporting emergency calls (irrespective of SNPN ID) or of any available PLMN (irrespective of PLMN ID), in limited service state. (This is analogous to UE operation in a PLMN).
2.3
Automatic SNPN selection with HSNPN subscription

The following bullet points summarize the aspects of the different solutions in the TR, pertaining to automatic network selection.
-
A UE with HSNPN subscription is configured with an HSNPN-controlled list by the HSNPN and/or a User-controlled list by the user (Solutions 1/2/4/42/43).
-
these lists contain SNPN IDs (all solutions), Home SP Group IDs (Solution 2)
-
an SNPN ID may be a shared SNPN ID used by a set of SPs (Solution 42).
-
the list is ordered by priority (solutions 1, 2, 4, 43)
-
The HSNPN-controlled list can only be updated by HSNPN using the UE configuration update procedure or UE parameter update procedure (Solution 1/2/43) or using enhanced SoR mechanism proposed (Solution 42).
-
NG-RAN broadcasts the SNPN IDs of the SNPNs of which the credentials can be used to access the SNPN (Solutions 2, 4, 42), Home SP indication (Solution 1/2/4/43) and Home SP Group IDs (Solution 2).
-
UE in SNPN access mode performs network selection using the HSNPN ID, HSNPN‑controlled list and User‑controlled list (Solution 1/2/43).
The broadcasting by an SNPN’s NG-RAN of the SNPN IDs of other SNPNs of which the credentials can be used to access this SNPN is only deemed useful for UEs without any configured HSNPN-controlled or User-controlled list. 
From the above, common principles can be derived:

-
A UE with an HSNPN subscription is configured with a prioritized list of SNPN IDs by the HSNPN (HSNPN controlled list) and/or a prioritized list of SNPN IDs by the User (User controlled list)
-
The HSNPN-controlled list can only be updated by the HSNPN via existing procedures (e.g., UCU or UPU) 
-
The NG-RAN of an SNPN allowing access using external credentials shall broadcast a Home SP indication

-
A UE with HSNPN subscription in SNPN access mode performs network selection according to its HSNPN subscription, the HSNPN controlled list and/or the User controlled list
Proposal 10: These common principles are recommended to proceed into normative work. 
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8
Conclusions

8.1
Key Issue #1: Enhancements to support SNPN along with credentials owned by an entity separate from the SNPN
Editor's note:
This clause will capture conclusions for Key Issue #1.

In the following, external credentials for an SNPN refer to subscription credentials and identifiers not owned by this SNPN.

The following principles are agreed:

-
A UE with an HSNPN subscription is configured with a prioritized list of SNPN IDs by the HSNPN (HSNPN‑ controlled list) and/or a prioritized list of SNPN IDs by the User (User‑controlled list)
-
The HSNPN controlled list can only be updated by the HSNPN via the existing procedures (e.g., UCU or UPU) 

-
The NG-RAN of an SNPN allowing access using external credentials shall broadcast a Home SP indication

-
A UE with an HSNPN subscription in SNPN access mode performs network selection according to its HSNPN subscription, the HSNPN controlled list and/or the User controlled list
The following network selection principles are agreed:

-
Automatic network selection and manual network selection can be used by a UE with an HSNPN subscription to select an SNPN using external credentials, such that:

-
The UE may automatically select an available SNPN using external credentials if this SNPN is allowable and it allows access using external credentials. The UE shall prioritize selection of a network based on its subscription and any available configured list i.e. HSNPN-controlled list and User-controlled list.
-
The UE shall not automatically select an available SNPN using external credentials if this SNPN is forbidden or if it does not allow access using external credentials.
-
When manual network selection is used, the UE shall allow the user to manually select an available SNPN using external credentials only if this SNPN allows access using external credentials (the UE shall not allow the user to manually select an available SNPN using external credentials if this SNPN does not allow access using external credentials).

-
At any point in time, the user may request (network) reselection.

-
At any point in time, the user may request changing the network selection mode between automatic and manual.

-
If after selecting an SNPN according to the above, the registration using external credentials is rejected, the UE shall add the corresponding SNPN identity to the list of forbidden SNPNs (whether temporarily or permanently, as defined by CT1).
-
The UE shall not automatically stop automatic network selection

-
If the UE in SNPN access mode is unable to find a suitable cell of any available and allowable SNPN to camp on, the UE shall attempt to camp on an acceptable cell of any available SNPN supporting emergency calls (irrespective of SNPN ID) or of any available PLMN (irrespective of PLMN ID), in limited service state.
NOTE:
This principle is not tied to SNPN access using external credentials, but is a generic principle when emergency calls are supported.[image: image1.png]
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