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Abstract of the contribution: it is proposed that all the EAS discovery solutions for different connectivity models can be used together for the same EC PDU Session .
1 Introduction

In the KI#1 EAS discovery conclusion part, for the multiple PDU Sessions connectivity model, the URSP based EAS discovery solution is selected for normative phase, since the URSP rules are provided by the AM-PCF, and this AM-PCF is selected and used during the registration procedure, and this AM-PCF can be the different NF from the SM-PCF for the EC PDU Session. In such case, the SM-PCF and SMF of EC PDU Session does not know the UE has selected and used the URSP rules for EC DNS query, and the SMF still can request the LDNSR to include the ECS in the DNS query. 

Conclusion #1: The EAS discovery solutions for the multiple PDU Session connectivity model and solutions for the Session Breakout model can be used together with the PDU Session.

After the UE uses the URSP to select and establish an EC PDU Session, the DNS Resolver (in Sol#5) or DoH Server (in sol#5) in the distributed anchor connectivity model also can add the ECS for the DNS query which the DoH Server or DNS resolver does not know whether the UE has used the URSP rules.
Conclusion#2:  The EAS discovery solutions for the multiple PDU Session connectivity model and solutions for the distributed anchor model can be used together with the PDU Session.

In the sol#22, in the option 2a and option 2b, the L-DNS resolver can add ECS in the DNS query to the L-DNS server or C-DNS Server.

Conclusion#3:  The EAS discovery solutions for the session breakout model and solutions for the distributed anchor model can be used together with the EC PDU Session. 
Based on the Conclusion #1,#2 and #3, it is easy to get the final conclusion
Conclusion: All EAS discovery solutions for different connectivity models can be used together for the same EC PDU Session
2
Proposal

It is proposed to change TR 23.748 based on the above conclusions as below.
* * * * First change * * * *

9.1
Conclusions for Key Issue #1
All the following EAS discovery solutions for different connectivity models can be used together for the same EC PDU Session. 

9.1.1
Conclusions regarding solutions for Key Issue #1 for DNS based solutions for Multiple PDU Sessions

Solution #1 proposing to Enhance the NEF service(s) (AF Requests need to be enhanced) to allow the AF to influence PCF decisions for URSP rules, is recommended for normative phase.

The recommendation to define the URSPs so that Domain Descriptors are used to steer the DNS and the Application traffic into PDU sessions is to be captured in normative phase too, so as the clarifications that are required on how the Domain descriptors in URSP are used on the UE (see clause 7.1).

In addition, informative guidelines shall be captured to cover scenarios where the OS, user or applications may override the operator-provided URSP or DNS settings. The guidelines should assume no restriction on the OS, user or application.

Editor's note:
It is FFS whether other solution like solution 13 variant on URSP is needed to define how AF can guide PCF to send proper URSP rules.

9.1.2
Conclusions regarding solutions for Key Issue #1 for Distributed Anchors

Distributed anchor part of Solutions #2,#4, #5 and #10 describe DNS based working solutions for EAS discovery for distributed anchor connectivity model and the following selection of procedures from solutions #2, , #5 and #10 are to be promoted into normative phase: Clauses 6.2.3.1, 6.5.2.6, 6.5.2.7, 6.10.2.1 and 6.10.2.2.

NOTE:
Clauses 6.5.2.6, 6.5.2.7 are included based on the understanding they no more refer to "Translate FQDN using LDN/N6 path information" and to "uses distance/closeness metrics".

Decision for anchoring of the UE in the distributed anchor point scenario for EC shall be described as

-
using subscription policy information to set proper UE policy (e.g. URSP via usage of dedicated DNN), or

-
to apply proper policies at session (SMF) level if the UE policy (e.g. URSP via usage of dedicated DNN) cannot be used.

Privacy issues derived from potentially using UE IP address for ECS DNS in an external authoritative DNS in the related solutions shall be addressed during the normative phase.

Editor's note:
Whether solution 12 is recommended into normative work for KI 1 will be defined at next meeting. The use of the solution 12 for KI#5 will be handled when KI#5 is discussed.

Solution #14 is an application layer solution to discover an Edge AS with no impact on 5GC when used with distributed anchor connectivity model. 5GC does not preclude this option. This mechanism may be informatively mentioned during normative phase as a complement to DNS based discovery for distributed anchor connectivity. The solution assumes the Service Switch is pre-configured with the mapping information between the IP address range supported by PSA (not the PSA information) and EAS information based on the agreement between the MNO and service provider.

Solutions #6 and #18 are not recommended into normative.

9.1.3
Conclusions regarding solutions for Key Issue #1 for ECS provisioning
Editor's note:
Whether Solution #16 "Edge Configuration Server Based Discovery " will be proceeded in normative work will be re-evaluated after SA WG2 receives feedback from SA6.
* * * * Second change * * * *

* * * * Fourth change * * * *

* * * * Fifth change * * * *

* * * * End of changes * * * *
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