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Abstract of the contribution: This paper proposes to remove the EN and introduce the Temporal Validity Condition in the time synchronization procedure .
1
Introduction

This paper tries to solve the EN :

Editor's note:
Whether there is a need to include validity time for AF time sync request is FFS. Also, how to support validity time is FFS.
The Application Function influence on traffic routing is defined in clause 5.6.7 TS 23.501, and the similar function is used in solution#7.And So some parameters defined in clause 5.6.7 can be reused in solution #7.

The following table is excerpt for TS23.501, and Temporal Validity Condition is yellow highted in the table. So the Temporal Validity Condition is reused and included in the AF requested time synchronization message.
Table 5.6.7-1: Information element contained in AF request

	Information Name
	Applicable for PCF or NEF (NOTE 1)
	Applicable for NEF only
	Category

	Traffic Description
	Defines the target traffic to be influenced, represented by the combination of DNN and optionally S-NSSAI, and application identifier or traffic filtering information. 
	The target traffic can be represented by AF-Service-Identifier, instead of combination of DNN and optionally S-NSSAI. 
	Mandatory

	Potential Locations of Applications
	Indicates potential locations of applications, represented by a list of DNAI(s).
	The potential locations of applications can be represented by AF-Service-Identifier.
	Conditional

(NOTE 2)

	Target UE Identifier(s)
	Indicates the UE(s) that the request is targeting, i.e. an individual UE, a group of UE represented by Internal Group Identifier (NOTE 3), or any UE accessing the combination of DNN, S-NSSAI and DNAI(s).
	GPSI can be applied to identify the individual UE, or External Group Identifier can be applied to identify a group of UE.
	Mandatory

	Spatial Validity Condition
	Indicates that the request applies only to the traffic of UE(s) located in the specified location, represented by areas of validity.
	The specified location can be represented by a list of geographic zone identifier(s). 
	Optional

	AF transaction identifier
	The AF transaction identifier refers to the AF request.
	N/A
	Mandatory

	N6 Traffic Routing requirements
	Routing profile ID and/or N6 traffic routing information corresponding to each DNAI and an optional indication of traffic correlation.
	N/A
	Optional

(NOTE 2)

	Application Relocation Possibility
	Indicates whether an application can be relocated once a location of the application is selected by the 5GC.
	N/A
	Optional

	UE IP address preservation indication
	Indicates UE IP address should be preserved.
	N/A
	Optional

	Temporal Validity Condition
	Time interval(s) or duration(s).
	N/A
	Optional

	Information on AF subscription to corresponding SMF events
	Indicates whether the AF subscribes to change of UP path of the PDU Session and the parameters of this subscription.
	N/A
	Optional

	NOTE 1:
When the AF request targets existing or future PDU Sessions of multiple UE(s) or of any UE and is sent via the NEF, as described in clause 6.3.7.2, the information is stored in the UDR by the NEF and notified to the PCF by the UDR.

NOTE 2:
The potential locations of applications and N6 traffic routing requirements may be absent only if the request is for subscription to notifications about UP path management events only.

NOTE 3:
Internal Group ID can only be used by an AF controlled by the operator.


Conclusion#1: The Temporal Validity Condition is reused and included in the AF requested time synchronization message.
The clause 5.6.7.1 in TS 23.501 also provides the detailed functional description of the Temporal validity condition which is excerpt below. Again, the Temporal validity condition is optional provided in the form of time interval(s) or duration(s) during which the AF request for time synchronization request is to be applied.
6)
Temporal validity condition. This is provided in the form of time interval(s) or duration(s) during which the AF request is to be applied.


When the AF request is for influencing SMF routing decisions, the temporal validity condition indicates when the traffic routing is to apply.


When the AF request is for subscription to notifications about UP path management events, the temporal validity condition indicates when the notifications are to be generated.

Conclusion#2: Temporal validity condition is provided in the form of time interval(s) or duration(s) during which the AF request for time synchronization request is to be applied.
Again, the clause 5.6.7.1 in TS 23.501 provides the detailed functional description on how the PCF processes the Temporal validity condition which is excerpt below and is highlighted in yellow texts. So,for the solution #7, The PCF evaluates the temporal validity condition of the AF request and informs the SMF to activate or deactivate(i.e. skip) the corresponding PCC rules according to the evaluation result.
For PDU Session that corresponds to the AF request, the PCF provides the SMF with a PCC rule that is generated based on the AF request, Local routing indication from the PDU Session policy control subscription information and taking into account UE location presence in area of interest (i.e. Presence Reporting Area). The PCC rule contains the information to identify the traffic, information about the DNAI(s) towards which the traffic routing should apply and optionally, an indication of traffic correlation and/or an indication of application relocation possibility and/or indication of UE IP address preservation. The PCC rule also contains per DNAI a traffic steering policy ID and/or N6 traffic routing information, if the N6 traffic routing information is explicitly provided in the AF request. The PCF may also provide in the PCC rule information to subscribe the AF (or the NEF) to SMF events (UP path changes) corresponding to the AF request in which case it provides the information on AF subscription to corresponding SMF events received in the AF request. This is done by providing policies at PDU Session set-up or by initiating a PDU Session Modification procedure. When initiating a PDU Session set-up or PDU Session Modification procedure, the PCF considers the latest known UE location to determine the PCC rules provided to the SMF. The PCF evaluates the temporal validity condition of the AF request and informs the SMF to activate or deactivate the corresponding PCC rules according to the evaluation result. When policies specific to the PDU Session and policies general to multiple PDU Sessions exist, the PCF gives precedence to the PDU Session specific policies over the general policies.

Conclusion#3: The PCF evaluates the temporal validity condition and informs the SMF to activate or deactivate the corresponding PCC rules according to the evaluation result.
2
Proposal

It is proposed to change TR 23.700-20 based on the above conclusions as below.
* * * * First change * * * *

6.7.3
Procedures

The following procedure is used to expose 5GS information to aid the AF in formulating a request for Time Synchronization in 5GS.


[image: image1.emf] 

AF

 

NEF  

1.

Nnef_Time_Info_Request

_

 

 

 

4

Nnef_Time_Sync_Info_ Response


Figure 6.7.3-1: Time Synchronization capability exposure towards AF

The following procedure is used by the AF to request activation/deactivation/modification of the Time Synchronization service in 5GS.
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Figure 6.7.3-2: Activate/Deactivate/Modify UE's Time Synchronization Service

0.
PDU session may be established between UE/DS-TT and UPF/NW-TT. It could also be established using device trigger procedure as defined in TS 23.501 [2], TS 23.502 [3].

1.
An AF sends a Time Sync Service Request indicating e.g. the target UE, group of UEs, or DNN and S-NSSAI, Temporal validity condition and the clock domain to the PCF via NEF to activate/deactivate/modify UE's time synchronization service.


If the request is target for multiple UEs or for future PDU session(s), the NEF determines the time synchronization service policy based on the Time Sync Service Request and stores the time synchronization service policy (including the  Temporal validity condition ) to UDR. The PCF(s) receive(s) a Nudr_DM_Notify notification of data change from the UDR. The time synchronization service policy may include time synchronization method and allowed synchronization requirements (e.g. time synchronization protocol), and the NEF address (a subscription for the PCF to send notifications to this NEF address). Temporal validity condition is provided in the form of time interval(s) or duration(s) during which the AF request for time synchronization request is to be applied as defined in Table 5.6.7-1 of TS 23.501[2]. The PCF subscribes the synchronization service policy stored as DataSet "Application Data" and Data Subset "Service specific information" with the specific S-NSSAI and DNN in the UDR.

2.
The NEF ensures the necessary authorization control and sends PMIC/BMIC signaling to configure the (g)PTP functionality in DS-TT and NW-TT, respectively. PCF derives QoS policies and forwards the PMIC/BMIC information to SMF.

3.
The PCF evaluates the temporal validity condition and informs the SMF to activate or deactivate the corresponding PCC rules according to the evaluation result as defined in clause 5.6.7.1 of TS23.501[2]. If the PCF decides to activate the corresponding PCC rules, the PCF notifies the SMF via Npcf_SMPolicyControl_UpdateNotify message.

4.
The SMF triggers the SM Policy Association establishment/modification procedure to create a QoS flow (or release the QoS flow) for transmitting the clock domain's (g)PTP message.

5a.
The SMF forwards BMIC to the UPF/NW-TT through the N4 session level modification message, if needed.

5b.
The SMF forwards PMIC to the UE/DS-TT.

6a.
Upon reception of the notification in step 5, UPF/NW-TT performs consequent behaviours to support time synchronization of corresponding GM, for example if the time source for the Time Sync service requested to be activated is in the UPF/NW-TT, then the UPF will start to create and distribute the (g)PTP messages of the 5G GM to the UE.

6b.
Upon reception of the notification in step 5, UE/DS-TT starts or stops to handle the (g)PTP messages as indicated in the notification.

7.
If PCF receive Time Sync service request from NEF, the PCF responses the NEF and the NEF responses the AF with the Time Sync service request result.


If the request in Step 1 is targeted for multiple UEs or for future PDU Sessions and a PDU session is established, the PCF receives time synchronization service policy from the UDR and notifies the NEF for the event when a new PDU session is established. The NEF may then obtain the capabilities from the DS-TT via PMIC, and send PMIC signaling to the DS-TT (via PCF) to configure the (g)PTP functionality in the DS-TT.


6.7.4
Impacts on services, entities and interfaces

AF:

-
Provides the parameters to the NEF to configure the Time Synchronization service.

-
Provides parameters required for the operation of the BMCA

NOTE:
The configuration of the BMCA parameters can be used to ensure that the time source provided by 5GS (viaDS-TT an/or NW-TT) is selected for the devices outside 5GS (the 5GS is selected as the grandmaster)..

NEF:

-
Exposes the 5GS capabilities to support Time Synchronization service. Authorizes the Time Synchronization service request from the AF. Controls the (g)PTP functionality in DS-TT and NW-TT via SMF.

-
Determines the time synchronization service policy and stores it to the UDR.

UE:

-
Distributes the 5G reference time to DS-TT and optionally to applications or devices behind the UE (by mechanism out of scope of 3GPP), for IP and Ethernet types of PDU Sessions.

DS-TT:

-
Indicates a support for PTP/UDP/IP residence time calculation in Port Management Information container to the network.

-
When activated by NEF, calculates and adds the measured residence time between the NW-TT and DS-TT into the Correction Field (CF) of the PTP time synchronization messages conveyed over UDP/IP, applies to IP and Ethernet types of PDU Sessions.

-
When activated by NEF, (if the time source is located behind the DS-TT as in Solution #1): Inserts a timestamp to the PTP time synchronization messages conveyed over UDP/IP, applies to IP and Ethernet types of PDU Sessions.

-
When activated by NEF, (if the time source is located in the DS-TT): generates PTP time sync messages (with the indicated PTP version, domain number(s), sending rate, etc), applies to IP and Ethernet types of PDU Sessions. Solution #9: "(g)PTP GM support by DS-TT" describes the details for the (g)PTP grandmaster in DS-TT.

UPF/NW-TT:

-
When activated by NEF, (if the time source is located in the DN): Inserts a timestamp to the PTP time synchronization messages conveyed over UDP/IP, applies to IP and Ethernet types of PDU Sessions.

-
When activated by NEF, (if the time source is located in the NW-TT): generates PTP time sync messages (with the indicated PTP version, domain number(s), sending rate, etc), applies to IP and Ethernet types of PDU Sessions.

-
Forwards the PTP time synchronization messages conveyed over UDP/IP in DL direction to the PDU Sessions, applies to IP and Ethernet types of PDU Sessions.

UDR:

-
Stores new data format (time synchronization service policy). 

PCF:

-
Subscribes and receives the time synchronization service policy from the UDR.
-

* * * * End of changes * * * *
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