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[bookmark: _Hlk514274591][bookmark: _Hlk520730635]1		Discussion
This document proposes to update solution #60 to clarify about the following aspects:
· Providing "Aggregation analytics metadata" is optional to be supported by the NWDAFs. Such metadata information may not be required for the aggregation of certain Analytics IDs.
· The solution works without any change on the NWDAF service consumer. To optimize the load on the Central vs. distributed NWDAFs, the NWDAF service consumer MAY be configured to give preference to a distributed NWDAF, if returned from NRF, over a Central/Aggregator NWDAF, or vice versa.

2	Proposal
It is proposed to update TR 23.700-91 as follows.

[bookmark: _Toc50021400][bookmark: _Toc50021969][bookmark: _Toc50022673][bookmark: _Toc50023322][bookmark: _Toc50023907][bookmark: _Toc50309975][bookmark: _Toc50579707][bookmark: _Toc50725012]6.60	Solution #60: Distributed NWDAFs deployment and Aggregation Function

*** Start Change ***
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The solution proposes a deployment where multiple NWDAFs (also referred to as "Distributed NWDAF" or "Distr.NWDAF") exist, whereby some of the NWDAFs are enhanced with an "aggregation functionality" (also referred to a "Central/Aggregator NWDAF"). Figure 6.60.2-1 shows an example deployment.


Figure 6.60.2-1: Example of distributed NWDAFs deployment with Central/Aggregator NWDAFs
Distributed NWDAF:
[bookmark: _Hlk47947680]-	Is a "regular" NWDAF with functionality as specified in TS 23.288 [5]. Additionally, some or all of the distributed NWDAF(s) may support providing additional information referred to as "aggregation analytics metadata", that is related to the generation of Output Analytics by the distributed NWDAF and is needed by the Aggregation functionality of the Central/Aggregator NWDAF to aggregate the Output Analytics from different NWDAFs, e.g., in those cases where it is not simply adding together output analytics received from multiple NWDAF instances in order to generate a requested single Output Analytics. The support to provide aggregation analytics metadata is indicated by an "analytics metadata provisioning capability" parameter in the NF Profile in the NRF.
-	Distributed NWDAF may belong to an NWDAF Set, with NF Set functionalities as defined in Rel-16.
Central/Aggregator NWDAF:
-	Is an NWDAF instance with additional capabilities to aggregate Output Analytics provided by other Data Sources, e.g. other NWDAFs. This is in addition to regular NWDAF behaviour such as collecting data from data sources to be able to generate its own output analytics.
-	Central/Aggregator NWDAF may belong to an NWDAF Set, with NF Set functionalities as defined in Rel-16.
NOTE 1:	The Central/Aggregator NWDAF, like other NWDAFs, is also able to produce Output Analytics based on Input Data from one or more Data Sources. That is, in case no distributed NWDAF instance exists to cover a specific Analytics Id for a specific Area of Interest, it may generate the corresponding Output Analytics by itself.
[bookmark: _Hlk47947666][bookmark: _Hlk48236758]-	Has "aggregator functionality indication" in its profile registered to the NRF. This parameter indicates that it is a Central/Aggregator NWDAF.
-	May Iinclude "aggregation analytics metadata request" indication in the Nnwdaf_AnalyticsInfo_Request or Nnwdaf_AnalyticsSubscription_Subscribe request message sent to other NWDAFs requesting the other NWDAFs to additionally to provide aggregation analytics metadata related to the produced Output Analytics, if required by Central/Aggregator NWDAF for the aggregation of the Analytic IDs in question.
NOTE 2:	It is assumed that per Analytics ID at least one Central/Aggregator NWDAF exists which is covering the entire PLMN. This is to ensure that there is at least one NWDAF in the PLMN that can provide the Output Analytics for a particular Analytics ID for any requested Area of Interest.
-	Central/Aggregator NWDAF may also support providing additional information referred to as "aggregation analytics metadata" as the Central/Aggregator NWDAF may also be an Analytics provider to another Central/Aggregator NWDAF.
NRF:
-	Stores the NF Profile of the NWDAF instances, including "analytics metadata provisioning capability" parameter for distributed NWDAF and "aggregator functionality" indication for Central/Aggregator NWDAF.
-	Returns the NWDAF(s) matching attributes in the Nnrf_NFDiscovery_Request, as in Release-16.
NOTE 3:	According to the assumption that the Central/Aggregator NWDAF covers the whole PLMN, at least the Central/Aggregator NWDAF will be returned in case no other NWDAF matches the requested parameters.
Analytics Consumer:
-	Requests or subscribes to receive Analytics for one or more Analytic IDs in a given Area of Interest, as per Release-16 specified behaviour.
[bookmark: _Toc50021403][bookmark: _Toc50021972][bookmark: _Toc50022676][bookmark: _Toc50023325][bookmark: _Toc50023910][bookmark: _Toc50309978][bookmark: _Toc50579710][bookmark: _Toc50725015]6.60.3	Procedures

*** Next Change ***

6.60.3.2	NWDAF discovery procedure
Figure 6.60.3.2-1 provides the procedure of an NF Consumer discovering a NWDAF with NRF, whereby the procedure is based on the example shown in figure 6.60.2-1.


Figure 6.60.3.2-1: NWDAF discovery procedure
1-3.	NF Consumer 1 is interested in Analytics ID 1 over Area of Interest TAI-1, and so it sends a Nnrf_NFDiscovery_Request to NRF. As usual NRF behaviour, NRF returns one or more matching NF Profile(s) in the corresponding response. This is following existing NRF procedure as defined in TS 23.502 [5]. In this example, NRF returns profile for NWDAF 1 and profile for Central/Aggregator NWDAF 1.
NOTE 1:	If the NF consumer receives both a Central/Aggregator NWDAF and a distributed NWDAF, NF Consumer may select either option. However, NF Consumer can be configured such that preference is given to a distributed NWDAF, if returned from NRF, over a Central/Aggregator NWDAF during the NWDAF selection or vice versa, based on the "aggregator functionality indication". This configuration is an optimization, e.g., to reduce the load on the Central NWDAFs. NF consumers without such configuration may use other means to select one of the NWDAFs returned in the NRF discovery response.
4-6.	NF Consumer 2 is interested in Analytics ID 3 over Area of Interest TAI-2, and so it sends a Nnrf_NFDiscovery_Request to NRF. After having authorized the request, NRF then, in this example, returns the NF Profile of distributed NWDAF 2 in the corresponding response. This is also following existing NRF procedure as defined in TS 23.502 [5].
7-9.	NF Consumer 3 is interested in Analytics ID 1 and areas of interest as TAI-1, TAI-2, TAI-n. On receiving this request, as usual NRF behaviour, NRF in this example finds out there is no single distributed NWDAF serving the requested areas of interest, and so it responds back with Central/Aggregator NWDAF 1 profile, which is configured as "aggregator functionality indication" for the requested Analytic ID.
NOTE 2:	Aggregator functionality indication is included in the NF Profile of the Central/Aggregator NWDAF.
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Figure 6.60.3.3-1 provides the procedure of NF consumer / Analytics Consumer request and/or subscription to get the Analytics ID of its interest.


Figure 6.60.3.3-1: Procedure to support Network Data Analytics
1.	This is the discovery procedure, whereby the example is based on the procedure shown in figure 6.60.3.2-1. In this example, NRF will return the Central/Aggregator NWDAF 1 profile as there is no single distributed NWDAF that can cover the request.
2.	NWDAF Service Consumer sends Analytics information request to Central/Aggregator NWDAF 1. In the request, NWDAF Service Consumer provides the requested Analytics ID(s), e.g. UE mobility analytics with Analytics ID 1, along with the requested area of interest, e.g., TAI-1, TAI-2, TAI-n.
3.	On receiving the request in step 2, Central/Aggregator NWDAF 1, based on previous queries to NRF or configuration, and based on the request from NWDAF service consumer (e.g. analytics filter information) knows which other NWDAF instances to request related Output Analytics. Alternatively, Central/Aggregator NWDAF 1 sends discovery request(s) to NRF and in response gets from NRF, following usual NRF behaviour, a list of distributed NWDAF(s) that can provide Output Analytics needed to generate the requested Analytics ID for the requested area TAI-1, TAI-2, TAI-n.
NOTE:	In the discovery request sent to NRF, Central/Aggregator NWDAF may indicates "analytics metadata provisioning capability" (e.g. as query parameter), thus, requesting to NRF to reply back with, if available, those NWDAF instance(s) which also supports "analytics metadata provisioning capability" functionality as indicated during particular NWDAF instance registration procedure.
[bookmark: _Hlk47947770]4-5.	Central/Aggregator NWDAF sends Analytics information request or Analytics subscription request to each of the Data Sources discovered/determined in step 3, i.e., to NWDAF 1 and NWDAF 2 in the example in Figure 6.60.3.3-1. This request may indicate "aggregation-metadata request" to the Data Source(s) (i.e. to NWDAF 1 and NWDAF 2), e.g. when the NWDAF 1 and/or NWDAF 2 support providing such analytics metadata, indicating that the Output Analytics provided by these NWDAFs needs to be aggregated by the Central/Aggregator NWDAF and so the "aggregation analytics metadata" is also requested, along with usual analytics output data.
6-7.	Distributed NWDAFs reply or notify with the requested Output Analytics along with "aggregation analytics metadata" information required for the aggregation.
8.	Central/Aggregator NWDAF aggregates received Analytics information, i.e., generates a single Output Analytics based on the multiple Analytics outputs and aggregation analytics metadata information received from NWDAF 1 and NWDAF 2. In this example, the Central/Aggregator NWDAF also takes its own analytics for TAI-n into account for the aggregation.
9.	Central/Aggregator NWDAF replies to NWDAF Service Consumer the Output Analytics for the requested analytics ID.
6.60.4	Impacts on services, entities and interfaces
NWDAF:
-	Introduction of a NWDAF providing the capability to aggregate Output Analytics (referred to as "Central/Aggregator NWDAF").
-	Enhancement to distributed NWDAFs to provide "aggregation analytics metadata" related to the Output Analytics. This may be supported by only a subset of the distributed NWDAFs, since "aggregation analytics metadata" may not be always required for aggregating output analytics.  
-	Enhancement to NWDAFs to request "aggregation analytics metadata" by providing "aggregation analytics metadata request" indication in the request message.
NRF:
-	NFProfile for Central/Aggregator NWDAF is extended to indicate "aggregator functionality indication", such that a NWDAF service consumer can be configured to give preference to a distributed NWDAF, if returned from NRF, over a Central/Aggregator NWDAF or vice versa.
NOTE:	This configuration is an optimization, e.g., to reduce the load on the Central NWDAFs. NF consumers without such configuration may use other means to select one of the NWDAFs returned in the NRF discovery response.
-	NFProfile for NWDAFs is extended to indicate "analytics metadata provisioning capability" for those NWDAFs which support such additional functionality.

*** End Change ***
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