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Abstract: This paper provides a new solution for KI#6 for enhanced network slicing (eNS) Rel-17.
1. Introduction/Discussion
This pCR provides a new solution for Key Issue #6, titled, “Ensuring network control when the UE is accessing simultaneous slices”. 
2. Text Proposal
It is proposed to add the following solution in the TR 23.700-40.
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Table 6.0-1: Mapping of Solutions to Key Issues
	[bookmark: _Hlk49899326]Solution#'s
	Solution Titles
	Key Issue#'s

	1
	PCF measurement based Network Slice SLA control for Maximum Number of UEs parameter
	1

	2
	Max number of UEs per Network Slice control at registration
	1

	3
	[bookmark: _Toc25971112]AMF/NSSF based counting of UEs in a Network Slice
	1

	4
	NWDAF enhancements for supporting of network slice quota on the maximum number of UEs
	1

	5
	NWDAF enhancements for supporting of network slice quota on the maximum number of PDU Sessions
	2

	6
	PCF-based counting of PDU Sessions in a Network Slice
	2

	7
	Support of Network Slice SLA for Maximum Number of PDU sessions parameter
	2

	8
	AMF and O&M based solution
	1, 2 & 4

	9
	Monitoring multiple quotas of number of UEs/PDU Sessions per S-NSSAI at NWDAF
	1, 2 & 4

	10
	Max number of PDU Sessions per Network Slice control via NSQ function
	2

	11
	Handling maximum number of sessions using NF status
	2

	12
	NSQ assisted dynamic adjustment of data rate per slice via NAS signaling
	5

	13
	Limitation of data rate per network slice in UL and DL per UE
	3

	14
	UE-Slice-AMBR adjustment to meet the limitation of data rate per Network Slice
	5

	15
	Using Back-off timer
	1

	16
	[bookmark: OLE_LINK2]Slice data rate enforcement and dynamic adjustment
	5

	17
	Support of radio spectrum attribute by CN assisted RAN control
	7

	18
	Proactive Slice Quota Management in AMF
	1, 2, 4, 5

	19
	Support of network slice quota control and enforcement
	1, 2 & 5

	20
	Reusing existing QoS model to ensure that to limit the Maximum throughput UL/DL in a Network slice is not exceeded
	3 & 5

	21
	Limitation of data rate per network slice in UL and DL per UE without RAN involvement
	3

	22
	Solution on limitation of data rate per Network Slice in UL and DL per UE
	3

	23
	Network slice quota event notification
	4

	24
	NSQ assisted dynamic adjustment of data rate per slice via user plane adjustment
	5

	25
	Enforcement of MBR UL/DL per S-NSSAI
	5

	26
	Network controlled enforcement of simultaneous usage of network slices based on user preference
	6

	27
	Network slices simultaneous usage incompatibility support
	6

	28
	Constraints on simultaneous use of the network slice
	6

	29
	Providing Operating Band Information in the Configured NSSAI
	7

	30
	Preferred frequency bands in Configured NSSAI
	7

	31
	Steering the UE to a network slice in a different frequency band
	7

	32
	Operator quota control policy on the number of PDU session
	2

	33
	Event notification of Slice SLA attributes
	4

	34
	AF interaction for event notification
	4

	35
	Quota enforcement considering service type
	2

	36
	Handover of a PDU session
	2

	37
	Data rate control per network slice per UE
	3

	38
	Network slice quota control and enforcement provided by CHF based solution
	1 & 2

	39
	Support registration for incompatible network slice(s) in UE's current serving RA or different one
	6

	40
	Separate SUPI/GPSI per isolated set of S-NSSAIs
	6

	41
	Simultaneous use of the network slice via Configured NSSAI
	6

	42
	UE handling of constraints on simultaneous use of network slices based on network assistance
	6

	43
	UE Slice Maximum Bit Rate related event notification
	4

	44
	RAN controlled steering of the UE to a network slice in a different frequency band 
	7

	X
	Ensuring network control when the UE is accessing simultaneous network slices
	6
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6.X	Solution #<X> Ensuring network control of simultaneous access to network slices with application awareness
6.X.1	Introduction
This is a solution to Key Issue #6, "Constraints on simultaneous use of the network slice". 
This solution maintains network control, without disclosing the network configuration, when the UE needs to access mutually exclusive network slices simultaneously. 
Currently, the URSP rules are provided to the UE to use, amongst others, specific network slices (S-NSSAIs) for certain applications. However, certain network slices cannot be used simultaneously due to the mutually exclusive nature of the network slices and this mutually exclusive nature of the slices is currently not verified at the network side when/before sending URSP rules to the UE. And if the UE has such network slices subscribed for, there is a need for the network to verify the mutually exclusive nature of the network slices and provide as good connectivity as possible for the applications the UE wishes to use. This solution addresses the above problem by applying the current URSP model, where the UE has the Application IDs for the applications the UE wants to use, so as to enable the most optimal registration for the network slices and delivery of optimal URSP rules to the UE. 
6.X.2	High-Level Description
The key aspects and assumptions of the solution are summarized as follows:
-	The UDM subscription may include some network slices that are incompatible or mutually exclusive from each other.  
-	The UE registers to the network and indicates that it supports providing the Application IDs to the network upon request.
-	The network requests for Application IDs from the UE, based on the subscription information stored and the network policy to initiate this request.
-	The UE provides the Application IDs to the network upon request and each time the Application IDs the UE wants to use changes. 
-	The network creates the appropriate URSP rules and sends them to the UE. 
The feasibility of above assumptions for a solution can be described as follows: 
-	The network has a configuration of mutually exclusive slices. UDM subscription includes network slices that are incompatible or mutually exclusive from each other. PCF knows which network slices that certain applications can use. That is, the network knows which network slice is allocated to an application the UE wants to use. The network provides the UE via URSP with a set of rules including network slice and Application ID information.
-	When the UE registers to the network, the UE may 
-	provide an indication to the AMF in Registration Request about its capability to provide Application IDs, and the network subsequently requests for the Application IDs based on this.
-	The network (AMF based on local policy) upon knowing that the UE can provide the Application IDs initiates a request for the Application IDs from the UE 
-	Upon receiving the Application IDs from the UE, the AMF provides this information to the PCF
-	The PCF provides URSP rules to the UE taking into account the Application IDs provided by the UE
-	The UE uses the URSP rules to create a suitable Requested NSSAI.
-	When the UE changes the used applications the UE sends the used Application IDs to the network in a Registration request, and the network creates new suitable URSP rules and sends them to the UE, and the UE may create a new Requested NSSAI if suitable as per the URSP.
6.X.3	Procedures


The following steps are changed in Registration Procedure, described in 3GPP TS 23.502 [6] clause 4.2.2.2.2:
Step 1:	The UE includes a new capability indication to the network that it can provide its Application IDs to the network, e.g. as part of the UE MM Core Network Capability. 
Based on local configuration and optionally based on the subscription information the AMF requests the UE to provide the used Application IDs. This can be done as part of step 6 and 7, or as part of new messages.
Step 21b.	If received from the UE, the AMF provides the used Application IDs to the PCF in step 2 of clause 4.16.11. The PCF uses the used Application IDs as input to the creation of the URSP rules to send to the UE using the UE Configuration Update procedure for transparent UE Policy delivery (see clause 4.2.4.3 of TS 23.502 [6]). Further in step 6 of clause 4.16.11, the (H-)PCF gets the subscribed S-NSSAI from UDR, and UDR also sends whether network slices are mutually exclusive.
After the Registration procedure, the UE may trigger a new registration with a Requested NSSAI as per the received URSP rules.
6.X.4	Impacts on services, entities and interfaces
-	UE Impact
-	New capability indication to the network about its capability to share the Application IDs
-	Ability to send Application IDs the UE wants to use to the network, upon request and when they are changing
-	5GC Impact
-	AMF requesting for Application IDs of the UE
-	PCF modifying URSP rules based on used Applications by the UE and based on which network slices that are incompatible or mutually exclusive from each 
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