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Abstract of the contribution: Evaluation of Solutions and Conclusions for KI#8 on “UE data as an input for analytics generation”
1. Background 
For the Key Issue #8 covering “UE data as an input for analytics generation” seven solutions have been adopted in TR 23.700-91. The proposed solutions are Solutions #27, #28, #29, #62, #63, #64 and #65. This contribution proposes an evaluation and conclusions for those Solutions.
2. Text Proposal

It is proposed to adopt the following text within the TR 23.700-91.   
* * * * First change * * * *

7
Overall Evaluation
Editor's note:
This clause will provide evaluation of different solutions.
7.8
Key Issue #8: UE data as an input for analytics generation

The description of Key Issue #8 mentions seven sub-issues to be studied. The following table presents a mapping of the proposed Solutions to each of these sub-issues.
	Sub-issue
	Sol#27
	Sol#28
	Sol#29
	Sol#62
	Sol#63
	Sol#64
	Sol#65

	Type of information collected from the UE by the network as input for analytics generation
	
	x
	x
	x
	x
	
	

	Types of analytics information provided by NWDAF to other NFs to leverage the data provided by the UE
	
	x
	x
	x
	x
	
	

	Frequency of sharing of UE provided data with the NWDAF
	
	
	
	
	
	
	

	Triggers for the UE to provide data to the NWDAF as input for analytics
	x
	
	x
	x
	
	x
	x

	Ensuring the integrity and Operator-level accessibility of UE-provided information
	x
	
	
	
	
	
	

	Ensuring privacy on collection and utilisation of UE data
	x
	
	x
	
	
	x
	

	The method of collection of UE data by the NWDAF
	x
	x
	x
	
	
	x
	


7.8.1
Methods for UE data collection and triggers
Methods of UE data collection are proposed in Solutions 27, 28, 29 and 64. In Solutions 27 and 64 an AF which is controlled by the MNO and dedicated to the collection of UE data is introduced. In both solutions the AF responsible for UE data collection may process the UE data which is then exposed to the NWDAF through the existing Naf_EventExposure service. These two solutions differ in the path used for sending the UE data to the AF:

· In Solution 27 the ASP client in the UE sends data directly to the AF for UE data collection. In order to do so, the ASP server is required to provide the ASP client in the UE with the information needed to make the connection to the AF for UE data collection (e.g. FQDN, authentication parameters).

· In Solution 64 the ASP client in the UE sends data over the user plane to the ASP server which sends UE data to the data collection AF. To get UE data, the ASP Server needs to interact with UEs in the application layer.

A similar approach for data collection is proposed in Solution 29. Solution 29 proposes a procedure for the collection of UE data in which the NWDAF may request the MNO-controlled AF to configure the application client in the UE in order to provide the data to the AF by means of an application layer HTTPS connection.

All of the three above AF-based data collection solutions have the advantage of being generic and to ease access to applicative data, hence allowing to extend with further UE data in the future.

Solution 28 also addresses UE data collection, proposing that a new NAS container is used for the UE to send data directly to the NWDAF. Introducing new NAS containers may have impact on signalling and requires additional work. As the Solution includes a NOTE to the effect that other data transfer means could be used, the use of an AF-based data collection solution is possible.

Solution 62 proposes that the PCF provides the UE with a data collection configuration whilst leaving the method of UE data collection to be defined in other Solutions. This requires a new UE policy type, which is not addressed in the solution description. UE data collection is triggered by events such as WLAN disconnects or changes from one SSID to another.

Solution 65 addresses the issue of triggers for the UE to provide data. It proposes a solution in which the UE, on registration, indicates to the AMF the type of data it can provide. The NWDAF subscribes to the AMF, using a new event ID for the existing Namf_EventExposure service, to know the number of UEs that can provide data for analytics (e.g. per TA, per slice)​. Based on the notifications received from this subscription the NWDAF can start or stop UE data collection. It is not clear how this solution could work for the case of UE application data collected by an AF dedicated to collecting UE data.

7.8.2
New types of UE data and analytics

Solutions 28, 29, 62 and 63 propose types of UE data to collect associated with the types of analytics to be provided: 

· Solution 28 introduces analytics for network slice usage. It is proposed that the UE provides data related to UE Route Selection Policy (URSP) to the NWDAF. The NWDAF also collects data from the PCF or AF on the mapping between traffic descriptor and the Application, and the URSP rules distributed to UE. The NWDAF may then provide analytics for network slice usage. If the NWDAF consumer is a PCF, it can use this information to check that the UE is correctly applying URSP Rules and decide if new URSP rules need to be sent to the UE. Whilst this Solution proposes a new NAS container for UE data collection, it can use other UE data collection methods defined in other Solutions. The Solution requires the introduction of a new Analytics ID.
· Solution 29 addresses control plane load balancing analytics. The NWDAF collects the UE input data for all SUPIs retrieved within the area of interest (via AF and/or MDT). If the NWDAF does not have the requested parameters, a procedure is proposed whereby it may request the AF to configure the application client in the UE in order to provide the data to the AF by means of an application layer HTTPS connection. The NWDAF provides analytics for load per TA or AMF region based on correlation of the collected UE attributes (e.g. velocity, orientation, destination, average speed). The solution is an extension of the existing NF load information service enabling the analytics of load to include an area of interest by means of new additional UE data inputs and existing output analytics parameters.

· Solution 62 introduces analytics for WLAN performance and WLAN selection policy. It proposes a new type of analytics, “WLAN performance and WLANSP”, including input data collected from the UE. The solution collects the applied WLANSP rule and the list of discovered available WLANs from the UE. WLAN data is collected from the OAM, via MDT, and from the UPF. The NWDAF generates WLAN performance and WLANSP analytics which may be used, for example, by the PCF to update WLANSP. The solution requires that the PCF provides a data collection configuration to the UE. The Solution requires the introduction of a new Analytics ID.
· Solution 63 addresses service experience analytics. The solution handles the case of the service experience of a target UE being impacted by the QoS of other UEs which may or may not be running the same application. The NWDAF can obtain from the AF the list of the UEs involved in the application with the target UE and for each of those UEs the QoS and the contribution to the service experience is obtained. The NWDAF may then process the UE data to provide service experience analytics. The solution improves the predictions of service experiences (the confidence should increase) as it relies on more precise input data and allows to disentangle dependencies between multiple UEs. Furthermore the output data and analytics are compatible with the existing service (only the input data evolves). This solution is independent of the UE data collection method and any of the UE data collection solutions 27, 28, 29 or 64 may be used.

Each of the four solutions addresses a different type of analytics. Solutions 29 and 63 propose to use additional UE data inputs to improve existing analytics services that are already defined in 3GPP TS 23.288, whereas solutions 28 and 62 introduce new Analytics IDs. All of the solutions provide valuable analytics for their respective use cases and should be considered within the framework of a common UE data connection method.
* * * * Second change * * * *
8
Conclusions

Editor's note:
This clause is intended to list conclusions that have been agreed during the course of the study item activities. This should also capture the guiding principles and documentation approach for creating CRs to normative specifications within the responsibility of SA WG2.
8.8
Key Issue #8: UE data as an input for analytics generation

8.8.1
Methods for UE data collection and triggers
It is concluded that data collection should be an AF-based solution. Solution #27, Solution #29 and Solution #64 can be used as baseline solutions to propose a common data collection mechanism in the normative work. The triggering mechanism should be handled at the AF level.

8.8.2
New types of UE data and analytics

It is concluded that the new types of UE data and analytics of solutions #28, #29, #62 and #63 are adopted within the framework of a common UE data collection method. It is therefore concluded to use the type of UE data and analytics of the Solutions #28, #29, #62 and #63 as the basis for further normative work.
* * * * End of changes * * * *
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