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Abstract of the contribution: This contribution proposes an evaluation and conclusion for KI#8.
1. Background 
This paper proposes an evaluation and conclusion for KI#8.  
[bookmark: _Toc524945853]2. Text Proposal
It is proposed to adopt the following text within the TR.  

*** Start of the first change (all new text) ***
7.8	Key Issue #8: UE data as an input for analytics generation
7.8.1	 General
There are seven solutions for KI#8, solutions #27, #28, #29, #61, #62, #63, #64, and #65. Of these solutions, #27, #28, and #64 introduces solutions for how UE data is collected, i.e. answers the question: “How the NWDAF collects the UE's information (the method of collection of data)?”.
The remainder of this evaluation will focus on this question, and more specifically on collection of Application Layer data.

[bookmark: _GoBack]7.8.2	Key Issue #8, sub part: How the NWDAF collects the UE's information (the method of collection of data)

‘UE information’ has during the work been divided into different categories of data:
• Application Layer data – basically meaning data that an Application Client (or ‘app’), which in turn can be implemented in form of a native application, a web application or a hybrid application, in the UE can provide. For example, an Application Client can measure QoS data (e.g. throughput) and may estimate ServiceExperience from that data.
• Environment data – e.g. location, temperature, direction, elevation, battery level
• Network/modem data – examples include RF signal strength, but also data regarding URSP enforcement (solution #28) as well as data related to WLAN selection (solution #62). 
The boundaries between the above categories are not crystal clear. For example, an Application Client may request (and be granted) access to different UE data (such as location, temperature, direction, battery level and so on) meaning it also could provide Environment data. This opportunity is proposed to be used in solution #29.
Further, while the concept, and capabilities, of an ‘app’ is quite clear for consumer devices (smartphones, tablets, etc.), the situation may be different on other kinds of UEs.
Two solutions provide answer the question ‘How the NWDAF collects the UE's information (the method of collection of data)?’ for Application Layer data, namely solutions #27 and #64, and these will be discussed further below. A short summary of the two solutions:
#27: This solution is based on that Application Clients in the UE provide data, over https over the user plane, to an AF in the network. As this AF is provided and operated by the MNO it is trusted. It in turn provides the data (after possible processing like aggregation, normalization, etc.) to the NWDAF using Naf_EventExposure.
#64: In this solution Application Clients in the UE provide data to an ASP server over the user plane. This communication is entirely defined by the ASP. The ASP server (after possible processing) then forwards it to an AF (provided, operated and trusted by the MNO) which in turn exposes it to the NWDAF using Naf_EventExposure. As the communication between the ASP’s Application Client and the ASP server is proprietary it is out of scope for 3GPP. The communication ASP Server -> (MNO operated and trusted) AF may need further work but is described as ‘out of scope’ for SA2.
Solutions #27 and #64 both address collection of Application Layer data. However, while solution #27 enables ASP’s Application Client in the UE to provide data directly to the network (in form of an AF), in solution #64 UE data is provided to the NWDAF via the ASP Server (and then an AF and possibly a NEF). 
Observation 1: Bringing UE originated Application Layer data to the NWDAF via an ASP server is already described in 23.288 Release-16 section 6.2.2.3, so in that sense solution #64 is already supported in Rel-16, since NWDAF can subscribe to an AF to request application data, and then how that AF is populated with Application Layer data from the UE is out of the scope of SA2 work..
Observation 2: Formally solution #64 does not answer the question “How the NWDAF collects the UE's information (the method of collection of data)?” since the data is provided from an ASP server.
Observation 3: As solution #27 collects Application Layer data directly from the UE to the network it offers advantages such as shorter latency for getting data and easier ASP – MNO integration that solution #64 does not.
Given these observations, it is proposed to reach interim conclusions to base normative work on solution #27 and consider that solution #64 is already supported in Rel-16.
NOTE: SA4 and SA3 LS reply needs to be taken into account for the conclusions.

*** Start of  second change (all new text) ***

8.8	Key Issue #8: UE data as an input for analytics generation
8.8.1	     Key Issue #8, sub part: How the NWDAF collects the UE's information (the method of collection of data)

Conclusion regarding Application Layer data:
Based on the evaluation it is proposed that the method for collection of UE Application Layer data is based on the NWDAF requesting an AF (may be in the MNO domain) for input data, and the knowledge at the AF that this data should be collected from the UE. Common for solutions #27 and #64.
The UE application client establishes a user plane connection with the (MNO) AF for UE data collection over an existing PDU session, as described in solution #27.
The UE Application client is configured with the data that is reported to the AF, as described in solution #27.
NOTE: SA4 (for the user plane communication) and SA3 (for security aspects) LS reply needs to be considered for the conclusions.
*** End of changes ***

