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Abstract of the contribution: This contribution proposes updates in solution #11 to resolve EN for SoR.
1.
 Discussions
In TS 33.501 clause 14.1.3 the following is stated:

The AUSF calculates the SoR-MAC-IAUSF as specified in the Annex A.17 of this document using UE specific home key (KAUSF) along with the steering information received from the requester NF and delivers the SoR-MAC-IAUSF and CounterSoR to the requester NF.

This means that any solution that re-uses the existing primary authentication procedures, can also send integrity protected data to UE from the H-SNPN. The Kausf is always calculated stored in ME part and not in UICC, see TS 33.501, clause 6.2.1:

-
KAUSF is a key derived

-
by ME and AUSF from CK', IK' in case of EAP-AKA', CK' and IK' is received by AUSF as a part of transformed AV from ARPF; or,

Impact on SoR procedure still need to be investigated when authentication is done in AAA-S instead of AUSF.

2. Proposal 
It is proposed to include the following new solution into TR 23.700-07.
*** Start of changes ***
6.11
Solution #11: Steering of UEs towards selected Serving SNPN for key issue #1

6.11.1
Introduction

This solution is based on solution #1 and #2 with adding "Steering of Roaming" alike solution to allow service provider to be able to proactively steer the UE toward the preferred network. Current solution #1 and #2 are based on the preferred network list provided by the service provider, and are not be able to fully address the following scenarios:

-
The solution #1 and #2 rely on the preconfigured network selector list (" operator controlled Network selector" list (for solution 1) or "Home SP subscription information" (for solution 2)), which lists the preferred service SNPN networks or roaming groups list, to select the service SNPN network mainly during network selection phase. There are scenarios which the preconfigured network selector list is outdated or not sufficient lead UE to select and camp on a SNPN that is not the best desirable to the SP. Under those scenarios, SP should be able to have way to trigger UE moving to another more suitable network as early as possible, without waiting for UE to start another network selection only when UE is losing the network coverage of the service network.

-
Due to the nature of SNPN deployment, the SP who owns UE subscription may have SLAs with different SNPNs in a same location for different services. The SP may be basing on its business or applications needs to trigger UE to different SNPN networks than the network which UE is currently connecting to. E.g. if the hotspot SNPN is overload or others issue to restrict the new incoming UEs to access this SNPN, the SP may direct some low priority UEs of its own in that SNPN to another SNPN which has the coverage of the same area and has the SLA with.

Therefore, as supplement with the existing solution 1 and 2, this solution to propose to add network steering indication with the preferred network to the UE, in order to trigger UE to move to that indicated network as early as possible. This indication solution is using the same mechanism as the existing "Steering of Roaming" defined in TS 23.122 [5]. This indication can be provided to the UE along with the "operator controlled network selector" (for solution 1) or "Home SP subscription information" (solution 2).
Solutions like #1 and #2 that is re-using existing primary authentication procedure can also re-use the integrity protection of SoR procedure.

Editor's note:
How the service provider knows whether a more suitable network is available is FFS. The benefit of an explicit "switch" indication, and any interactions with existing principles, compared to sending an updated list of preferred networks that already are listed in priority order (as proposed in solution 1 and solution 2) is FFS.

Editor's note:
Regarding service continuity: As non-3GPP credentials are limited to isolated networks per service requirement this clause needs to be updated accordingly.

*** End of changes ***
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