Page 4
Draft prETS 300 ???: Month YYYY
SA WG2 Meeting #141E	S2-2007168
[bookmark: _Hlk52444781]12 October - 23 October 2020, Elbonia 			 						(revision of S2-200xxxx)
[bookmark: _Hlk38978159]	
Source:	Nokia, Nokia Shanghai Bell
Title:	Conclusion on KI#2 
[bookmark: _GoBack]Document for:	Approval
Agenda Item:	8.7
Work Item / Release:	FS_ID_UAS_SA2 / Rel-17
Abstract:  This contribution makes proposal for conclusion texts on KI#2 in TR 23.754.
1.	Discussion
In TR 23.754 there exists multiple solution proposals to handle KI#2. Broadly the solutions can be categorised into two classes, User Plane and Control Plane based solutions.
The list of solutions in TR 23.754 that address KI#2 are, Solution #2, #3, #4, #5, #6, #7, #10, #11, #12, #17, #23, #24, #26
Out of these solutions:
Solution #2 only provides a reference architecture and does not provide any detailed procedure.
Procedure in Solution #3 is covered by Solution #5 and Solution #23.
Solution #6 does not provide any procedure for EPS and 5GS part of the solution is covered by Solution #5.
Solution #7 also does not provide procedure for EPS and 5GS part is partly covered by Solution #23.
Solution #11 is also covered by Solution #23.
Solution #12 & #17 does not provide any procedure for EPS.
Solution #24 & #26 re-uses procedure in Solution #5.
Overall, from a completeness pov, only Solution #4, Solution #5 and Solution #23 covers all the aspects of the KI#2, including procedure for 5GS and EPS. As remaining solutions are either incomplete or covered by these 3 solutions (#4, #5 & #23), to narrow down the scope of evaluation, the rest of this paper will only consider Solution #4, #5 and #23 for further evaluation and conclusion on KI#2
Solution #4 is a User Plane based solution and handles the application related information, UTM/USS - UAV Authentication/Authorization over the user plane
On the other hand, Solution #5 and #23 are control plane focused solutions, where UTM/USS - UAV Authentication/Authorization is performed using control plane signalling.
The paper provides a comprehensive evaluation of each of these solutions and proposes 3 different way forward depending on the consensus that can be reached during the discussion.
2.	Proposal
It is proposed to capture following texts as the conclusion for KI#2 in TR 23.754

* * * * First Change * * * *
7.	Evaluaiton
Editor's note:	This clause will provide a general evaluation of the solutions.
Below solution evaluation comments are w.r.t. KI#2
Solution #4
Solution #4 tries to provide procedure to address KI#2 limiting much of the impacts on existing core network functions. However, there are few aspects that look problematic. In addition, there are certain areas that need more clarification or further study.
Procedure for 5GS, as explained in clause 6.4.2.1 of TR 23.754, indicates at step 5, that UAS AF retrieves subscription information from UDM. Which means in a Roaming scenario (Local Breakout), there is a need for a new inter PLMN interface between the UAS AF and UDM? We shall avoid introducing new interfaces across PLMNs unless it is absolutely needed to solve the key issue.
Procedure for EPS, as explained in clause 6.4.2.2 of TR 23.754, indicates that PGW does header enrichment and adds UAV subscription information. Now there are 2 issues with this, first, header enrichment cannot be done if TLS is used (e.g. HTTPS POST). Second issue is, where does the PGW get UAV subscription information from? Does it also query the HSS for fetching the subscription data? Is it then a new interface interface between PGW and HSS (which also means further impact on inter PLMN interface)?
The procedure defined (for both 5GS and EPS) does not cover the authentication mechanism where multiple messages may need to be exchanged between the UAV and the USS/UTM
Apart from the above problems, there are few other areas that need further clarification in the proposed solution.
-	How does the UAV know the URL of UAS AF? Is it pre-provisioned? Does it mean, to cover roaming scenarios, the UAV is provisioned with UAS AF URL of all roaming PLMNs?
-	It is also not clear, when the USS/UTM receives a A&A request from the UAS AF, how does it know which NEF/SCEF have to be reached for invoking AsSessionWithQoS API, for policy modification of the PDU Session/PDN connection. Does it directly send the request to NEF/SCEF or via UAS AF?
-	What happens if the A&A by USS/UTM fails? Does the PDU session remain established for ever?
Solution #5
Solution #5 provides 2 different procedures for UAV A&A by USS/UTM for 5GS and EPS. In case of 5GS the A&A is done after registration (before PDU session establishment) and the A&A result is known to the AMF. Whereas, in EPS the A&A is done during registration, at default PDN connection establishment, and the A&A result is known the to PGW.
Now this will cause problems (or introduce additional complexities) for interworking between EPS and 5GS. For example, when the UAV UE is first registered via E-UTRAN, the A&A result is known to the PGW. Now if the UAV UE moves to NG-RAN, should the AMF re-initiate the A&A process? Similarly, when the UAV UE moves from NG-RAN to E-UTRAN, the PGW shall perform the A&A again.
Also consider the case where PGW-C + SMF and UPF + PGW-U are used for interworking between 5GC and EPC. When the UAV UE is on the EPC network, the A&A result is available in PGW-C + SMF function. Now when the UAV UE moves to 5GC, the A&A context available at PGW-C+SMF becomes irrelevant, as the AMF shall perform the A&A in this case again. Moreover, this will further complicate the design of UEFS, as at each such handover (between 5GC and EPC) the contact point for UEFS changes (e.g. for UUAA revocation).
Solution #23
Solution #23 proposes exactly same procedure for both 5GS and EPS. All the problems identified in Solution #5 are addressed in Solution #23. Solution #23 works for all the below scenraios:
-	UAV UE using only 4G subscription (no interworking with 5GS)
-	UAV UE using only 5G subscription (no interworking with 4GS)
-	The is no impact on N26 based interworking between EPC and 5GC, as the A&A context is not stored in MME or AMF
-	The solution also works seamlessly for EPC and 5GC interworking using combo functions PGW-C + SMF and UPF + PGW-U
-	The solution works for roaming scenrios as well without the need for any new inter PLMN interfaces
Solution #23 has no impact on legacy network elements like MME, SGW, PGW and proposes common procedures in SMF and PGW-C + SMF combo function, that allows seamless interworking and movement of the UE between 4G and 5G access. Reduced network impact and common procedures also allow speedy implementation and thereby providing UAV industry the much needed rapid and easy access/integration to the 3GPP network.
* * * * Next Change * * * *
8.	Conclusions
Editor's note:	This clause will capture conclusions from the study.
Key Issue #2:
Proposal 1:	Solution #23 is selected for KI#2.
Proposal 2:	Based on the evaluation, drop Solution #4, keep only Solutions #5 and #23 for further evaluation to select only one of them for normative work.
NOTE 1:	Proposal 2 shall be selected only when there is an agreement to go with a Control Plane based solution, but a consensus could not be reached to select either Solution #23 or Solution #5.
Proposal 3:	Keep only Solutions #4, #5 and #23 from TR 23.754 for further evaluation to select one of them for normative work.
NOTE 2:	Proposal 3 shall be selected only if there is no consensus on whether to select a Control Plane based solution or a User Plane based solution.

* * * * End of Changes * * * *



