3GPP TSG-WG SA2 Meeting #141E	S2-2007102
12 - 23 October, 2020, Electronic Meeting	
Source:	Ericsson
Title:	KI #3A: Evaluation and conclusion 
Document for:	Approval
Agenda Item:	8.5
Work Item / Release:	FS_IIoT / Rel-17
Abstract of the contribution: This contribution provides an evaluation and conclusion for KI #3A.

[bookmark: _Hlk514274591]1		Discussion
In order to decide a way forward for KI #3A, we provide the following discussion as basis for the evaluation of the proposed solutions. 
Solution #5 contains the procedures and main principles to be considered for KI #3A. Solution #6 has been merged in Solution #5.
· 5GS provides the AF the capabilities that can be provided, such that AF is able to request TSC services, and if authorized be notified of network events.
· 5GS Support for Determinists QoS (yes/no). 
· Minimum and maximum 5GS Delay supported (provided that 5GS Support for Deterministic QoS is “yes”). 
Additionally, likewise Rel. 16, the minimum and maximum 5GS delays should be independent from packet-length transmission, and 5GS may assume limitations on the type and amount of traffic that can be admitted in order to provide delay guarantees.
· AF can request for TSC service and supply information that can be used to derive TSCAI.
· Exposure depends whether the AF is trusted or not
· If Trusted: PCF performs the exposure
· If not Trusted: NEF performs the exposure based on data received from PCF
· “Setting up AF session with required QoS” (TS 23.502, clause 4.15.6.6) is reused to set TSC QoS and provide traffic pattern assistance parameters. MAC learning is used at UPF to identify the MAC addresses provided and support the case when AF is unaware of the topology.
· QoS reference used in AF QoS requests is supplemented with requirement for specific parameters. PCF may replace default values in QoS profile.
· AF may request subscription to events defined in table 6.1.3.18-1, TS 23.503. 
· When events are detected, PCF reports to NEF and NEF will notify the AF. Events may be reported after SMF reports PCRT to PCF. 
For support of TSN and non-TSN services, DS-TT and NW-TT in Rel. 17 have additional functionalities related to: handling of PTP messages similarly as gPTP messages are handled in Rel. 16, BMIC signalling for NW-TT and PMIC signalling for both DS-TT and NW-TT, and optionally support for Hold and Forward buffering. 
Solution #13 proposes a mechanism for AF to request a jitter requirement and receive jitter estimates from the PCF. The PCF determines the jitter based on provided per-packet delay from RAN. 
· Since the feature is not supported in RAN, no conclusions can be reached regarding this solution.
Solution #14 proposes that a PCF, that is responsible for deciding a PCC rule of deterministic communication, may consume network analytics on Observed Service Experience from NWDAF. The functionality already exists, so there is no need to for standardization work.
Solution #21 intends to solve the lack of assistance information from CNC in TSN and avoid extracting information from other standard information which is imprecise and optional. Moreover, ingress port and egress port are currently not provided either, which are necessary to associate a TSN stream with a PDU session. Both 3GPP and IEEE may require standardization work, and especially it is of 3GPP’s interest since support for TSN in 5GS is not a need for IEEE.
Solution #22 proposes that UPF detects Burst spread (variation of burst arrival time for DL traffic resulting from jitter on N6, if applicable). Burst spread is an optional parameter for TSCAI (either separate parameter, or as amendment to Burst Arrival Time, BAT). 
· When the SMF establishes a QoS flow, it may request the UPF/NW-TT to detect the burst spread.
· The UPF/NW-TT detects the burst spread of DL data for the stream and reports the burst spread to SMF.
· SMF sends the updated TSCAI which includes the burst spread to NG-RAN.
Note that the detection is performed when the stream data is already arriving to N6 in UP while information related to burst spread is transmitted via CP at the same time. Chances are that the Burst Spread information arrives late to gNB. The solution offers little benefit, so we propose it does not move forward to normative phase. 
Moreover, we question the need for the parameter “Burst Spread” in Re. 17, as defined (variation of burst arrival time for DL traffic resulting from jitter on N6, if applicable). The facts are: 
· The uncertainty of the delay between the UPF and RAN is much bigger, so the burst spread at RAN will be orders of magnitude higher than at UPF.
· The burst arrival time (BAT) is anyway just the latest arrival especially in DL since CN PDB has to be added, and hence BAT is not an accurate time. There is no point in calculating jitter for something that is anyway not given.
· If needed, then RAN can measure the burst spread on its own if they deem it necessary, and that will be the most accurate value, so it is pointless to provide any explicit value.
Solution #23 proposes Transmission Delay measurement on N6. The main idea is to have a more precise Burst Arrival time by calculating the N6 transmission delay between PSA UPF and application server, by means of timestamping. The solution requires AS deployed in N6 to support time synchronization. Then the new TSCAI BAT is:
· TSCAI BAT = BAT (provided by AF) + CN PDB + N6 transmission delay
Note that, since Burst Arrival time at N6 has to be adapted to reflect the time at gNB (by adding CN PDB) we see no real improvement on the precision of the burst arrival time, because burst arrival time is already very imprecise. Burst arrival time is a worst-case information, i.e., the lastest arrival time. The solution adds complexity and offers little or no benefit, so we propose it does not move forward to normative phase.

2		Proposal
The following changes are proposed for TR 23.700-20.
[bookmark: _Hlk26955001]* * * * Start changes * * * *
[bookmark: _Toc50536659][bookmark: _Toc16839391][bookmark: _Toc22192659][bookmark: _Toc23402397][bookmark: _Toc23402427][bookmark: _Toc26386444][bookmark: _Toc26431250][bookmark: _Toc30694674][bookmark: _Toc43906739][bookmark: _Toc43906854][bookmark: _Toc44311980][bookmark: _Toc50575412]7.X	Key Issue #3A: Exposure of deterministic QoS
To enable support for Exposure of deterministic QoS, in what follows are some interim principles to be considered for the way forward:
Solution #5 contains the procedures and main principles to be considered for KI #3A. Solution #6 has been merged in Solution #5.
· 5GS provides the AF the capabilities that can be provided, such that AF is able to request TSC services, and if authorized be notified of network events.
· 5GS Support for Determinists QoS (yes/no). 
· Minimum and maximum 5GS Delay supported (provided that 5GS Support for Deterministic QoS is “yes”). Note that minimum and maximum 5GS delays are independent from packet-length transmission time, and 5GS may assume limitations on the type and amount of traffic that can be admitted in order to provide delay guarantees.
· AF can request for TSC service and supply information that can be used to derive TSCAI.
· Exposure depends whether the AF is trusted or not.
· If Trusted: PCF performs the exposure.
· If not Trusted: NEF performs the exposure based on data received from PCF.
· “Setting up AF session with required QoS” (TS 23.502, clause 4.15.6.6) is reused to set TSC QoS and provide traffic pattern assistance parameters. MAC learning is used at UPF to identify the MAC addresses provided and support the case when AF is unaware of the topology.
· QoS reference used in AF QoS requests is supplemented with requirement for specific parameters. PCF may replace default values in QoS profile.
· AF may request subscription to events defined in table 6.1.3.18-1, TS 23.503. 
· When events are detected, PCF reports to NEF and NEF will notify the AF. Events may be reported after SMF reports PCRT to PCF. 
For support of TSN and non-TSN services, DS-TT and NW-TT in Rel. 17 have additional functionalities related to: handling of PTP messages similarly as gPTP messages are handled in Rel. 16, BMIC signalling for NW-TT and PMIC signalling for both DS-TT and NW-TT, and optionally support for Hold and Forward buffering. 

Solution #13 proposes a mechanism for AF to request a jitter requirement and receive jitter estimates from the PCF. The PCF determines the jitter based on provided per-packet delay from RAN. 
· Since the feature is not supported in RAN, no conclusions can be reached regarding this solution.
Solution #14 proposes that a PCF, that is responsible for deciding a PCC rule of deterministic communication, may consume network analytics on Observed Service Experience from NWDAF. The functionality already exists, so there is no need to for standardization work.
Solution #21 intends to solve the lack of assistance information from CNC in TSN and avoid extracting information from other standard information which is imprecise and optional. Moreover, ingress port and egress port are currently not provided either, which are necessary to associate a TSN stream with a PDU session. Both 3GPP and IEEE may require standardization work, and especially it is of 3GPP’s interest since support for TSN in 5GS is not a need for IEEE.
Solution #22 proposes that UPF detects Burst spread (variation of burst arrival time for DL traffic resulting from jitter on N6, if applicable). Burst spread is an optional parameter for TSCAI (either separate parameter, or as amendment to Burst Arrival Time, BAT). 
· When the SMF establishes a QoS flow, it may request the UPF/NW-TT to detect the burst spread.
· The UPF/NW-TT detects the burst spread of DL data for the stream and reports the burst spread to SMF.
· SMF sends the updated TSCAI which includes the burst spread to NG-RAN.
Note that the detection is performed when the stream data is already arriving to N6 in UP while information related to burst spread is transmitted via CP at the same time. Chances are that the Burst Spread information arrives late to gNB. The solution offers little benefit, so we propose it does not move forward to normative phase. 
Moreover, we question the need for the parameter “Burst Spread” in Re. 17, as defined (variation of burst arrival time for DL traffic resulting from jitter on N6, if applicable). The facts are: 
· The uncertainty of the delay between the UPF and RAN is much bigger, so the burst spread at RAN will be orders of magnitude higher than at UPF.
· The burst arrival time (BAT) is anyway just the latest arrival especially in DL since CN PDB has to be added, and hence BAT is not an accurate time. There is no point in calculating jitter for something that is anyway not given.
· If needed, then RAN can measure the burst spread on its own if they deem it necessary, and that will be the most accurate value, so it is pointless to provide any explicit value.
Solution #23 proposes Transmission Delay measurement on N6. The main idea is to have a more precise Burst Arrival time by calculating the N6 transmission delay between PSA UPF and application server, by means of timestamping. The solution requires AS deployed in N6 to support time synchronization. Then the new TSCAI BAT is:
· TSCAI BAT = BAT (provided by AF) + CN PDB + N6 transmission delay
Note that, since Burst Arrival time at N6 has to be adapted to reflect the time at gNB (by adding CN PDB) we see no real improvement on the precision of the burst arrival time, because burst arrival time is already very imprecise. Burst arrival time is a worst-case information, i.e., the lastest arrival time. The solution adds complexity and offers little or no benefit, so we propose it does not move forward to normative phase.

* * * * Next change * * * *
8.X	Key Issue #3A: Exposure of deterministic QoS
To enable support for Exposure of deterministic QoS, following are some interim principles to be considered for the way forward:
Burst Spread parameter is not a useful parameter to supplement burst arrival time’s imprecision. Therefore, is does not move forward as part of the normative. 
Solution #5 contains the procedures and main principles to be considered for solution #3A. Solution #6 has been merged in Solution #5.
· 5GS provides the AF the capabilities that can be provided, such that AF is able to request TSC services, and if authorized be notified of network events.
· 5GS Support for Determinists QoS (yes/no). 
· Minimum and maximum 5GS Delay supported (provided that 5GS Support for Deterministic QoS is “yes”). Note that minimum and maximum 5GS delays are independent from packet-length transmission time, and 5GS may assume limitations on the type and amount of traffic that can be admitted in order to provide delay guarantees.
· AF can request for TSC service and supply information that can be used to derive TSCAI.
· Exposure depends whether the AF is trusted or not.
· If Trusted: PCF performs the exposure.
· [bookmark: _GoBack]If not Trusted: NEF performs the exposure based on data received from PCF.
· “Setting up AF session with required QoS” (TS 23.502, clause 4.15.6.6) is reused to set TSC QoS and provide traffic pattern assistance parameters. MAC learning is used at UPF to identify the MAC addresses provided and support the case when AF is unaware of the topology. 
· QoS reference used in AF QoS requests is supplemented with requirement for specific parameters. PCF may replace default values in QoS profile.
· AF may request subscription to events defined in table 6.1.3.18-1, TS 23.503). 
· When events are detected, PCF reports to NEF and NEF will notify the AF. Events may be reported after SMF reports PCRT to PCF.
For support of TSN and non-TSN services, DS-TT and NW-TT in Rel. 17 have additional functionalities related to: handling of PTP messages similarly as gPTP messages are handled in Rel. 16, BMIC signalling for NW-TT and PMIC signalling for both DS-TT and NW-TT, and optionally support for Hold and Forward buffering. 
Solution #21 contains a proposal for the exposure interface for communication between CNC and TSN AF. By means of a SUBCRIBE/NOTIFY exchange, the CNC can provide the TSN with TSN Stream traffic pattern, QoS TSN stream information, ingress and egress ports for avery TSN stream. The need for this solution in addition to Solution #5 is the fact that the ability to provide TSN-relevant information from CNC to the 5GS is very limited, optional, and imprecise. To solve this issue, the CNC must be aware of the special needs for a 5GS virtual bridge (i.e., requiring subscription to additional information that common IEEE TSN bridges do not need).
NOTE: Development of these procedures can be specified either in IEEE or 3GPP.
* * * * End changes * * * *
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