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Abstract of the contribution: This contribution proposes the Key Issue #6 Evaluation and Conclusion. 
1
Discussion

This p-CR provides an evaluation and conclusion for Key Issue #6.
2
Proposal

This contribution proposes to implement the following updates to TR 23.700-40 v1.0.0
                 ******* Start of 1st change ********
7.x
Evaluation for Key Issue #6
The following criteria are used to evaluate and compare the solutions from KI#6:
1). Incompatibility for simultaneous registration or for simultaneous usage? – Evaluates whether the solutions address the GST defined ‘network slice incompatibility for simultaneous usage’ attribute as incompatibility for simultaneous registrations or as incompatibility for simultaneous usage (i.e. having PDU Sessions at the same time on such network slices).

2). Architecture specifics – Evaluates the main architecture principles of the solutions.
3). System Impact/Complexity – Evaluates the extent of complexity of the solution and the impact on the system.

4). Backword compatibility – Evaluates the impact from the solution to the legacy system.
5). RAN impact – Evaluates the impact to the RAN.
Table 7.x-1: Key Issue #6 Solutions Evaluation and Comparison

	Criteria


	Incompatibility for simultaneous registration or for simultaneous usage?
	Architecture specifics
	System impact /complexity
	Backward compatibility
	RAN impact

	Sol#26


	for simultaneous registration


	1) The UE orders the requested network slices in priority order.

2) The network filters the allowed NSSAIs based on the incompatibility attribute and priority order received from the UE
	Medium - Impacts to UE, AMF, NSSF, PCF UDM.


	No - Not backward compatible. The incompatibility supporting UE does not indicate its support for incompatibility feature to the network so, the network does not know when to filter the allowed NSSAIs 
	No

	Sol#27
	for simultaneous usage


	1) The UE indicates support for network slice incompatibility for simultaneous use.

2) The network provides the UE with the incompatibility attribute per network slice.

3) Incompatibility attribute is a subscription information  
	Medium - Impacts to UE, AMF, UDM
	Yes - Backward compatible. The incompatibility attribute is provided to the UE only if it indicated its support for the feature.
	No

	Sol#28
	for simultaneous registration 


	1) The UE indicates support for network slice incompatibility for simultaneous use.

2) Only compatible network slices provided in the Allowed NSSAI.

3) The network provides the UE with the incompatibility attribute per network slice.

4) Incompatibility attribute is a subscription information.
	Medium - Impacts to UE, AMF, UDM
	Yes - Backward compatible. The incompatibility attribute is provided to the UE only if it indicated its support for the feature 


	No



	Sol#39
	for simultaneous registration 


	1) The UE indicates support for network slice incompatibility for simultaneous use.

2) Only compatible network slices provided in the allowed NSSAI.

3) When needed, the UE changes to the incompatible network slice via re-registration.
	High - Impacts to UE, AMF, NSSF

1) Filtering the Allowed NSSAI causes unnecessary re-registrations

2) Solution not efficient as the re-registration delays the PDU Session and also may fail.
	Yes - Backward compatible. The network filters the Allowed NSSAI to the UE only if it indicated its support for the feature 


	No



	Sol#40
	for simultaneous registration


	1) The UE is assigned a secondary UE Id for each incompatible network slice.

2) When a service on incompatible network slice is needed, the UE re-registers with the secondary UE Id for the incompatible network slice
	High - Impact to the UE, AMF, UDM

1) Filtering the Allowed NSSAI causes unnecessary re-registrations

2) big impact on the system in terms of secondary UE IDs and the impact to the registration.
	No - Not backward compatible. The incompatibility supporting UE does not indicate its support for incompatibility feature to the network so, the network does not know when to filter the allowed NSSAIs 
	No



	Sol#41
	for simultaneous registration

.
	1) SUG (Simultaneous Usage Group) definitions by network configuration and deployment

2) When a service from different SUG required, the UE re-registers for a new SUG network slices.
	High - Impact to the UE, AMF, UDM

1) Unnecessary re-registrations to move from one slice to another

2) Rigid configuration that can not follow the dynamics of the incompatibility updates

3) Very high complexity when higher number of incompatible network slices.
	No - Not backward compatible. The incompatibility supporting UE does not indicate its support for incompatibility feature to the network so, the network does not know when to provide the SUG info to the UE. 
	No

.

	Sol#42
	for simultaneous usage


	1) The UE indicates support for network slice incompatibility for simultaneous use.

2) The network provides the UE with the incompatibility attribute per network slice
	Medium - Impact to UE, AMF, NSSF

1) UE centric solution

2) Network slices prioritisation
	Yes - Backward compatible. The incompatibility attribute is provided to the UE only if it indicated its support for the feature 
	No




Observation 1: The Key Issue #6 main requirement is “How to enforce the constraints related to simultaneous usage of network slices in the UE and in the network”. The solutions captured under this KI have different interpretation and answer to this requirement:

· Observation 1A: Solutions #26, #28, #39, #40 and #41 interpret the above requirement as if the network slices that are incompatible for simultaneous usage are mutually exclusive network slices. However, this interpretation is not correct. Mutually exclusive network slices are the slices for which the UE can not register at the same time for reasons like they are not supported by the same AMF, for example. Based on this interpretation of the KI requirement, these solutions filter the Allowed NSSAI to the UE so that the UE is assigned only network slices that are compatible for simultaneous usage. This way the UE is not allowed to access to network slices that may not be allowed for simultaneous usage but still allowed if there are no other incompatible network slices in usage. So, instead of managing the network slices incompatibility for simultaneous usage (as required by the KI#6), these solutions restrict any access to such network slices by not including them in the Allowed NSAAI. For this, solutions #26, #28, #39 and #41 should not be considered for the normative work as they restrict the UE from services that otherwise may be allowed to access.

· Observation 1B: Solutions #27 and #42 interpret the KI#6 requirement as if some network slices are incompatible for simultaneous usage and the access to such network slices should be managed so that their simultaneous usage is restricted. So, solution #27 and an alternative in sol #42 allow the UE to register to network slices with incompatibility for simultaneous usage and then manage the usage of these network slices so that the incompatibility for simultaneous usage is respected and restricted. This way the UE will not be starved from services for the reason the network slice providing these services is not included in Allowed NSSAI for the UE.

Observation 2: Solution #27 addresses the KI#6 requirements scalable and efficient manner. It allows for light and full deployment for network slice simultaneous usage incompatibility enforcement:
· Light deployment - In this option the network slice simultaneous usage incompatibility attribute is not provided to the UE. The network slice simultaneous usage incompatibility enforcement is in the network only (by the AMF) based on the network slice simultaneous usage incompatibility attribute in the subscription information. No UE impact. Works for Rel-15/16 UEs as well.

· Full deployment - In this option the network slice simultaneous usage incompatibility attribute is provided to the UE per each allowed S-NSSAI. Network slice simultaneous usage incompatibility enforcement on both sides, in the network and in the UE.
                 ******* End of 1st change ********
                 ******* Start of 2nd change ********
8.x
Conclusion for Key Issue #6
For Key Issue #6, Solution 27 "Network slices simultaneous usage incompatibility support" to be used as the basis for the normative work.

                 ******* Send of 2nd change ********
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