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	Reason for change:
	Clause 5.2.5.4.5 states that one of the Input parameters to the Npcf_SMPolicyControl_Update service operation is “5GS bridge information [Bridge Address (unique MAC address that identifies the bridge used to derive the bridge ID)”.
However, this contradicts step 2 in clause 4.16.5.1 (“SMF initiated SM Policy Association Modification”), as well as steps 1 and 2 in Annex F.1 (“5GS Bridge information reporting”), which refer to 5GS Bridge ID instead.

	
	

	Summary of change:
	Clause 5.2.5.4.5: Replaced “Bridge Address” with “Bridge ID”.

	
	

	Consequences if not approved:
	Inconsistent stage 2 specification text leading to erroneous interpretation about the use of Bridge ID vs Bridge Address.
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Service operation name: Npcf_SMPolicyControl_Update.
Description: The NF Service Consumer can request the update of the SM Policy Association to receive updated Policy information for the PDU Session.
Inputs, Required: SM Policy Association ID.
Inputs, Optional: Information on the Policy Control Request Trigger condition, as defined in clause 6.1.3.5 of TS 23.503 [20], that has been met such as Access Type, (new or removed) IPv4 address and/or IPv6 network prefix, User Location Information, UE Time Zone, Serving Network, RAT type, Session AMBR, or subscribed default QoS information, DN Authorization Profile Index, 5GS bridge information [Bridge Address (unique MAC address that identifies the bridge used to derive the bridge ID), DS-TT MAC address, port number of DS-TT port, UE-DS-TT Residence Time], Port Management Information Container and the related port number, MA PDU Request indication, MA PDU Network-Upgrade Allowed indication, ATSSS capabilities of the the MA PDU Session.
W-5GAN specific PDU session information provided by the SMF is specified in TS 23.316 [53].
Outputs, Required: Success or not.
Outputs, Optional: Policy information for the PDU Session as defined in clause 5.2.5.4.1.
See clause 4.16.5.1 for the usage of this service operation.
NOTE:	When this service operation is invoked by SMF, race conditions apply, which are defined in TS 29.513 [47].

* * * * End of Change * * * *




