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Abstract of the contribution: This contribution proposes the update to solution #73 to resolve the Editor’s notes.
1. Discussion
There are Editor's notes as follows in Solution #73 for Key Issue #13:
Editor's note:	It is FFS whether the PCF configure triggers for network analytics (and the rest of the information part of network analytics control information) and which ones to the AMF/SMF or it can be done via OAM.
Editor's note:	It is FFS whether the AF provides information to the PCF to trigger the settings of triggers (and the rest of the information part of network analytics control information) to the AMF/SMF.
Editor's note:	It is FFS how the AMF and SMF uses the new triggers in relation with the exiting SM and AM procedures.
To resolve these Editor's notes, examples and usages of network analytics control information and service specific analytics control information are given respectively in Table 1 and Table 2.
Table 1: Examples and usages of network analytics control information
	Network analytics control information examples
	NFs receiving the network analytics control information
	How the NF use the network analytics control information to request analytics
	How the NF use the analytics

	Example 1 
analytics IDs = "UE mobility", "Abnormal behaviour";
Analytics Filter Information: AoI = TAI list1;
Trigger setting: "Immediate"
	AMF
	The AMF subscribes to analytics information on UE mobility and abnormal behaviours in AoI of TAI list 1, upon receiving this network analytics control information from the PCF.
	The AMF tracks the UE mobility and reports UE access and mobility related events as specified in TS 23.502.
The AMF takes actions for risk solving upon the detected UE abnormal behaviours, as specified in TS 23.288. 

	Example 2 
analytics IDs = "NF load information";
Analytics Filter Information: NF type = SMF;
Trigger setting: Target period = "7PM to 10PM"
	AMF
	The AMF subscribes to NF (i.e. SMF) load analytics information from the NWDAF for the time period of 7PM to 10PM everyday.
	The AMF takes analytics for candidate SMFs' load into account when selecting SMF as specified in TS 23.501.

	Example 3 
analytics IDs = "Service Experience ", "Load level information";
Analytics Filter Information: S-NSSAI = S-NSSAI1;
Trigger setting: "Immediate"
	AMF
	The AMF subscribes to service experience and load analytics information for S-NSSAI1 from the NWDAF, upon receiving this network analytics control information from the PCF.
	The AMF decides, based on the slice analytics provided by NWDAF, to trigger actions e.g. Network Slice (instance) load distribution.

	Example 4 
analytics IDs = "UE communication", "Abnormal behaviour";
Analytics Filter Information: AoI = TAI list1;
Trigger setting: Target period = "2020-09-01 7PM to 9PM"
	SMF
	The SMF subscribes to analytics information on UE communication and abnormal behaviours from the NWDAF, when the SMF learns (e.g. based on UE mobility event notification from the AMF) that the UE enters the area of TAI list 1, for the time period of 7PM to 9PM 2020-09-01.
	The SMF tracks the UE communication and reports events related to PDU Sessions of the UE as specified in TS 23.502.
The SMF takes actions for risk solving upon the detected UE abnormal behaviours, as specified in TS 23.288.

	Example 5 
analytics IDs = "NF load information";
Analytics Filter Information: NF type = UPF;
Trigger setting: Target period = "7PM to 10PM"
	SMF
	The SMF subscribes to NF (i.e. UPF) load analytics information from the NWDAF, for the time period of 7PM to 10PM everyday.
	The SMF takes analytics for UPF load into account when selecting UPF for a PDU session, as specified in TS 23.501.

	Example 6 
analytics IDs = "Service Experience";
Analytics Filter Information: Application IDs = App1;
Trigger setting: "Immediate"
	SMF
	The SMF subscribes to service experience analytics information for App1 from the NWDAF, upon receiving this network analytics control information from the PCF.
	The SMF takes analytics for service experience of App1 into account when selecting the DNAI and UPF for edge computing.

	Example 7
Real-time analytics = True;
analytics IDs = "Service Experience";
Target of Analytics Reporting = UE group ID;
Analytics Filter Information: Application IDs = App1
	NWDAF
	The NWDAF starts data collection and analytics on service experience of App1 for the UE group, upon receiving this network analytics control information from the PCF.
	The NWDAF provides the analytics to analytics consumers upon receiving analytics requests/subscriptions.



Table 2: Examples and usages of service specific analytics control information
	service specific analytics control information examples
	Deduced network analytics control information by the PCF
	How the PCF use the service specific analytics control information to request analytics
	How the PCF use the analytics

	Example 1 
analytics IDs = "Service Experience";
Analytics Filter Information: Application IDs = App1;
Trigger setting: "Immediate"
	analytics IDs = "Service Experience";
Analytics Filter Information: Application IDs = App1;
Trigger setting: "Immediate".

This is to be provided to the SMF, when the PCF receives this service specific analytics control information from the AF.
	The PCF subscribes to service experience analytics information for App1 from the NWDAF, once the PCF receives this network analytics control information from the PCF.
	See TS 23.503 clause 6.1.1.3.

	Example 2 (e.g. for UAVs)
analytics IDs = "UE mobility";
Target of Analytics Reporting = UE group ID;
Analytics Filter Information: AoI = geographic area1 (or TAI list1 if the AF is trusted AF); 
Trigger setting: "Immediate"
	analytics IDs = "UE mobility";
Target of Analytics Reporting = UE group ID;
Analytics Filter Information: AoI = TAI list1;
Trigger setting: "Immediate"

This is to be provided to the AMF, when the PCF receives this service specific analytics control information from the AF.
	NA
	NA

	Example 3 
analytics IDs = "Service Experience", "UE mobility", "UE communication", "Abnormal behaviour";
Analytics Filter Information: Application IDs = App1, AoI = geographic area1 (or TAI list1 if the AF is trusted AF); 
Trigger setting: Target period = "2020-09-01 7PM to 9PM";
Trigger setting: Service Experience Threshold value = SE1
	1) analytics IDs = "UE mobility", "Abnormal behaviour";
Analytics Filter Information: AoI = TAI list1;
Trigger setting: "Immediate" or Target period = "2020-09-01 7PM to 9PM".
2) analytics IDs = "UE communication", "Abnormal behaviour";
Analytics Filter Information: AoI = TAI list1;
Trigger setting: "Immediate" or Target period = "2020-09-01 7PM to 9PM".

1) and 2) are to be provided to the AMF and SMF respectively, when the PCF learns (e.g. based on analytics information from the NWDAF) that the Service Experience analytics for App1 is across SE1 (with Trigger setting set to "Immediate"), or when the PCF receives this service specific analytics control information from the AF (with Trigger setting set to Target period).
	The PCF subscribes to service experience analytics information for App1 from the NWDAF, for AoI=TAI list1 and time period of 7PM to 10PM 2020-09-01.

The PCF may also subscribe to UE abnormal behaviour analytics from the NWDAF, for AoI=TAI list1 and time period of 7PM to 10PM 2020-09-01.
	See TS 23.503 clause 6.1.1.3.

The PCF may decide to provide network analytics control information to the AMF/SMF based on the analytics.

	Example 4 
Real-time analytics = True;
analytics IDs = "Service Experience";
Target of Analytics Reporting = UE group ID;
Analytics Filter Information: Application IDs = App1
	Real-time analytics = True;
analytics IDs = "Service Experience";
Target of Analytics Reporting = UE group ID;
Analytics Filter Information: Application IDs = App1.

This is to be provided to the NWDAF, when the PCF receives this service specific analytics control information from the AF.
	NA
	NA



The triggers for consumer NF to request or subscribe to analytics vary for different NF types, while the triggers for NWDAF to start collecting data or building analytics may vary for different Analytics IDs and other factors.
By reusing the current PCC frame, i.e. the PCF provides configuration of triggers as network analytics control information in PCC rules to the consumer NF (i.e. AMF, SMF) and the NWDAF, it can cope with the diversified scenarios for network analytics, enable (near) real-time data collection/analytics by the NWDAF, and meet different requirements of operators and application/service providers, in a simple, flexible and effective way.
So far the configuration of triggers for network analytics/data collection is out of scope of OAM work in SA5 WG.
Based on the above discussion, the Editor’s notes in Solution #73 are proposed to be moved or resolved by the proposed update. In addition, it is clarified that Solution #73 also addresses Key Issue #18 "Enhancement for real-time communication with NWDAF" on the aspect whether and which enhancement for data collection and/or analytics exposure framework is required to enable real-time or near real-time NWDAF communication.
2. Proposal
It is proposed to include the following changes in TR 23.700-91.


***** Start of 1st Change *****
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Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	Key Issues

	
	1
	2
	3
	4
	5
	6
	7
	8
	9
	10
	11
	12
	13
	14
	15
	16
	17
	18
	19
	20
	21

	1
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	

	2
	
	
	
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	3
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	

	4
	
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	

	5
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	X
	
	

	6
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	7
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	8
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	9
	X
	X
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	

	10
	
	X
	
	
	
	
	
	
	
	
	X
	
	X
	
	
	
	
	
	
	
	

	11
	
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	12
	
	X
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	

	13
	
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	14
	
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	15
	
	X
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	

	16
	
	X
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	

	17
	
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	18
	
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	19
	
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	20
	
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	21
	
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	22
	
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	23
	
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	24
	
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	X
	
	

	25
	
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	26
	
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	27
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	
	
	
	

	28
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	
	
	
	

	29
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	
	
	
	

	30
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	
	
	

	31
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	X
	
	
	
	
	

	32
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	

	33
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	

	34
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	

	35
	X
	X
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	

	36
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	

	37
	
	
	
	
	
	
	
	
	
	
	X
	
	X
	
	
	
	
	
	
	
	

	38
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	X
	
	
	

	39
	X
	X
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	

	40
	
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	

	41
	
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	

	42
	
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	

	43
	
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	

	44
	
	
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	

	45
	
	
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	

	46
	
	
	
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	

	47
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	

	48
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	

	49
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	

	50
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	

	51
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	

	52
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	

	53
	
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	54
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	X
	
	
	

	55
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	X
	
	
	

	56
	X
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	X
	
	

	57
	
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	58
	
	X
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	

	59
	
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	60
	
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	61
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	62
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	
	
	
	

	63
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	
	
	
	

	64
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	
	
	
	

	65
	
	
	
	
	
	
	
	X
	
	
	
	
	X
	
	
	
	
	
	
	
	

	66
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	
	
	

	67
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	
	

	68
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	
	

	69
	X
	X
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	

	70
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	

	71
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	

	72
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	
	
	

	73
	
	
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	X
	
	
	

	74
	
	
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	

	75
	
	
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	
	
	

	76
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	X
	
	
	
	
	
	

	77
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	X



***** Start of 2nd Change *****
6.73	Solution #73: Trigger configuration for data collection and analytics
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This solution addresses Key Issue #13 "Triggering conditions for analytics", and also addresses Key Issue #18 "Enhancement for real-time communication with NWDAF" with respect to whether and which enhancement for data collection and/or analytics exposure framework is required to enable real-time or near real-time NWDAF communication.
The triggers for consumer NF to request or subscribe to analytics vary for different NF types, while the triggers for NWDAF to start collecting data or building analytics may vary for different Analytics IDs and other factors.
One way to define or configure the triggers flexibly and effectively is that the PCF provides the configuration of the triggers as network analytics control information (or network analytics policy) in PCC rules to the consumer NF (e.g. AMF, SMF) and the NWDAF.
The PCF provides the network analytics control information to the NF(s) (i.e. AMF, SMF) via AM/SM Policy Association Establishment/Modification/Termination procedures as specified in TS 23.502 [3] clause 4.16, where the network analytics control information is provisioned as part of AM/SM Policy to the AMF/SMF to trigger the AMF/SMF to request or subscribe for analytics information related to access and mobility management / session management from the NWDAF.
In addition, the PCF provides the network analytics control information to the NWDAF as Network Analytics (NA) Policy, using NA Policy control procedures.
The network analytics control information may include:
a)	Whether (real-time) data collection is required.
b)	Whether (real-time) data analytics is required. Only applicable to the NWDAF.
c)	Whether analytics request needs to be initiated.
d)	Target of data collection and/or analytics, which can be Analytics ID(s), or a combination of Analytics ID(s) and other information (e.g. Target of Analytics Reporting (i.e. UE ID, UE group ID or any UE), Analytics Filter Information, as defined in TS 23.288 [5]).
e)	Real-time/trigger setting, which can be:
-	Immediate. That is, the NF initiates the analytics request/subscription or the NWDAF starts data collection/analytics as defined in d) immediately upon receiving the network analytics control information.
-	Triggers for data collection. This may include time period, location and other criteria for starting data collection. When the conditions meet, the NWDAF starts data collection as defined in d).
-	Triggers for data analytics. This may include time period, location and other criteria for starting data analytics. When the conditions meet, the NWDAF starts data analytics as defined in d).
-	Triggers for analytics request. This may include time period, location and other criteria, including network/NF status or performance (e.g. network performance lower than a threshold, NF load higher than a threshold), UE status or performance (e.g. frequent registration), application status or performance (e.g. service experience lower than a threshold) and etc. When the conditions meet, the NF initiates the analytics request/subscription as defined in d) to the NWDAF.
f)	data collection/analytics requirements, which may include:
-	Confidence for prediction in analytics information.
-	Sampling ratio, e.g. the percentage of UEs/PDU Sessions to be measured.
The provision of network analytics control information can be performed during Registration, PDU Session Establishment/Modification, Service specific parameter provisioning procedures, or initiated by the PCF based on other triggers (e.g. analytics information from the NWDAF, local configuration), etc.
The AF may provide the service specific analytics control information (i.e. analytics and/or data collection control information for specific applications/services) to the PCF via the service specific parameter provisioning procedures as specified in TS 23.502 [3] clause 4.15.6.7. Based on the service specific analytics control information, the PCF derives the network analytics control information for the service/application, and provides to the NF(s) and NWDAF. Also based on the service specific analytics control information, the PCF decides for itself whether to request or subscribe to analytics information from the NWDAF.
The service specific analytics control information may include, for specific service(s)/application(s):
a)	Whether (real-time) data collection is required.
b)	Whether (real-time) data analytics is required.
c)	Target of data collection and/or analytics, which can be Analytics ID(s), or a combination of Analytics ID(s) and other information (e.g. Target of Analytics Reporting (i.e. UE ID, UE group ID or any UE), Analytics Filter Information as defined in TS 23.288 [5]).
d)	Real-time/trigger setting, which can be:
-	Immediate. The data collection and/or analytics starts immediately upon the start of the service(s)/application(s);
-	Triggers for data collection. This may include time period, location and other criteria (e.g. service experience lower than a threshold) for data collection of the service(s)/application(s).
-	Triggers for data analytics. This may include time period, location and other criteria (e.g. service experience lower than a threshold) for data analytics of the service(s)/application(s).
e)	data collection/analytics requirements, which may include:
-	Confidence for prediction in analytics information.
-	Sampling ratio, e.g. the percentage of UEs/PDU Sessions to be measured.
Table 6.73.1-1 and Table 6.73.1-2 give examples as well as the usages of network analytics control information and service specific analytics control information, respectively.
Table 6.73.1-1: Examples and usages of network analytics control information
	Network analytics control information examples
	NFs receiving the network analytics control information
	How the NF use the network analytics control information to request analytics
	How the NF use the analytics

	Example 1 
analytics IDs = "UE mobility", "Abnormal behaviour";
Analytics Filter Information: AoI = TAI list1;
Trigger setting: "Immediate"
	AMF
	The AMF subscribes to analytics information on UE mobility and abnormal behaviours in AoI of TAI list 1, upon receiving this network analytics control information from the PCF.
	The AMF tracks the UE mobility and reports UE access and mobility related events as specified in TS 23.502 [3].
The AMF takes actions for risk solving upon the detected UE abnormal behaviours, as specified in TS 23.288 [5].

	Example 2 
analytics IDs = "NF load information";
Analytics Filter Information: NF type = SMF;
Trigger setting: Target period = "7PM to 10PM"
	AMF
	The AMF subscribes to NF (i.e. SMF) load analytics information from the NWDAF for the time period of 7PM to 10PM everyday.
	The AMF takes analytics for candidate SMFs' load into account when selecting SMF as specified in TS 23.501 [2].

	Example 3 
analytics IDs = "Service Experience ", "Load level information";
Analytics Filter Information: S-NSSAI = S-NSSAI1;
Trigger setting: "Immediate"
	AMF
	The AMF subscribes to service experience and load analytics information for S-NSSAI1 from the NWDAF, upon receiving this network analytics control information from the PCF.
	The AMF decides, based on the slice analytics provided by NWDAF, to trigger actions e.g. Network Slice (instance) load distribution.

	Example 4 
analytics IDs = "UE communication", "Abnormal behaviour";
Analytics Filter Information: AoI = TAI list1;
Trigger setting: Target period = "2020-09-01 7PM to 9PM"
	SMF
	The SMF subscribes to analytics information on UE communication and abnormal behaviours from the NWDAF, when the SMF learns (e.g. based on UE mobility event notification from the AMF) that the UE enters the area of TAI list 1, for the time period of 7PM to 9PM 2020-09-01.
	The SMF tracks the UE communication and reports events related to PDU Sessions of the UE as specified in TS 23.502.
The SMF takes actions for risk solving upon the detected UE abnormal behaviours, as specified in TS 23.288 [5].

	Example 5 
analytics IDs = "NF load information";
Analytics Filter Information: NF type = UPF;
Trigger setting: Target period = "7PM to 10PM"
	SMF
	The SMF subscribes to NF (i.e. UPF) load analytics information from the NWDAF, for the time period of 7PM to 10PM everyday.
	The SMF takes analytics for UPF load into account when selecting UPF for a PDU session, as specified in TS 23.501 [2].

	Example 6 
analytics IDs = "Service Experience";
Analytics Filter Information: Application IDs = App1;
Trigger setting: "Immediate"
	SMF
	The SMF subscribes to service experience analytics information for App1 from the NWDAF, upon receiving this network analytics control information from the PCF.
	The SMF takes analytics for service experience of App1 into account when selecting the DNAI and UPF for edge computing.

	Example 7
Real-time analytics = True;
analytics IDs = "Service Experience";
Target of Analytics Reporting = UE group ID;
Analytics Filter Information: Application IDs = App1
	NWDAF
	The NWDAF starts data collection and analytics on service experience of App1 for the UE group, upon receiving this network analytics control information from the PCF.
	The NWDAF provides the analytics to analytics consumers upon receiving analytics requests/subscriptions.



Table 6.73.1-2: Examples and usages of service specific analytics control information
	service specific analytics control information examples
	Deduced network analytics control information by the PCF
	How the PCF use the service specific analytics control information to request analytics
	How the PCF use the analytics

	Example 1 
analytics IDs = "Service Experience";
Analytics Filter Information: Application IDs = App1;
Trigger setting: "Immediate"
	analytics IDs = "Service Experience";
Analytics Filter Information: Application IDs = App1;
Trigger setting: "Immediate".

This is to be provided to the SMF, when the PCF receives this service specific analytics control information from the AF.
	The PCF subscribes to service experience analytics information for App1 from the NWDAF, upon receiving the service specific analytics control information from the AF.
	See TS 23.503 [4] clause 6.1.1.3.

	Example 2 (e.g. for UAVs)
analytics IDs = "UE mobility";
Target of Analytics Reporting = UE group ID;
Analytics Filter Information: AoI = geographic area1 (or TAI list1 if the AF is trusted AF); 
Trigger setting: "Immediate"
	analytics IDs = "UE mobility";
Target of Analytics Reporting = UE group ID;
Analytics Filter Information: AoI = TAI list1;
Trigger setting: "Immediate"

This is to be provided to the AMF, when the PCF receives this service specific analytics control information from the AF.
	NA
	NA

	Example 3
analytics IDs = "Service Experience", "UE mobility", "UE communication", "Abnormal behaviour";
Analytics Filter Information: Application IDs = App1, AoI = geographic area1 (or TAI list1 if the AF is trusted AF);
Trigger setting: Target period = "2020-09-01 7PM to 9PM";
Trigger setting: Service Experience Threshold value = SE1
	1) analytics IDs = "UE mobility", "Abnormal behaviour";
Analytics Filter Information: AoI = TAI list1;
Trigger setting: "Immediate" or Target period = "2020-09-01 7PM to 9PM".
2) analytics IDs = "UE communication", "Abnormal behaviour";
Analytics Filter Information: AoI = TAI list1;
Trigger setting: "Immediate" or Target period = "2020-09-01 7PM to 9PM".

1) and 2) are to be provided to the AMF and SMF respectively, when the PCF learns (e.g. based on analytics information from the NWDAF) that the Service Experience analytics for App1 is across SE1 (with Trigger setting set to "Immediate"), or when the PCF receives this service specific analytics control information from the AF (with Trigger setting set to Target period).
	The PCF subscribes to service experience analytics information for App1 from the NWDAF, for AoI=TAI list1 and time period of 7PM to 10PM 2020-09-01.

The PCF may also subscribe to UE abnormal behaviour analytics from the NWDAF, for AoI=TAI list1 and time period of 7PM to 10PM 2020-09-01.
	See TS 23.503 [4] clause 6.1.1.3.

The PCF may decide to provide network analytics control information to the AMF/SMF based on the analytics.

	Example 4 
Real-time analytics = True;
analytics IDs = "Service Experience";
Target of Analytics Reporting = UE group ID;
Analytics Filter Information: Application IDs = App1
	Real-time analytics = True;
analytics IDs = "Service Experience";
Target of Analytics Reporting = UE group ID;
Analytics Filter Information: Application IDs = App1.

This is to be provided to the NWDAF, when the PCF receives this service specific analytics control information from the AF.
	NA
	NA



Editor's note:	It is FFS whether the PCF configure triggers for network analytics (and the rest of the information part of network analytics control information) and which ones to the AMF/SMF or it can be done via OAM.
Editor's note:	It is FFS whether the AF provides information to the PCF to trigger the settings of triggers (and the rest of the information part of network analytics control information) to the AMF/SMF.
Editor's note:	It is FFS how the AMF and SMF uses the new triggers in relation with the exiting SM and AM procedures.
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Void.
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Void.
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The procedure of network analytics control information provisioning by the PCF to the NF (AMF, SMF) is shown in Figure 6.73.4.1-1.


Figure 6.73.4.1-1: Provisioning of network analytics control information
1.	The PCF provides the network analytics control information to the NF (AMF or SMF) using policy control procedures as described in TS 23.502 [3] clause 4.16.
	If the NF is AMF, the PCF sends the network analytics control information as part of AM Policy in Npcf_AMPolicyControl_Create Response, Npcf_AMPolicyControl_Update Response or Npcf_AMPolicyControl_UpdateNotify Request, to trigger the AMF to request or subscribe for analytics information related to access and mobility management from the NWDAF.
	If the NF is SMF, the PCF sends the network analytics control information as part of SM Policy in Npcf_SMPolicyControl_Create Response, Npcf_SMPolicyControl_Update Response or Npcf_SMPolicyControl_UpdateNotify Request, to trigger the SMF to request or subscribe for analytics information related to session management from the NWDAF.
2.	Based on the network analytics control information, the NF (AMF or SMF) subscribes to or requests the analytics information from the NWDAF as specified in TS 23.288 [5].
The procedure of Network Analytics (NA) Policy provisioning by the PCF to the NWDAF is shown in Figure 6.73.4.1-2.


Figure 6.73.4.1-2: Provisioning of Network Analytics (NA) Policy
1.	The NWDAF invokes Npcf_NAPolicyControl_Create or Npcf_NAPolicyControl_Update service operation to the PCF, to request to establish or update the NA Policy Association between the NWDAF and the PCF.
	The NWDAF may initiate this procedure based on local configuration or triggers, e.g. after registering to the NRF, upon change of its NF profile (e.g. change of supported analytics types, serving area).
2.	The PCF provides the network analytics control information as Network Analytics (NA) Policy to the NWDAF in the Npcf_NAPolicyControl_Create Response, Npcf_NAPolicyControl_Update Response or Npcf_NAPolicyControl_UpdateNotify Request.
3.	Based on the NA Policy, the NWDAF performs data collection and/or analytics as specified in TS 23.288 [5]. If an updated NA policy is received, the NWDAF may stop or modify the existing data collection/analytics, or initiate new data collection/analytics, based on the new NA policy.
[bookmark: _Toc50021479][bookmark: _Toc50023411][bookmark: _Toc50310064][bookmark: _Toc50022762][bookmark: _Toc50023996][bookmark: _Toc50022048][bookmark: _Toc50579796][bookmark: _Toc50725102]6.73.4.2	Provisioning of service specific analytics control information
The procedure of service specific analytics control information provisioning by the AF to the PCF is shown in Figure 6.73.4.2-1.


Figure 6.73.4.2-1: Provisioning of service specific analytics control information
1~5.	Same as TS 23.502 [3] clause 4.15.6.7 step 1~5, where the AF request contains the service specific analytics control information, i.e. requirements regarding analytics and/or data collection for specific application(s)/service(s).
6.	Based on the service specific analytics control information, the PCF derives the network analytics control information for the service/application., and the PCF also decides for itself whether to request or subscribe to relevant analytics information from the NWDAF.
7.	The PCF provides the network analytics control information to the NF(s) and/or the NWDAF as described in clause 6.73.4.1, and/or subscribes to or requests the analytics information from the NWDAF as specified in TS 23.288 [5] if needed.
[bookmark: _Toc50023412][bookmark: _Toc50022049][bookmark: _Toc50022763][bookmark: _Toc50023997][bookmark: _Toc50310065][bookmark: _Toc50021480][bookmark: _Toc50579797][bookmark: _Toc50725103]6.73.5	Impacts on services, entities and interfaces
PCF:
-	Provide network analytics control information to the NF(s) and/or the NWDAF;
-	Derive the network analytics control information for the service/application based on the service specific analytics control information provided by the AF.
-	Subscribe to or request the analytics information from the NWDAF based on the service specific analytics control information provided by the AF.
AMF/SMF:
-	Subscribe to or request the analytics information from the NWDAF based on the network analytics control information provided by the PCF.
NWDAF:
-	Perform data collection and/or analytics based on the Network Analytics (NA) Policy provided by the PCF.
AF:
-	Provide service specific analytics control information to the PCF via the service specific parameter provisioning procedures.

***** End of Changes *****
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