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Abstract: A new solution to address the requirements in KI#6. It proposes a solution to support simultaneous usage incompatibility of network slices in different scenarios. 
1. Background
This contribution proposes a new solution #X "Support for simultaneous usage incompatibility of network slices in different scenarios" for Key Issue #6 "Constraints on simultaneous use of the network slice" in TR23.700-40 v0.4.0
When addressing the GSMA’s Generic Network Slice Template requirements on supporting the different classes of slices, one should consider the fundamental deployment scenarios that UE requests the incompatible network slices.  
1. UE is at its current geographical area to request a set of slices from the UE’s serving PLMN to enable its’ services/applications that may not be compatible with each other.  
2. When 5GC receives the Registration Request from the UE, it needs to determine what set of compatible slices that could be included in the Allowed NSSAI according to the compatibility classes which are configured by the operator and according to the UE’s subscription.
Based on today mechanism to reject the non-compatible slices by the UE’s serving PLMN, the only possible rejection cause value that can be used today is “for the current Registration Area” as described in TS 23.501 clause 5.15.4.1.1.  Not only this may not be sufficient, there are also several other issues to consider.  
Issue#1: 
If reusing the existing rejection cause value to notify the UE for the incompatible slice, this may imply that operator needs to place the incompatible slices in different TAs/RA – i.e. operator needs to assign different TAs/RAs to support different classes of the slices within the same geographical area.  
Even though operator assigns different TAs/RAs corresponding to the different classes of slices accordingly, there is still another issue to consider.  How the UE is able to reach to the target TA/RA in order to register with the target slice(s) while the UE is currently still camping on the same TA/RA?  The current rejection cause value explicitly forbids such behaviour unless UE performs cell re-selection. 
Issue#2: 
If the operator has to assign same TAs/RAs to support different classes of the slices, How to notify the UE about the incompatible slice? A new cause value may be needed to notify the UE that this rejected S-NSSAI is incompatible with the Allowed NSSAI. The UE can request the rejected S-NSSAI within the current Registration Area. In this case the RAN node may reselect a different AMF to serve the new requested S-NSSAI.  
 Based on the considerations above, two observations are identified: 
	Observation#1: 
If the UE receive the existing rejection cause value indicating the slice is not available within the RA, the UE can reselect a different cell outside of the RA to register with the rejected S-NSSAI. 



	Observation#2: 
A new rejection cause value other than the existing one that identifies the UE can remain with the current serving TA/RA when registering with the rejected S-NSSAI which is incompatible with the Allowed NSSAI. 
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Table 6.0-1: Mapping of Solutions to Key Issues
	Solution#'s
	Solution Titles
	Key Issue#'s

	1
	PCF measurement based Network Slice SLA control for Maximum Number of UEs parameter
	1

	2
	Max number of UEs per Network Slice control at registration
	1

	3
	AMF/NSSF based counting of UEs in a Network Slice
	1

	4
	NWDAF enhancements for supporting of network slice quota on the maximum number of UEs
	1

	5
	NWDAF enhancements for supporting of network slice quota on the maximum number of PDU Sessions
	2

	6
	PCF-based counting of PDU Sessions in a Network Slice
	2

	7
	Support of Network Slice SLA for Maximum Number of PDU sessions parameter
	2

	8
	AMF and O&M based solution
	1, 2 & 4

	9
	Monitoring multiple quotas of number of UEs/PDU Sessions per S-NSSAI at NWDAF
	1, 2 & 4

	10
	Max number of PDU Sessions per Network Slice control via NSQ function
	2

	11
	Handling maximum number of sessions using NF status
	2

	12
	NSQ assisted dynamic adjustment of data rate per slice via NAS signaling
	5

	13
	Limitation of data rate per network slice in UL and DL per UE
	3

	14
	UE-Slice-AMBR adjustment to meet the limitation of data rate per Network Slice
	5

	15
	Using Back-off timer
	1

	16
	[bookmark: OLE_LINK2]Slice data rate enforcement and dynamic adjustment
	5

	17
	Support of radio spectrum attribute by CN assisted RAN control
	7

	18
	Proactive Slice Quota Management in AMF
	1, 2, 4, 5

	19
	Support of network slice quota control and enforcement
	1, 2 & 5

	20
	Reusing existing QoS model to ensure that to limit the Maximum throughput UL/DL in a Network slice is not exceeded
	3 & 5

	21
	Limitation of data rate per network slice in UL and DL per UE without RAN involvement
	3

	22
	Solution on limitation of data rate per Network Slice in UL and DL per UE
	3

	23
	Network slice quota event notification
	4

	24
	NSQ assisted dynamic adjustment of data rate per slice via user plane adjustment
	5

	25
	Enforcement of MBR UL/DL per S-NSSAI
	5

	26
	Network controlled enforcement of simultaneous usage of network slices based on user preference
	6

	27
	Network slices simultaneous usage incompatibility support
	6

	28
	Constraints on simultaneous use of the network slice
	6

	29
	Providing Operating Band Information in the Configured NSSAI
	7

	30
	Preferred frequency bands in Configured NSSAI
	7

	31
	Steering the UE to a network slice in a different frequency band
	7

	X
	Support for simultaneous usage incompatibility of network slices in different scenarios
	6
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6.X	Solution #X: Support registration for incompatible network slice(s) in UE’s current serving RA or different one
6.X.1	Introduction
This solution addresses the below requirements from Key Issue #6: “Constraints on simultaneous use of the network slice”:
1)	How to enforce the constraints related to simultaneous usage of Network Slices in the UE and in the network, both in roaming and non-roaming scenarios.
2)	How to ensure that the identified enforcement solution does not negatively impact the network operations of Rel-15 and Rel-16 5GS deployments.

6.X.2	High Level Description
The attributes in Network Slice Template describes whether a network slice can be simultaneously used with other network slices. Based on this attribute the operator can deploy network slice in the following two main scenarios:
1)	Network slices are supported by different TA within the UE’s current geographical location. For example S-NSSAI#1 are supported by TA1 and S-NSSAI#2 are supported by TA2 within the same geographical location.  When the UE accesses via TA1 and requests both S-NSSAI#1 and S-NSSAI#2, the AMF can generate the Registration Area with TA1 only and provide only S-NSSAI#1 in the Allowed NSSAI and provide S-NSSAI#2 in the Rejected NSSAI with reject cause. The UE should be able to register with S-NSSAI#2 because the S-NSSAI#2 is available in TA2 within the UE’s current geographical location. 
2)	Network slices are supported by same RA but they are incompatible by configuration. 
This solution is based on the following high level principles: 
-	The AMF/NSSF is configured via OAM about the network slice attribute on simultaneous use with other network slice(s).
-	For scenario 1: if the requested S-NSSAI is not supported by the current Tracking Area, the AMF rejects the S-NSSAI with reject cause indicating it is not available in the Registration Area. This reject cause indicates that the UE is able to select a different cell outside of the Registration Area in order to register with the rejected S-NSSAI. 
-	For scenario 2: If the requested S-NSSAI is supported by the current Tracking Area but is incompatible with the Allowed NSSAI(e.g. current AMF doesn’t support it or is configured as incompatible with the Allowed NSSAI), the AMF rejects the S-NSSAI with new reject cause indicating that the S-NSSAI is supported in the Registration Area but incompatible with the Allowed NSSAI. The UE is able to register with the rejected S-NSSAI within the Registration Area. The UE should not set the 5G-S-TMSI or GUAMI in the RRC message. The UE may set the new requested NSSAI in the AS layer so the NG-RAN can select a new proper AMF.

6.X.3	Procedures
6.X.3.1	Scenario 1: Incompatible network slices supported by different TAs



Figure 6.X.3.1-1 Scenario 1: Incompatible network slices supported by different TA 
1.	The UE initiates the Registration Procedure with Requested NSSAI and Mapping of Requested NSSAI if available. The UE generates the Requested NSSAI based on the Default Configured NSSAI, Configured NSSAI for the Serving PLMN and the Allowed NSSAI if available. The Requested NSSAI may include incompatible S-NSSAIs, e.g. S-NSSAI(s) are supported by different TAs. In addition, UE indicates its capability for “Network Slice Incompatibility Support”.
NOTE 1: There may be no suitable AMF can server all Requested NSSAI therefore the RAN may select a default AMF. The default AMF then may redirect the Registration Request to target AMF in step 2.
2.	The AMF and NSSF performs network slice selection. The AMF/NSSF determines the Allowed NSSAI and the Rejected NSSAI. If the Requested S-NSSAI is not supported by the current Tracking Area, the AMF/NSSF put it in the Rejected NSSAI with cause value indicating that the S-NSSAI is not supported within the current Registration Area.
3.	The AMF sends a Registration Accept message to the UE as per current procedure and includes the Allowed NSSAI, Registration Area and Rejected NSSAI with cause value.
4.	When the UE intends to initiate a PDU Session Establishment Procedure, the UE first derives the requested S-NSSAI that matches the application based on the URSP rules or UE Local Configuration. 
5.	If the requested S-NSSAI is one of the Rejected NSSAI with cause value indicating that it is not available in the current Registration Area, and the UE realizes that there is other cells within the same PLMN outside the Registration Area in the current location, then the UE perform cell reselection to select a new cell.
NOTE 2: If there are multiple cells outside the Registration Area exist in the UE location, the UE reselects the other cell one by one until it receives the Allowed NSSAI including the interested S-NSSAI.
6.	The UE initiates Mobility Registration procedure via the selected new cell. The UE includes the requested NSSAI in NAS message.
7.	The new AMF/NSSF performs network slice selection as per current procedure. The AMF/NSSF determines the new Allowed NSSAI which includes the requested NSSAI and new Registration Area.
8.	The new AMF sends a Registration Accept message to the UE as per current procedure and includes the new Allowed NSSAI and the new Registration Area.
9.	After the successful Registration Procedure, the UE initiates a PDU Session Establishment Procedure with the new requested NSSAI through the new RAN towards the new AMF.
10.	The PDU Session Establishment Procedure continues as per current procedure.


6.X.3.2	Scenario 2: Incompatible network slices supported by same TA


Figure 6.X.3.2-1 Incompatible network slices supported by same TA
1.	The UE initiates the Registration Procedure with Requested NSSAI. The UE generates the Requested NSSAI based on the Default Configured NSSAI, The Configured NSSAI for the Serving PLMN and the Allowed NSSAI if available. The Requested NSSAI may include incompatible S-NSSAI(s), e.g. S-NSSAI(s) are supported by the same TA but by different AMF(s). In addition, UE indicates its capability for “Network Slice Incompatibility Support”.
2.	The AMF/NSSF performs network slice selection. The AMF/NSSF determines the Registration Area and the Allowed NSSAI. The AMF/NSSF may determine by configuration that one or more S-NSSAIs in the Requested NSSAI are incompatible with the Allowed NSSAI, e.g. the requested S-NSSAI is not supported by the current AMF or the requested S-NSSAI is supported by the AMF but is incompatible with the Allowed NSSAI. If the UE is capable of “Network Slice Incompatibility Support”, then AMF puts it in the Rejected NSSAI with a reject cause indicating the S-NSSAI is supported in the Registration Area but is incompatible with the Allowed NSSAI. The UE can register with the rejected S-NSSAI within the current Registration Area but should not set the 5G-S-TMSI or GUAMI in the RRC message.  
3.	The AMF sends a Registration Accept message to the UE as per current procedure and includes the Allowed NSSAI, the Rejected S-NSSAI(s) with cause value and the Registration Area.
4.	When the UE intends to initiate a PDU Session Establishment Procedure, the UE first derives the requested S-NSSAI that matches the application based on the URSP rules or the UE Local Configuration. 
5.	If the requested S-NSSAI is within the Rejected NSSAI with cause value indicating that the S-NSSAI is supported in the Registration Area but incompatible with the Allowed NSSAI, the UE initiates Mobility Registration procedure. The UE shall not set the 5G-S-TMSI or GUAMI in the RRC message. The UE may set the new requested S-NSSAI that the UE requests in the RRC message the NG-RAN can select a new proper AMF. The UE includes the requested NSSAI in NAS message.
When the RAN doesn’t select a different AMF, the following option A is performed: When the RAN reselects a different AMF, the following option B is performed.
Option A:
6.	The RAN forwards the Registration Request to the AMF1.
7.	The AMF/NSSF perform network slice selection. The AMF/NSSF determines the new Allowed NSSAI including the new Requested NSSAI and the new Registration Area. 
8.	The new AMF1 sends a Registration Accept message towards the RAN node.
Option B: 
9.	The RAN performs AMF selection based on the Requested NSSAI in the RRC message. If no Requested NSSAI is provided by the UE in RRC message, the NG-RAN selects the default AMF.
10.	The RAN forward the NAS Registration Request message to the new selected AMF2 or default AMF.
11.	The default AMF may further redirects the NAS message to target AMF2. The AMF2 /NSSF performs network slice selection as per current procedure and determines the new Allowed NSSAI including the new Requested NSSAI and the new Registration Area. 
12.	The AMF2 sends a Registration Accept message to the RAN as per current procedure.
13. The RAN forwards the Registration Accept message to UE.
14.	After the successful Registration Procedure, the UE initiates a PDU Session Establishment Procedure with the new requested S-NSSAI and the PDU Session Establishment Procedure is executed as per current procedure.


6.X.4	Impacts on existing entities and interfaces
UE:
· If the UE intends to request an S-NSSAI in the Rejected S-NSSAI with existing cause value indicating it is not supported within the Registration Area, the UE shall reselect a different cell outside of the Registration Area in the UE current location and register with the rejected S-NSSAI via the new cell. 
· If the UE intends to request an S-NSSAI in the Rejected S-NSSAI with new cause value indicating is supported by the current Tracking Area but is incompatible with the Allowed NSSAI, the UE perform registration with the rejected S-NSSAI within the current Registration Area. The UE shall not set the 5G-S-TMSI or GUAMI in the AS layer. The UE may set the new requested S-NSSAI that the UE requests in the RRC message.
· UE indicates its capability for “Network Slice Incompatibility Support”.
AMF:
· The AMF is configured via OAM or provided by NSSF about network slice information including simultaneous use of the network slice attribute value.
· Set proper reject cause value for Rejected S-NSSAI.
· Recognize “Network Slice Incompatibility Support” from UE.
NSSF:
· The NSSF is configured via OAM about network slice information including simultaneous use of the network slice attribute value.
· Set proper reject cause value for Rejected S-NSSAI.
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