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Abstract of the contribution: This paper proposes a new solution to support session continuity in edge relocation scenario change into TR 23.748.
1. Discussion
This paper proposes a new solution for resolving the following work tasks.
	WT#1.1
	Key Issue #2: Edge relocation
	With edge computing being deployed for 5G systems, UE mobility and application server relocation need to be considered when designing solutions for optimal deployment of edge solutions. 



2. Proposal
It is proposed to agree the following changes into TR 23.748.
* * * * Start of 1st Change * * * * 

6.0
Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues

	Solutions
	Key Issues

	
	1
	2
	3
	5

	## Flow continuity in edge relocation scenario
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* * * * Start of 2nd Change * * * * 

All texts is NEW
6.X
Solution #X: Flow continuity in edge relocation scenario
6.X.1
Description
This solution addresses the Key Issue #2: Edge relocation.
The solution is to support edge computing being deployed for 5G systems, UE mobility and application server relocation need to be considered when designing solutions for optimal deployment of edge solutions. For example, as the UE moves across the 5G system, the UE location may change and require the network and the edge to deal with the change of UE location.
In order to support Session & service/flow continuity of the sessions when UE moves across coverage areas serviced by different UPFs, the proposed solution leverages I-UPF UL/CL capability as defined by 3GPP and NAT functionality available at the UPFs.

Highlights of the solution are:

· Single IP address and single PDN session maintained from UEs perspective; dual IP addresses & dual PDN sessions are not required.

· UPF chaining is used only for the duration of existing flows; No disruption to ongoing flows

· Resources on old UPF are relinquished only after existing flows are terminated (instead of validity timer as used in SSC mode 3)

· Address translation used on new UPF - same IP address shared by multiple UEs

· Session reconnection triggered as soon as UE becomes idle (no ongoing flows; not necessarily active/idle session state)

The diagram(Figure 1) below shows how the data-path is established for ongoing and new flows when UE moves from UPF1 coverage area to UPF2 coverage area.
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During the UE relocation from UPF1 coverage area to UPF2 coverage area, SMF determines that UPF relocation is required for the UE session. As part of this procedure, SMF learns about ongoing flows on UPF1 that may not be suitable for SSC mode 2 procedure.  The SMF then establishes a new session on UPF2 with same UE IP address and UL/CL information derived for the ongoing flows. These flows are passed to the PSA on UPF1 over N9.  SMF includes notification to UPF2 to use address translation for this subscriber for any new flows and not advertise route for the IP address allocated to UE.  
This ensures ongoing Application flows for the subscriber to be handled by UPF1 and new Application flows to be handled by UPF2 with translated IP address.

UPF1 informs SMF when all existing flows are cleared for the subscriber. This triggers SMF to delete the session on UPF1 and removes UL/CL rules from UPF2 for that subscriber. Upon receiving notification from UPF2 that UE session turned idle, SMF initiates session deletion with cause code “Re-Attach” required. When UE re-attaches, SMF will create a new session on UPF2 (or any UPF based on standard UPF selection) and allocates an IP address local to the selected UPF.   
6.X.2
Procedures
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1. Session established on UPF1. Data transfer to DN in progress [Steps in Call flow: 1,2,3,4,5,6,7]
2. UE moves from UPF1 area to UPF2 area

· 2.1 - Location change detected by SMF for UE [Steps in Call flow: 8]
· 2.2 - SMF selects UPF2 based on location of the UE

· 2.3 - SMF queries UPF1 for any ongoing flows [Steps in Call flow: 9 ]
· 2.4 - UPF1 provides appropriate filters to be applied to select the ongoing flows [Steps in Call flow: 10 ]
· 2.5 - SMF establishes new session on UPF2 with the below information: [Steps in Call flow: 14, 15, 16 ]
· New rule with filters to identify existing flows on UPF1 and forward them on N9 i/f to UPF1

· Rule to handle downlink traffic received from UPF1 over N9 i/f

· Enable NATing for session on UPF2 so that new flows are translated with the NAT'ed before forwarding to data network

· UPF2 does not advertise route for the UE IP address

· 2.6 - SMF modifies existing rules on UPF1 to handle U/L packets received on N9 from UPF2 and to forward D/L packets on N9 to UPF2 [Steps in Call flow: 17, 18]
3. Data path for existing flows will be (as shown in Fig 2):

· U/L: UE->UPF2->UPF1->DN. [Steps in Call flow: 19, 20, 21]
· D/L: DN->UPF1->UPF2->UE. [Steps in Call flow: 22, 23, 24]
4. Data path for all new flows will be (as shown in Fig 2):

· U/L: UE->UPF2->DN (with NATed IP) [Steps in Call flow: 25, 26]
· D/L: DN (with NATed IP)->UPF2 (IP translated to UE IP)->UE. [Steps in Call flow: 27, 28]
5. Once all existing flows end, UPF1 will notify SMF [Steps in Call flow: 29, 30]
6. SMF terminated the session on UPF1 and removes N9 forwarding rules from UPF2 [Steps in Call flow: 31, 32]
7. When the UE is idle (no ongoing traffic), SMF initiates a Session Release request (with cause indicating Reconnection required) to the UE.

8. UE reconnects and SMF establishes a new session on UPF2 with new IP address.
6.X.3
Impacts on Existing Nodes and Functionality
SMF:
· SMF is aware of any ongoing flows on PSA UPF.
· Install I-UPF with UL/CL to identify existing application flows of old UPF while establishing session on new UPF.
· Form rule to handle downlink traffic received from EAS-1 old PSA UPF over N9 Interface

· Enable IP address translation for session on target UPF (I-UPF) so that new flows are forwarded with the translated IP address to local DN2 or EAS-2
· SMF terminates session on old UPF and removes N9 interface forwarding rules from I-UPF 
UPF:
· UPF provides appropriate flow information to SMF that needs to be applied to select the ongoing flows 
· Performs I-UPF and PSA2 function with IP translation for undefined flows
· Once all existing application flows are terminated, old UPF will notify SMF similar to SSC mode 3.
* * * * End of Changes * * * * 
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