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Abstract: This contribution proposes to resolve the editor’s note on relay discovery and selection of Layer 2 UE-to-Network Relay.
1. Introduction/Discussion

This paper focus on resolving the ENs in Solution #19:
Editor's note: Whether the above-announced information is applicable for Layer-2 based relay is FFS.
Editor's note: Whether the relay selection conditions are applicable to Layer-2 based relay is FFS.
In the Layer 2 Relay case, the UE-to Network Relay is transparent to the data from the Remote UE’s PDU Session, and thus the PDU Sessions for Relay UE and Remote UE are independent. Different from relay discovery and selection for Layer 3 Relay, the slicing and DNN information does not need to be considered for Layer 2 Relay.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.752.
* * * * First change * * * *
6.19
Solution #19: UE-to-Network Relay discovery and selection

6.19.1
Description

6.19.1.1
UE-to-Network Relay discovery

This solution provides a mechanism for the Remote UE to discover a UE-to-Network Relay and selects an appropriate UE-to-Network Relay.

The Model A and Model B procedure in solution #1 is applied for UE-to-Network Relay discovery procedure. In Model A mechanism, the UE-to-Network Relay announces the discovery message which includes relay related information. In Model B mechanism, the Remote UE requests relay related information in discovery solicitation message, the UE-to-Network Relay sends discovery response message which matches the information in discovery solicitation message.

In Model A, the UE-to-Network Relay includes at least the following information in discovery announce message:

-
Service and application information that is enabled or authorised to be relayed.

-
Group information the UE-to-Network Relay can provide the relay service.

-
Slicing information (e.g. Allowed NSSAI) the UE-to-Network Relay is enabled or authorised to be relayed.

-
The HPLMN or VPLMN for the UE-to-Network Relay.

In Model B, the Remote UE includes at least requested information for the relay in discovery solicitation message, the information listed in discovery announcement message of Model A can also be included in discovery solicitation message. The UE-to-Network Relays receiving the discovery solicitation message determines to send discovery response message if they can provide the relay connection associated with the information in the discovery solicitation message. And the UE-to-Network Relay includes the associated information in discovery response message.


For Layer 2 UE-to-Network Relay discovery, slicing information is not required in discovery announcement message.
Editor's note:
The privacy protection for S-NSSAI information and group information in discovery message and the security of pre-configuring, storing and exposing all this privacy sensitive information with the UE-to-Network relay is FFS and in coordination with SA WG3.

Editor's note:
How to reduce the overhead and possible truncation of the discovery messages in case many different applications/services, groups and slices are available is left to stage 3.

6.19.1.2
UE-to-Network Relay selection

When the Remote UE selects UE-to-Network Relay, the Remote UE considers the followings.

-
PC5 radio condition for UE-to-Network Relay subjected to RAN WG definition

-
the services that UE-to-Network Relay can relay.

-
the groups that UE-to-Network Relay belongs to.

-
the possible DNNs/S-NSSAIs for the service relayed by UE-to-Network Relay.

-
the serving PLMN for UE-to-Network Relay.

-
the relay UE pre-configured in the remote UE.

Editor's note:
The relay UE selection needs to be coordinated with RAN working group.


For Layer 2 UE-to-Network Relay selection, the possible DNNs/S-NSSAIs for the service’s relayed are not required to be considered.
6.19.2
Procedures
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1. Remote authorization and provision as defined in clause 6.2.2 and 6.2.5 of TS 23.287

1. UE-to-Network Relay authorization and provision  as defined in clause 6.2.2 and 6.2.5 of TS 23.287

2b. Discovery Solicitation 

2a. Discovery message

2b. Discovery message

Model A

Model B

0. Obtain Prose application user ID/Prose application code

0. Obtain Prose application user ID/Prose application code

3. UE-to-Network Relay selection


Figure 6.19.2-1: UE-to-Network Relay discovery and selection
0.
The user may obtain ProSe application user ID and ProSe application code for ProSe direct discovery using application layer mechanisms. The application layer in the UE provides application user ID and the application identifier to the ProSe Application Function. The ProSe Application Function allocates a ProSe application user ID and ProSe application code to the application layer in the UE.

NOTE:
Step 0 is out of this specification. And this step is only needed for the applications for which there is privacy issue.

1.
The UE obtains the authorization and provision to be a UE-to-Network Relay and/or a Remote UE as defined for service authorization solutions. The authorized parameters are shown in clause 6.19.1.1.

2a.
(Model A) When a UE is triggered e.g. by an upper layer application or triggered by the user or is configured to announce to be a UE-to-Network Relay, the UE shall generate a PC5 direct discovery message for announcement and includes the relay related information (service/application IDs, group index(es), S-NSSAI(s), HPLMN or VPLMN) in this message. The UE-to-Network Relay computes a security protection element (e.g. for integrity protection) and appends it to the PC5 message.


When a UE is triggered e.g. by an upper layer application or by the user to discover a UE-to-Network Relay, and the Remote UE monitors the discovery message and try to select a UE-to-Network Relay. The Remote UE verifies the security protection element using the provisioned security parameters corresponding to the application. If the verification of the security protection element succeeds, the service is successfully discovered by the Remote UE.

2b.
When a UE is triggered e.g. by an upper layer application or by the user to discover a UE-to-Network Relay for relay related service, and if the UE is authorised to be a Remote UE and perform the discovery solicitation procedure, the Remote UE sends discovery solicitation message with the information of discoverer ProSe UE ID, relay related information (service/application, group index, S-NSSAI). The remote UE computes a security protection element (e.g. for integrity protection) and appends it to the PC5 message.


If the UE-to-Network Relay is able to and authorised to respond to the discovery solicitation according to the received information in the solicitation message, then responds to the discovery message with the ProSe UE ID, service/application, group index, S-NSSAI, HPLMN or VPLMN).

3.
Based on the discovered UE-to-Network Relay information, the Remote UE selects an appropriate UE-to-Network Relay as descripted in clause 6.19.1.

6.19.3
Impacts on services, entities and interfaces
-
The UE is authorized to be a UE-to-Network Relay or a Remote UE.

-
The UE-to-Network Relay sends discovery announcement, including relay related parameters.

-
The Remote UE is able to discover and select UE-to-Network Relay.
* * * * End of changes * * * *
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