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Abstract: This contribution introduce evaluations and conclusions regarding AAA-based architecture
1. Introduction/Discussion
This contribution aims to provide the evaluations and conclusions for the Solution #4, #8 and #10.
[bookmark: _GoBack]
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-07 v0.4.0.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc43476027][bookmark: _Toc43475651][bookmark: _Toc43392852][bookmark: _Toc31114364][bookmark: _Toc26337067][bookmark: _Toc25934687][bookmark: _Toc23326081][bookmark: _Toc21087548][bookmark: _Toc16839389]7.X	Key Issue #1: Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN
Editor's note:	This clause will provide a general evaluation and comparison of the solutions per Key Issue #<X>.
Sol#4: this solution proposes to use the AAA-based architecture and procedures to address the case where the identities/credentials are owned by the AAA-server separate from the SNPN. The primary authentication and authorization towards the AAA-S is triggered by AMF or AUSF based on local policy or UDM indication. In addition, this also allows the AMF or SMF to obtain the subscription data from UDM or AAA-P or AAA-S to complete the registration and session management procedures.
Sol#8: this solution proposes to use the AAA-based architecture and procedures to address the case where the identities/credentials are owned by the CdP separate from the SNPN. The primary authentication and authorization towards the CdP is triggered by AUSF based on UDM indication. In addition, this also allows the AMF or SMF to obtain the subscription data from UDM to complete the registration and session management procedures.
Sol#10: this solution proposes to use the AAA-based architecture and procedures to address the case where the identities/credentials are owned by the AAA-server separate from the SNPN. The primary authentication and authorization towards the AAA-server is triggered by AMF based on local policy or UDM indication. In addition, this also allows the AMF or SMF to obtain the subscription data from UDM to complete the registration and session management procedures. This subscription data is preconfigured at UDM or provisioned at UDM on-demand.

* * * * Second change * * * *
[bookmark: _Toc43476029][bookmark: _Toc43475653][bookmark: _Toc43392854][bookmark: _Toc31114366][bookmark: _Toc26337069][bookmark: _Toc25934689][bookmark: _Toc23326083][bookmark: _Toc21087550][bookmark: _Toc16839391]8.X	Key Issue #1: Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN
Editor's note:	This clause will capture conclusions for Key Issue #<X>.
In the case of the identities/credentials are owned by the AAA-server separate from the SNPN, the AAA-based architecture is adopted as the baseline. In this case, the following principle applies:
· The primary authentication and authorization towards the AAA-S can be used during the initial registration and maybe triggered by AMF based on local policy or UDM indication.
NOTE:	This needs to be evaluated and confirmed by SA3.
· The AMF or SMF can obtain the subscription data from UDM or AAA-P to complete the registration and session management procedures. The subscription data in UDM or AAA-P may be pre-configured or obtained from AAA-S in a dynamic manner.

* * * * Third change * * * *

* * * * Fifth change * * * *

* * * * End of changes * * * *
3GPP
SA WG2 TD

