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[bookmark: _Toc20149861][bookmark: _Toc27846658][bookmark: _Toc36187786][bookmark: _Toc45183690][bookmark: _Toc47342532]5.8.2.11.1	General
These parameters are used by SMF to control the functionality of the UPF as well as to inform SMF about events occurring at the UPF.
The N4 session management procedures defined in clause 4.4.1 of TS 23.502 [3] will use the relevant parameters in the same way for all N4 reference points: the N4 Session Establishment procedure as well as the N4 Session Modification procedure provide the control parameters to the UPF, the N4 Session Release procedure removes all control parameters related to an N4 session, and the N4 Session Level Reporting procedure informs the SMF about events related to the PDU Session that are detected by the UPF.
The parameters over N4 reference point provided from SMF to UPF comprises an N4 Session ID and may also contain:
-	Packet Detection Rules (PDR) that contain information to classify traffic (PDU(s)) arriving at the UPF;
-	Forwarding Action Rules (FAR) that contain information on whether forwarding, dropping or buffering is to be applied to a traffic identified by PDR(s);
-	Multi-Access Rules (MAR) that contain information on how to handle traffic steering, switching and splitting for a MA PDU Session;
-	Usage Reporting Rules (URR) contains information that defines how traffic identified by PDR(s) shall be accounted as well as how a certain measurement shall be reported;
-	QoS Enforcement Rules (QER), that contain information related to QoS enforcement of traffic identified by PDR(s);
-	Session Reporting Rules (SRR) that contain information to request the UP function to detect and report events for a PDU session that are not related to specific PDRs of the PDU session or that are not related to traffic usage measurement.
-	Trace Requirements;
-	Port Management Information Container in 5GS;
-	Bridge Information.
The N4 Session ID is assigned by the SMF and uniquely identifies an N4 session.
If the UPF indicated support of Trace, the SMF may activate a trace session during a N4 Session Establishment or a N4 Session Modification procedure. In that case it provides Trace Requirements to the UPF. The SMF may deactivate an on-going trace session using a N4 Session Modification procedure. There shall be at most one trace session activated per N4 Session at a time.
For the MA PDU Session, the SMF may add an additional access tunnel information during an N4 Session Modification procedure by updating MAR with addition of an FAR ID which refers to an FAR containing the additional access tunnel information for the MA PDU session for traffic steering in the UPF. For the MA PDU Session, the SMF may request Access Availability report per N4 Session, during N4 Session Establishment procedure or N4 Session Modification procedure.
A N4 Session may be used to control both UPF and NW-TT behaviour in the UPF. A N4 session support and enable exchange of TSN bridge configuration between the SMF and the UPF:
-	Information that the SMF needs for bridge management (clause 5.8.2.11.9);
-	Information that 5GS transparently relays between the AF the NW-TT: transparent Port Management Information Container.
When a N4 Session related with bridge management is established, the UPF allocates a dedicated port number for the DS-TT side of the PDU Session. The UPF then provides to the SMF following configuration parameters for the N4 Session:
-	NW-TT port number;
-	DS-TT port number.
After the N4 session has been established, the SMF and UPF may at any time exchange transparent bridge Port Management Information Container over a N4 session.

Next CHANGE

[bookmark: _Toc27846666][bookmark: _Toc36187794][bookmark: _Toc45183698][bookmark: _Toc47342540]5.8.2.11.9	Bridge Management Information
The following table describes the Bridge Management Information (BMI) that includes the information required to configure a 5GS logical bridge for TSC PDU Sessions.
Table 5.8.2.11.9-1: Bridge Management Information
	Attribute
	Description
	Comment

	[bookmark: _GoBack]NW-TT Port Number
	Port Number allocated by the NW-TT for the TSC PDU Session
	

	DS-TT Port Number
	Port Number allocated by the NW-TTUPF for the DS-TT for a given TSC PDU Session
	



Next CHANGE

5.8.2.11.X	Bridge Management Information Container
The following table describes the Bridge Management Information Container (BMIC) that includes information exchanged transparently via 5GS between TSN AF and NW-TT for 5G TSN Bridge.
Table 5.8.2.11.10-1: Port Management Information Container
	Attribute
	Description
	Comment

	Bridge Management Information as in Table 5.28.3.1-2
	Information exchanged transparently between NW-TT and TSN AF via 5GS
	



Next CHANGE

[bookmark: _Toc20150069][bookmark: _Toc27846868][bookmark: _Toc36187999][bookmark: _Toc45183903][bookmark: _Toc47342745]5.27.5	5G System Bridge delay
In order for the 5G System to participate as a TSN bridge according to gate schedules specified, the 5GS Bridge is required to provide Bridge Delays as defined in IEEE 802.1Qcc [95] for each port pair and traffic class of the 5GS bridge to an IEEE TSN system. In order to determine 5GS Bridge Delays, the following components are needed:
1.	UE-DS-TT Residence Time: the time taken within the UE and DS-TT to forward a packet between the UE and DS-TT port. UE-DS-TT Residence Time is provided at the time of PDU Session Establishment by the UE to the network.
NOTE 1:	UE-DS-TT Residence Time is the same for uplink and downlink traffic and applies to all traffic classes.
2.	Per traffic class minimum and maximum delays between the UE and the UPF/NW-TT that terminates the N6 interface (including UPF and NW-TT residence times), independent of frame length that a given 5GS deployment supports. The per-traffic class delays between the UE and the UPF/NW-TT are pre-configured in the TSN AF (see clause 5.28.4).
The TSN AF calculates the 5GS independentDelayMin and independentDelayMax values for each port pair and for each traffic class using the above components.
The dependentDelayMin and dependentDelayMax for 5GS Bridge specify the time range for a single octet of an Ethernet frame to transfer from ingress to egress and include the time to receive and store each octet of the frame, which depends on the link speed of the ingress Port as per IEEE 802.1Qcc [95].
NOTE 2:	Further details how TSN AF determines dependentDelayMin and dependentDelayMax are up to implementation.
Since Residence times may vary among UEs and per traffic class delay between the UE and the UPF/NW-TT may vary among UPFs, the 5GS Bridge Delay is determined after the PDU Session Establishment for the corresponding UPF and the UE by the TSN AF. The TSN AF deduces the related port pair(s) from the port number of the DS-TT Ethernet port and port number of the serving NW-TT Ethernet port(s) when the TSN AF receives the 5GS Bridge information for a newly established PDU Session and caculates the bridge delays per port pair.

Next CHANGE

[bookmark: _Toc20150071][bookmark: _Toc27846870][bookmark: _Toc36188001][bookmark: _Toc45183905][bookmark: _Toc47342747]5.28.1	5GS TSN bridge management
5GS functions acts as one or more TSN Bridges of the TSN network. The 5GS Bridge is composed of the ports on a single UPF (i.e. PSA) side, the user plane tunnel between the UE and UPF, and the ports on the DS-TT side. For each 5GS Bridge of a TSN network, the port(s) on NW-TT support the connectivity to the TSN network, the ports on DS-TT side are associated to the PDU Session providing connectivity to the TSN network.
The granularity of the 5GS TSN bridge is per UPF. The bridge ID of the 5GS TSN bridge is bound to the UPF ID of the UPF as identified in TS 23.502 [3]. The TSN AF stores the binding relationship between a port on UE/DS-TT side and a PDU Session during reporting of 5GS TSN bridge information. The TSN AF also stores the information regarding all about ports on the UPF/NW-TT side. Any of the NW-TT ports may be used by the PDU session for TSC depending on the traffic forward information. The UPF/NW-TT forwards traffic to the appropriate egress port based on the traffic forwarding information. From the TSN AF point of view, a 5GS TSN bridge has a single NW-TT entity within UPF and the NW-TT may have multiple ports that are used for traffic forwarding.
NOTE 1:	How to realize single NW-TT entity within UPF is up to implementation.
There is only one PDU Session per DS-TT port for a given UPF. All PDU Sessions which connect to the same TSN network via a specific UPF are grouped into a single 5GS bridge. The capabilities of each port on UE/DS-TT side and UPF/NW-TT side are integrated as part of the configuration of the 5GS Bridge and are notified to TSN AF and delivered to CNC for TSN bridge registration and modification.
NOTE 2:	It is assumed that all PDU sessions which connect to the same TSN network via a specific UPF are handled by the same TSN AF.


Figure 5.28.1-1: Per UPF based 5GS bridge
NOTE 3:	If a UE establishes multiple PDU Sessions terminating in different UPFs, then the UE is represented by multiple 5GS TSN bridges.
In order to support TSN traffic scheduling over 5GS Bridge, the 5GS supports the following functions:
-	Configure the bridge information in 5GS.
-	Report the bridge information of 5GS Bridge to TSN network after PDU session establishment.
-	Receiving the configuration from TSN network as defined in clause 5.28.2.
-	Map the configuration information obtained from TSN network into 5GS QoS information (e.g. 5QI, TSC Assistance Information) of a QoS Flow in corresponding PDU Session for efficient time-aware scheduling, as defined at clause 5.28.2.
The bridge information of 5GS Bridge is used by the TSN network to make appropriate management configuration for the 5GS Bridge. The bridge information of 5GS Bridge includes at least the following:
-	Information for 5GS Bridge:
-	Bridge ID
	Bridge ID is to distinguish between bridge instances within 5GS. The Bridge ID can be derived from the unique bridge MAC address as described in IEEE 802.1Q [98], or set by implementation specific means ensuring that unique values are used within 5GS;
-	Bridge Name (Bridge Name as defined in IEEE 802.1Q [98]);
-	Number of Ports;
-	list of port numbers.
-	Capabilities of 5GS Bridge as defined in 802.1Qcc [95]:
-	5GS Bridge delay per port pair per traffic class, including 5GS Bridge delay (dependent and independent of frame size, and their maximum and minimum values: independentDelayMax, independentDelayMin, dependentDelayMax, dependentDelayMin), ingress port number, egress port number and traffic class.
-	Propagation delay per port (txPropagationDelay), including transmission propagation delay, egress port number.
-	VLAN Configuration Information.
NOTE 4:	This Release of the specification does not support the modification of VLAN Configuration Information at the TSN AF.
-	Topology of 5GS Bridge as defined in IEEE 802.1AB [97]:
-	Chassis ID subtype and Chassis ID of the 5GS Bridge.
-	Traffic classes and their priorities per port as defined in IEEE 802.1Q [98].
-	Stream Parameters as defined in clause 12.31.1 in IEEE 802.1Q [98], in order to support PSFP information:
-	Maximum number of filters, which defines the maximum number of streams that the bridge can handle;
-	Maximum number of gates, which can be equal or less than the maximum number of filters;
-	Maximum number of meters (optional) if meassurements are required;
-	Maximum length of the PSFPAdminControlList parameter that can be handled.
The following parameters: independentDelayMax and independentDelayMin, how to calculate them is left to implementation and not defined in this specification.
Bridge ID of the 5GS Bridge, port number(s) of the Ethernet port(s) in NW-TT could be preconfigured on the UPF. The UPF is selected for a PDU Session serving TSC as described in clause 6.3.3.3.
Port number of Ethernet port on the DS-TT for the PDU Session is assigned by the UPF during PDU session establishment. The port number of the DS-TT Ethernet port for a PDU Session shall be reported to the SMF from the UPF and further stored at the SMF. SMF provides the port number and MAC address of the Ethernet port in DS-TT of the related PDU session and port number(s) and MAC address(es) of the Ethernet port(s) in NW-TT to the TSN AF via PCF. If a PDU session for which SMF has reported port numbers to TSN AF is released, then SMF informs TSN AF accordingly.
The TSN AF is responsible to receive the bridge information of 5GS Bridge from 5GS, as well as register or update this information to the TSN network.

Next CHANGE

[bookmark: _Toc20150073][bookmark: _Toc27846872][bookmark: _Toc36188003][bookmark: _Toc45183907][bookmark: _Toc47342749]5.28.3	Port and bridge management information exchange in 5GS
[bookmark: _Toc20150074][bookmark: _Toc27846873][bookmark: _Toc36188004][bookmark: _Toc45183908][bookmark: _Toc47342750]5.28.3.1	General
Port and bridge management information is exchanged between CNC and TSN AF. The port management information, is related to Ethernet ports located in DS-TT or NW-TT.
5GS shall support transfer of standardized and deployment-specific port management information transparently between TSN AF and DS-TT or NW-TT, respectively inside a Port Management Information Container. NW-TT may support one or more ports. In this case, each port uses separate Port Management Information Container. 5GS shall also support transfer of standardized and deployment-specific bridge management information transparently between TSN AF and NW-TT, respectively inside a Bridge Management Information Container. Table 5.28.3.1-1 and Table 5.28.3.1-2 list standardized port management information and bridge management information, respectively.
Table 5.28.3.1-1: Standardized port management information
	Port management information
	Applicability (see Note 6)
	Supported operations by TSN AF
(see Note 1)
	Reference

	
	DS-TT
	NW-TT
	
	

	General
	
	
	
	

	Port management capabilities (see Note 2)
	X
	X
	R
	

	Bridge delay related information
	
	
	
	

	txPropagationDelay
	X
	X
	R
	IEEE 802.1Qcc [95] clause 12.32.2.1

	Traffic class related information
	
	
	
	

	Traffic class table
	X
	X
	RW
	IEEE 802.1Q [98] clause 12.6.3 and clause 8.6.6.

	Gate control information
	
	
	
	

	[bookmark: _Hlk11532839]GateEnabled
	X
	X
	RW
	[bookmark: _Hlk11532855]IEEE 802.1Q [98] Table 12-29

	AdminBaseTime
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-29

	AdminControlList
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-29

	AdminCycleTime (see Note 3)
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-29

	AdminControlListLength (see Note 3)
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-28

	Tick granularity
	X
	X
	R
	IEEE 802.1Q [98] Table 12-29

	
	
	
	
	

	
	
	
	
	

	General Neighbor discovery configuration
(NOTE 4)
	
	
	
	

	adminStatus
	D
	X
	RW
	IEEE 802.1AB [97] clause 9.2.5.1

	lldpV2LocChassisIdSubtype
	D
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocChassisId
	D
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2MessageTxInterval
	D
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2MessageTxHoldMultiplier
	D
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	NW-TT port neighbor discovery configuration
	
	
	
	

	lldpV2LocPortIdSubtype
	
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocPortId
	
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	DS-TT port neighbor discovery configuration
	
	
	
	

	lldpV2LocPortIdSubtype
	D
	
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocPortId
	D
	
	RW
	IEEE 802.1AB [97] Table 11-2

	Neighbor discovery information for each discovered neighbor of NW-TT
	
	
	
	

	lldpV2RemChassisIdSubtype
	
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemChassisId
	
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortIdSubtype
	
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortId
	
	X
	R
	IEEE 802.1AB [97] Table 11-2

	TTL
	
	X
	R
	IEEE 802.1AB [97] clause 8.5.4

	Neighbor discovery information for each discovered neighbor of DS-TT
(NOTE 5)
	
	
	
	

	lldpV2RemChassisIdSubtype
	D
	
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemChassisId
	D
	
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortIdSubtype
	D
	
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortId
	D
	
	R
	IEEE 802.1AB [97] Table 11-2

	TTL
	D
	
	R
	IEEE 802.1AB [97] clause 8.5.4.1

	Per-Stream Filtering and Policing information
(NOTE 10)
	
	
	
	

	Stream Filter Instance Table
(NOTE 8)
	
	
	
	IEEE 802.1Q [98] Table 12-32

	StreamHandleSpec
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-32

	PrioritySpec
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-32

	StreamGateInstanceID
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-32

	Stream Gate Instance Table
(NOTE 9)
	
	
	
	IEEE 802.1Q [98] Table 12-33

	StreamGateInstance
	X
	X
	R
	IEEE 802.1Q [98] Table 12-33

	PSFPAdminBaseTime
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-33

	PSFPAdminControlList
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-33

	PSFPAdminCycleTime
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-33

	PSFPTickGranularity
	X
	X
	R
	IEEE 802.1Q [98] Table 12-33

	NOTE 1:	R = Read only access; RW = Read/Write access.
NOTE 2:	Indicates which standardized and deployment-specific port management information is supported by DS-TT or NW-TT.
NOTE 3:	AdminCycleTime and AdminControlListLength are optional for gate control information.
NOTE 4:	If DS-TT supports neighbor discovery, then TSN AF sends the general neighbor discovery configuration for DS-TT Ethernet ports to DS-TT. If DS-TT does not support neighbor discovery, then TSN AF sends the general neighbor discovery configuration for DS-TT Ethernet ports to NW-TT using the Bridge Management Information Container (refer to Table 5.28.3.1-2) and NW-TT performs neighbor discovery on behalf on DS-TT.
NOTE 5:	If DS-TT supports neighbor discovery, then TSN AF retrieves neighbor discovery information for DS-TT Ethernet ports from DS-TT. If DS-TT does not support neighbor discovery, then TSN AF retrieves neighbor discovery information for DS-TT Ethernet ports from NW-TT, using the Bridge Management Information Container (refer to Table 5.28.3.1-2), the NW-TT performing neighbor discovery on behalf on DS-TT.
NOTE 6:	X = applicable; D = applicable when validation and generation of LLDP frames is processed at the DS-TT.
NOTE 7:	Void.
NOTE 8:	There is a Stream Filter Instance Table per Stream.
NOTE 9:	There is a Stream Gate Instance Table per Gate.
NOTE 10:	The use of PSFP information is mandatory at the TSN AF and is optional at both DS-TT and NW-TT. TSN AF uses the PSFP information at TSN bridge configuration time to identify the DS-TT MAC address of the PDU Session as described in clause 5.28.2 and for determination of the traffic pattern information as described in Annex I. The PSFP information can be used at the DS-TT (if supported) and at the NW-TT (if supported) for the purpose of per-stream filtering and policing as defined in IEEE 802.1Q [98] clause 8.6.5.1.



Table 5.28.3.1-2: Standardized bridge management information
	Bridge management information
	Supported operations by TSN AF
(see NOTE 1)
	Reference

	
	
	

	Information for 5GS Bridge
	
	

	Bridge Address
	R
	

	Bridge Name
	R
	

	Bridge ID
	R
	

	NW-TT ports information
	
	

	List of NW-TT port number
	R
	

	Topology of 5GS Bridge
	
	

	Chassis ID subtype and Chassis ID of the 5GS Bridge
	R
	IEEE 802.1AB [97]

	Traffic forwarding information	
	
	

	Static Filtering Entry (NOTE 3)
	RW
	IEEE 802.1Q [98] clause 8.8.1

	General Neighbor discovery configuration
(NOTE 2)
	
	

	adminStatus
	RW
	IEEE 802.1AB [97] clause 9.2.5.1

	lldpV2LocChassisIdSubtype
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocChassisId
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2MessageTxInterval
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2MessageTxHoldMultiplier
	RW
	IEEE 802.1AB [97] Table 11-2

	DS-TT port neighbor discovery configuration for DS-TT ports (NOTE 4)
	
	

	>DS-TT port neighbor discovery configuration for each DS-TT port
	
	

	>> DS-TT port number
	RW
	

	>> lldpV2LocPortIdSubtype
	RW
	IEEE 802.1AB [97] Table 11-2

	>> lldpV2LocPortId
	RW
	IEEE 802.1AB [97] Table 11-2

	Discovered neighbor information for DS-TT ports
(NOTE 4)
	
	

	>Discovered neighbor information for each DS-TT port
(NOTE 4)
	
	

	>> DS-TT port number
	R
	

	>> lldpV2RemChassisIdSubtype
	R
	IEEE 802.1AB [97] Table 11-2

	>> lldpV2RemChassisId
	R
	IEEE 802.1AB [97] Table 11-2

	>> lldpV2RemPortIdSubtype
	R
	IEEE 802.1AB [97] Table 11-2

	>> lldpV2RemPortId
	R
	IEEE 802.1AB [97] Table 11-2

	>> TTL
	R
	IEEE 802.1AB [97] clause 8.5.4.1

	Stream Parameters
	
	

	Maximum number of filters, which defines the maximum number of streams that the bridge can handle
	R
	IEEE 802.1Q [98]

	Maximum number of gates, which can be equal or less than the maximum number of filters
	R
	IEEE 802.1Q [98]

	Maximum number of meters (optional) if measurements are required
	R
	IEEE 802.1Q [98]

	Maximum length of the PSFPAdminControlList parameter that can be handled
	
	IEEE 802.1Q [98]

	NOTE 1:	R = Read only access; RW = Read/Write access.
NOTE 2:	General neighbor discovery information is included only when NW-TT performs neighbor discovery on behalf of DS-TT.
NOTE 3: If the Static Filtering Entry information is present, NW-TT uses Static Filtering Entry information to determine the NW-TT egress port for forwarding UL TSC traffic. If the Static Filtering Entry information is not present, then the forwarding information as in clause 5.8.2.5.3 applies.
NOTE 4:	DS-TT discovery configuration and DS-TT discovery information are used only when DS-TT does not support LLDP and NW-TT performs neighbor discovery on behalf of DS-TT. These IEs are deliverered via the procedures for the PDU session for the DS-TT port, while the other IEs of the table are deliverered via the procedures for any of the PDU sessions of the 5GS TSN bridge.



Exchange of port and bridge management information between TSN AF and NW-TT or DS-TT allows TSN AF to:
1)	retrieve port management information for a DS-TT or NW-TT Ethernet port or bridge management information for a 5GS TSN bridge;
2)	send port management information for a DS-TT or NW-TT Ethernet port or bridge management information for a 5GS TSN bridge;
3)	subscribe to and receive notifications if specific port management information for a DS-TT or NW-TT Ethernet port changes or bridge management information changes.
Exchange of port management information between TSN AF and NW-TT or DS-TT is initiated by DS-TT or NW-TT to:
-	notify TSN AF if port management information has changed that TSN AF has subscribed for.
Exchange of bridge management information between TSN AF and NW-TT is initiated by NW-TT to:
-	notify TSN AF if bridge management information has changed that TSN AF has subscribed for.
Exchange of port management information is initiated by DS-TT to:
-	provide port management capabilities, i.e. provide information indicating which standardized and deployment-specific port management information is supported by DS-TT.
TSN AF indicates inside the Port Management Information Container or Bridge Management Information Container whether it wants to retrieve or send port or bridge management information or intends to (un-)subscribe for notifications.
[bookmark: _Toc20150075][bookmark: _Toc27846874][bookmark: _Toc36188005][bookmark: _Toc45183909][bookmark: _Toc47342751]5.28.3.2	Transfer of port or bridge management information
Port management information is transferred transparently via 5GS between TSN AF and DS-TT or NW-TT, respectively, inside a Port Management Information Container (PMIC). Bridge management information is transferred transparently via 5GS between TSN AF and NW-TT inside a Bridge Management Information Container (BMIC). The transfer of port or bridge management information is as follows:
-	To convey port management information from DS-TT or NW-TT to TSN AF:
-	DS-TT provides a PMIC and the DS-TT port MAC address to the UE, which includes the PMIC as an optional Information Element of an N1 SM container and triggers the UE requested PDU Session Establishment procedure or PDU Session Modification procedure to forward the PMIC to the SMF. SMF forwards the PMIC and the port number of the related DS-TT Ethernet port to TSN AF as described in TS 23.502 [3] clause 4.3.3.2;
-	NW-TT provides PMIC(s) and/or BMIC to the UPF, which triggers the N4 Session Level Reporting Procedure to forward the PMIC(s) and the port number(s) of the related NW-TT Ethernet port(s), and/or BMIC to SMF. SMF in turn forwards the PMIC(s) and the port number(s) of the related NW-TT Ethernet port(s), and/or the BMIC, to TSN AF as described in TS 23.502 [3] clause 4.16.5.1.
NOTE:	There has to be at least one established PDU session for DS-TT port before the UPF can report PMIC/BMIC information towards the AF.
-	To convey port management information from TSN AF to DS-TT:
-	TSN AF provides a PMIC, MAC address reported for a PDU Session (i.e. MAC address of the DS-TT port related to the PDU session) and the port number of the Ethernet port to manage to the PCF by using the AF Session level Procedure, which forwards the information to SMF based on the MAC address using the PCF initiated SM Policy Association Modification procedure as described in TS 23.502 [3] clause 4.16.5.2. SMF determines that the port number relates to a DS-TT Ethernet port and based on this forwards the PMIC to DS-TT using the network requested PDU Session Modification procedure as described in TS 23.502 [3] clause 4.3.3.2.
[bookmark: _Toc20150076][bookmark: _Toc27846875][bookmark: _Toc36188006]-	To convey port or bridge management information from TSN AF to NW-TT:
-	TSN AF selects a PCF-AF session corresponding to any of the DS-TT MAC addresses for the related PDU sessions of this 5G TSN bridge and provides a PMIC(s) and the related NW-TT port number(s) and/or BMIC to the PCF. The PCF uses the PCF initiated SM Policy Association Modification procedure to forward the information received from TSN AF to SMF as described in TS 23.502 [3] clause 4.16.5.2. SMF determines that the included information needs to be delivered to the NW-TT either by determining that the port number(s) relate(s) to a NW-TT Ethernet port(s) or based on the presence of BMIC, and forwards the container(s) and/or related port number(s) to NW-TT using the N4 Session Modification procedure described in TS 23.502 [3] clause 4.4.1.3.

END OF CHANGES
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