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Abstract: This contribution proposes the evaluation and conclusion for KI#1: Edge application discovery.
1 Discussion
As discussed before the meeting, it is proposed to categorize the solutions in to 3 categories, i.e. Solutions not directly on EAS discovery, solutions for non-DNS based EAS discovery and solutions for DNS based EAS discovery. Some of the solutions are evaluated as the following 7.X clause and conclusions are proposed as 9.X.
2. Text Proposal
It is proposed to capture the following changes in the TR 23.748.
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Editor's note:	This clause will provide evaluation of different solutions.
7.X	Evaluation of solutions for KI#1: Discovery of Edge Application Server
7.X.1 Solutions not directly on EAS discovery
The following solutions mapping to KI#1is not directly on EAS discovery, but on a specific sub-issues on assist EC.
Table 7.x.1-1: Evaluations of solutions not directly on EAS discovery
	#
	Sub-issues to be addressed
	Candidate Solutions
	High-level descriptions
	Evaluation

	1
	Enhancement of URSP provisioning to support EC
	Sol#1
	The AF provide EC information for URSP generation to assist PDU session establishment.
	Solution #1 provided a mechanism to allow AF to provide information to the PCF to assist the generation of URSP parameters. AF, NEF and PCF and UDR need to be enhanced to support the transmission of URSP influence information from AF to PCF. This solution brings flexible URSP generation considering the information provided by AF. The Solution#1 is recommended as basis for enhancement of URSP provisioning for normative specifications.

	2
	SMF/I-SMF selection based on DNAI
	Sol#7
	The AF provided DNAI is taken into account for the I-SMF or SMF selection to support the requested DNAI(s), which is related to KI#5.

Though the solution focused on SMF selection, it also mentioned DNS resolve procedure, which is similar with sol #4,#22 etc.
	

	3
	UE selection of multiple DNS servers
	Sol#13
	The DNS Configuration information based on AF Request is used to guide the UE to select the right DNS server (considering e.g. relative priorities)for multi-homing PDU session. 
	

	4
	Provisioning Edge Configuration Server to UE
	Sol #16
	The information of the SA6 defined ECS is provisioned to UE, to assist SA6 EC solutions.
	As agreed in SA6, ECS can be provided to UE via 5GC procedure or via other configurations. Solution #16 provides such a procedure by using PDU session establishment procedure to provide ECS information to the UE. The Solution #16 is recommended as basis for ECS provisioning for normative specifications.

	5
	PvD provisioning to UE 
	Sol#21
	Provisioning PvD information in the URSP rules, through PvD Descriptors, for PvD-Aware UEs
	


7.X.2 Solutions for non-DNS based EAS discovery
The following solutions mapping to KI#1propose non-DNS based EAS discovery.
Table 7.x.2-1: Evaluations of solutions for non-DNS based EAS discovery
	#
	Sub-issues to be addressed
	Candidate Solutions
	High-level descriptions
	Evaluation

	6
	Provisioning EC Parameters including EAS information to the UE
	Sol#17
	The PCF provisions the EC Parameters including one or more combination of EC Service Descriptor, EAS Address Information and EAS Validation Criteria to the UE.
	Solution #17 proposes to introduce a new EC parameters which is decided by PCF based on information from AF. UE uses the EC parameters to decide the EAS and set up connection to the EAS. 

The EAS addresses information in the EC parameter introduces a new way for UE receiving the EAS address besides DNS solution or SA6 solution, but it's not efficient since the PCF cannot predict which EAS the UE will access hence all EAS addresses in the region need to be pushed to UE in advance.
On the other information in the EC parameters, It's not clear what's the relationship between the EC parameters and existing URSP and why URSP is not enough for the PDU session establishment.
The solution is not recommended in normative work.


	7
	Mapping the AS IP address to Edge Server IP address
	Sol#18
	5G network map the destination AS IP address (IPas) to a local EAS IP address (L-IPas) via 3 DNS operations (PTR, SRV and A/AAAA query), then replace the IPas with L-IPas during forwarding packets.
	Solution 18# introduce multiple interactions in step 4-8 to replace the server IP with a EAS IP. This will introduce significant delay for the TCP connection establishment. This solution cannot support those traffics using non-TCP or dynamic server port. The solution is not recommended in normative work.

	8
	Application Server rediscovery
	Sol#28
	After the application server changed, SMF sends the changed AS IP address received from AF to the UE via NAS PCO. 
	

	
	
	Sol#32
	When DNAI changes, SMF indicates UE to flush DNS cache and trigger the rediscovery of EAS.
	


7.X.3 Solutions for DNS based EAS discovery
The following solutions mapping to KI#1propose DNS based EAS discovery on different connectivity models, i.e. Distributed PSA case and Session breakout case.
Table 7.x.3-1: Evaluations of solutions for DNS based EAS discovery
	#
	Connectivity mode
	Candidate Solutions
	High-level descriptions
	Evaluation

	9
	Scenario 1
(Distributed PSA)

	Sol #2
	Configure the local DNS address for the UE based on UE location by SMF.
Reconfiguration of the mapping table between local DNS and its serving areas on SMF.
	In case of ULCL, the local DNS address is additionally provided to UE. This will cause UE be aware of ULCL insertion/change, and also cause all DNS queries go towards local DNS. If local DNS cannot resolve the query, it needs to connect other central DNS for further resolving hence cannot apply to the case that no direct connection between local and central DN. Hence this part is not recommended in normative phase.

In case of distributed PSA, the solution is similar with the “DNS Distribution” of solution #10.

	
	
	Sol #10 
	EAS discovery using DNS Distribution or ECS Option
	Similar with Solution#2(distributed PSA case). DNS system uses source IP address of DNS query to identify the UE location which has already supported in current CDN system. 
No impacts on 5GC, and the call flows between MNO DNS and DNS hierarchy are out of 3GPP scope. 
The Sol#10 is recommended as basis for DNS-based EAS discovery in Distributed PSA scenario for normative specifications.

	
	
	Sol #12 
	New session establishment triggered by DNS request
	UE impact:
· The New session impacts the service continuity of old PDU session.
· Delay caused by timeout-resend mechanism.

For SSC mode 3, R15 spec doesn't limit the SMF logic on how to determine whether the PSA needs to be changed , DNS query can be one of the triggers, but this is depends on SMF implementation. This solution does not needed to be standardized in normative phase.

	
10
	Scenario 2
(Session Breakout)
	Sol#3
	DNS based solution using ECS option.
· The EC Translation Table in DNS AF contains the network topology information and FQDNs.
· The DNS AF selects a suitable EAS based on the UE location and set of break-out point in relation to the selected EAS.
Dynamic ULCL/BP insertion
	The basic idea is covered by Sol#22. 
Independent DNS AF leads to inefficient signalling interaction between the DNS AF and core network to transfer UE location and trigger dynamic ULCL insertion.

	
	
	Sol#5
	DNS based solution using ECS option.
Support of anycast routing.
	This solution is covered in the solution#22.

	
	
	Sol#6
	Adds ECS option by SMF in the DNS query message routed to the C-DNS.
Dynamic ULCL/BP insertion
Support of anycast routing.
	CN impact: 
The handling of DNS query by SMF.

	
	
	Sol#8
	For the anycast DNS, the UPF holds or release the DNS request based on the SMF instruction.
Dynamic ULCL/BP insertion
	DNS triggered dynamic insertion of ULCL is covered in sol#22.
DNS timeout-resend mechanism will cause additional delay to the application layer.

	
	
	Sol#9
	DNS query forwarding via 5GC in case of no connectivity between the central DN and the L-DN.
	This idea of "transferring DNS query via SMF to local UPF" is covered by sol#22. This solution gives details on interaction between NEF and AF/DNS server.

	
	
	Sol#11
	Support DNS over HTTPS (DoH)
The basic idea is same as Solution#3
	See solution#3

	
	
	Sol#14
	Service Switch mechanism:
I-UPF forwards the copy of DNS response message to the Edge network. The HTTP request, the destination address of which is the Service Switch, is redirected to the ME service.

Another similar idea is captured in the solution#15.
	DNS based Service Switch discovery, in which the Service Switch can be treated as a specific EAS. DNS query based ULCL insertion and configuration is covered by sol#22.

The call flows between ME services and Service Switch are out of 3GPP scope.

	
	
	Sol#15
	Option 1: Supporting DNS handling function in UPF anchor.
Option 2: Supporting DNS handling function in I-UPF(ULCL or BP)
	The Option 1 is optimised, at which the PSA checks the address of the Service Switch included in the DNS response message and triggers the SMF to insert I-UPF.

The call flows between ME services and Service Switch are out of 3GPP scope.

	
	
	Sol#19
	An Address Resolution Function (ARF) is deployed, which operates as a DNS Server/Proxy and receives all DNS queries from the UE via the user plane.
	The functionality of Address Resolution Function (ARF) is similar with solution #22(LDNSR based solution).

	
	
	Sol#20
	Dynamic ULCL/BP insertion
	The functionality of DNS Inspector is covered in the solution #22(option 3b).

	
	
	Sol#22
	Option 1: Adds ECS option by LDNSR in the DNS query message routed to the C-DNS.
Option 2: 
· 2A: Forwards the UL DNS Query to an L-DNS by LDNSR.
· 2B: Forwards the UL DNS Query via 5GC in case of no connectivity between the central DN and the L-DN.
Option 3: Forwards the UL DNS Query to local PSA based on the traffic filters on ULCL/BP.
	Solution #22 includes different options for different scenarios and covered the commonalities of solutions on this scenario. The Sol#22 is recommended as basis for DNS-based EAS discovery in Session Breakout scenario for normative specifications.
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Editor's note:	This clause will list conclusions that have been agreed during the course of the study item activities.
[bookmark: _Toc532994332]9.X	Conclusions for key issue #1:Discovery of Edge Application Server
It is proposed to conclude the key issue #1 based on the following categories.
· Mechanisms not directly for EAS discovery:
(1) The Sol#1 is recommended as basis for enhancement of URSP provisioning for normative specifications.
(2) The Sol#16 is recommended as basis for ECS provisioning for normative specifications.
· DNS based EAS discovery: 
(1) The Sol#10 is recommended as basis for DNS-based EAS discovery in Distributed PSA scenario for normative specifications.
(2) The Sol#22 is recommended as basis for DNS-based EAS discovery in Session Breakout scenario for normative specifications.
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