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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes discussion and evaluation for KI#1
1	Introduction
In TR 23.748 three 5GC Connectivity Models for Edge Computing are introduced. 
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There are total 24 solutions proposed for KI#1. Some solutions are targeting for single connectivity mode, some solutions are targeting for multiple connectivity modes. The evaluation should focus on the issues of each connectivity mode and check if those issues have been resolved, what is the alternative solutions for those issues and whether the proposed solutions can be complementary with each other. This paper provides analysis per each connectivity models and propose way forward.

1.1 Distributed Anchor Point model and Multiple Sessions model
For Distributed Anchor Point model and Multiple Sessions model, there are two issues to be resolved.
Issue 1: How can the UE establish a dedicated PDU Session towards the Local DN? There are two types of solution captured in the TR 23.748.
1) URSP rule solution as described in sol#1/#17/21. The AF provides the URSP rule with the Location Criteria to the UE. The URSP rule is to associate the application and the DNN/S-NSSAI for the PDU Session towards the Local DN. 
In this type of solution it is assume the UE shall perform URSP rule re-evaluation per each DNS query. 
This solution also assumes different DNN or S-NSSAI combinations are deployed for different Local DNs and for central DN. This may not be the case all the time. 
2) DNAI solution as described in solution 7. The requested DNAI of the associated DNN and S-NSSAI combination are further provided to AMF. The AMF select the SMF based on the DNN and S-NSSAI combination, and the requested DNAI. This solution can work when separated DNN and S-NSSAI combination for each Local DN is not possible, and is complementary with the URSP rule solution in solution 1. This solution has no UE impact.
Proposal 1: Update solution 1 to add UE impacts and clarify that solution 1 is not applicable when common DNN/S-NSSAI are used for central DN and Local DN. This refers to S2-2004830.
Proposal 2: Update solution 7 to clarify this solution is complementary to URSP solution. This refers to S2-204831.
Considering the URSP is optional feature in the UE side and has not been widely deployed, we need a solution for UEs not supporting URSP feature. Therefore it is proposed to adopt both solution 1 and solution 7 for further work.
Proposal 3: Both solution 1 and solution 7 are taken as baseline for further work.
Issue 2: How can the DNS query be routed towards the DNS server? As this issue is common for all three connectivity models, it will be further discussed in clause 1.3.

1.2 Session Breakout model
For Session Breakout model, there are two issues to be resolved.
Issue 1: How can the ULCL be inserted for the PDU Session? There are two type of solutions captured in the TR 23.748.
1) The ULCL/BP and Local PSA are inserted during the PDU Session establishment (pre-establishment). Per AF request the SMF insert the ULCL/BP and Local PSA for the PDU Session. This is Rel-16 feature and no open issue has been identified.
2) The ULCL/BP and Local PSA are inserted after the PDU Session establishment (dynamic establishment). An LDNSR is introduced to trigger the insertion of ULCL/BP and Local PSA when it receives DNS query request(sol#3) or response(sol#22, sol#15). One open issue is the location of the LDNSR. The LDNSR can be within the SMF(sol#6, sol#22), or UPF(sol#4, sol#5), or AF(sol#3). One functionality of LDNSR is to notify the SMF to insert the ULCL/BP and Local PSA. As anyhow the PCF needs to authorize whether the local routing is allowed for the UE, it is proposed that the LDNSR acts as AF to send the traffic influence routing request to the PCF as per R16 and then the PCF update the PCC rules in SMF so the SMF can trigger the ULCL/BP and Local PSA insertion.
Proposal 4: It should be concluded where the location of the LDNSR is. In our view the LDNSR interacts with the 5GC as Application Function.
Issue 2: How can the DNS query be routed towards the DNS server? As this issue is common for all three connectivity model, it will be further discussed in clause 1.3.

1.3 How to route the DNS query
All three connectivity models have to consider how the DNS query is routed to the DNS server. There are several proposals in the TR 23.748.
option 1) The DNS query is routed towards the L-DNS. This includes the Anycast mechanism. The UE may be notified about the address of the L-DNS (sol#2), or the UE use the address of the C-DNS first and then the LDNSR or UPF can convert the target address to the L-DNS address(sol#22, sol#18, sol#20). One open issue is how to route the DNS query towards the L-DNS. There are two ways, either directly forwarding the DNS query towards the L-DNS(sol#22, sol#18, sol#20), in this case no normative work is needed, or indirectly forwarding the DNS query towards the L-DNS via the 5GC(sol#9, sol#22), in this case normative work is needed.
Proposal 5: It should be concluded whether the indirect forwarding the DNS query request towards the L-DNS is needed or not. In our view indirect forwarding the DNS query via 5GC is not needed. 
option 2) The DNS query is routed towards the Central DNS. The ECS options is added in the DNS query request so the Central DNS can determines a suitable EAS IP address. One open issue is what the ECS option is. Different solutions are proposed, such as the ECS option can be IP address of the Local NAT in UPF (sol#4) , or IP address/prefix of the Local DN(sol#6, sol#22). Another open issue is how to determine the ECS option and which entity adds this ECS options in DNS query request, it could be the SMF (sol#6), or UPF(sol#4) or LDNSR(sol#22).
Proposal 6: It should be concluded what the ECS options is and how to determine the ECS options.
Proposal 7: It should be concluded which entity adds this ECS option in DNS query request. This may relate with proposal 4.

Solution 22 contains the following alternative solutions:
1) Option 1: C-DNS mechanism: Adds ECS option by LDNSR in the DNS query message routed to the C-DNS.
2) Option 2: L-DNS mechanism. There are further two alternatives to forward the DNS query to L-DNS:
2A: Forwards the UL DNS Query to an L-DNS by LDNSR.
2B: Forwards the UL DNS Query via 5GC in case of no connectivity between the central DN and the L-DN.
3) Option 3: Forwards the UL DNS Query to local PSA based on the traffic filters on ULCL/BP.
Our analysis shows (see annex below) that most of the solutions on the DNS query can be merged into solution 22. Therefore we proposed to use solution 22 as basis for further work to resolve the proposal 4/5/6/7 above.
However solution 22 has several alternatives, it is difficult to combine them into single procedure. It is benefit to describe the alternatives in each separated procedure.
Proposal 8: Solution 22 is taken as baseline for further work. 
Proposal 9: Solution 22 is updated to clarify the LDNSR location (refer to S2-204834)
Proposal 10: Solution 22 should be further updated to describe the alternative solutions in different procedures

2	Proposal
It is proposed to agree the proposals above.
It is proposed to agree the following update in 23.748 v040
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Editor's note:	This clause will provide evaluation of different solutions.
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This key issue can be evaluated from the following aspects.
1. For Distributed Anchor Point model and Multiple Sessions model, how can the UE establish a dedicated PDU Session towards the Local DN? Solution 1 propose to use the URSP rule to trigger the establishment of new PDU Session. Different S-NSSAI and DNN combination are used to select a different SMF serving the Local DN. Solution 7 proposes another solution in which the SMF use SSC mode 2 or mode 3 to trigger the establishment of new PDU session and the requested DNAI is sent to AMF for SMF selection. Considering that the URSP rule has not been fully deployed by the UE and the deployment limitation of solution 1, it is recommended to adopt both solution 1 and solution 7 for normative work.
2. [bookmark: _GoBack]For Session Breakout model, how can the ULCL be inserted for the PDU Session? The ULCL/BP and Local PSA can be inserted during the PDU Session establishment (pre-establishment). The ULCL/BP and Local PSA can be inserted after the PDU Session establishment (dynamic establishment). Both options should be supported. Regarding the dynamic establishment a new network function (e.g. LDNSR, DNS AF, etc) are proposed to detect the DNS message. Solution 22 contains most options and it is recommended to adopt solution 22 as basis for further work. 
3. How to route the DNS query? Different ways are proposed by different solutions to route the DNS query message.
-	Option 1: C-DNS mechanism: Adds ECS option by LDNSR in the DNS query message routed to the C-DNS.
-	Option 2: L-DNS mechanism. There are further two alternatives to forward the DNS query to L-DNS
-	2A: Forwards the UL DNS Query to an L-DNS by LDNSR
-	2B: Forwards the UL DNS Query via 5GC in case of no connectivity between the central DN and the L-DN
-	Option 3: Forwards the UL DNS Query to local PSA based on the traffic filters on ULCL/BP
Solution 22 has covered all aspects therefore it is recommended to adopt solution 22 as basis for further work
Annex: Solution evaluation
This annex provides brief evaluation and indicates whether the solution has been partially covered by solution#22.
	Sol#
	Solution brief description
	Whether covered by sol#22

	Sol#1
	The AF provide EC information for URSP generation to assist PDU session establishment.
	not covered by sol#22

	Sol #2
	Configure the local DNS address for the UE based on UE location by SMF; Reconfiguration of the mapping table between local DNS and its serving areas on SMF.
	sol#22 option 3

	Sol#3
	DNS based solution using ECS option; Dynamic ULCL/BP insertion
	sol#22 option 1

	Sol#4
	DNS based solution using ECS option.
	sol#22 option 1

	Sol#5
	DNS based solution using ECS option; Support of anycast routing.
	sol#22 option 1

	Sol#6
	Adds ECS option by SMF in the DNS query message routed to the C-DNS; Dynamic ULCL/BP insertion；Support of anycast routing.
	sol#22 option 1

	Sol#7
	AMF select SMF taking the DNAI into account
	not covered by sol#22

	
	Though the solution focused on SMF selection, it also mentioned DNS resolve procedure, which is similar with sol #4,#22 etc.
	sol#22 option 3

	Sol#8
	Dynamic ULCL/BP insertion
	sol#22 option 1

	Sol#9
	DNS query forwarding via 5GC in case of no connectivity between the central DN and the L-DN.
	sol#22 option 2b

	Sol#10
	EAS discovery using DNS Distribution or ECS Option
	sol#22 option 1 without dynamic ULCL/BP insertion

	Sol#11
	Support DNS over HTTPS (DoH)
	sol#22 option 1

	Sol#12
	New session establishment triggered by DNS request
	sol#22 option 2b

	Sol#13
	The DNS Configuration information based on AF Request is used to guide the UE to select the right DNS server (considering e.g. relative priorities)for multi-homing PDU session. 
	not covered by sol#22

	Sol#14
	I-UPF forwards the copy of DNS response message to the Edge network. The HTTP request, the destination address of which is the Service Switch, is redirected to the ME service.
	sol#22 option 1

	Sol#15
	Option 1: Supporting DNS handling function in UPF anchor. Option 2: Supporting DNS handling function in I-UPF(ULCL or BP)
	Sol#22 option 1

	Sol#16
	The information of the SA6 defined ECS is provisioned to UE, to assist SA6 EC solutions.
	not covered by sol#22

	Sol#17
	The PCF provisions the EC Parameters including one or more combination of EC Service Descriptor, EAS Address Information and EAS Validation Criteria to the UE
	not covered by sol#22

	Sol#18
	5G network map the destination AS IP address (IPas) to a local EAS IP address (L-IPas) via 3 DNS operations (PTR, SRV and A/AAAA query), then replace the IPas with L-IPas during forwarding packets
	sol#22 option 2

	Sol#19
	An Address Resolution Function (ARF) is deployed, which operates as a DNS Server/Proxy and receives all DNS queries from the UE via the user plane.
	sol#22 option 2

	Sol#20
	Dynamic ULCL/BP insertion
	sol#22 option 2

	Sol#21
	Provisioning PvD information in the URSP rules, through PvD Descriptors, for PvD-Aware Ues
	not covered by sol#22

	Sol#22
	Option 1 C-DNS solution: Adds ECS option by LDNSR in the DNS query message routed to the C-DNS.
	

	
	Option 2 L-DNS solution
2A: Forwards the UL DNS Query to an L-DNS by LDNSR.
2B: Forwards the UL DNS Query via 5GC in case of no connectivity between the central DN and the L-DN.
	

	
	Option 3: Forwards the UL DNS Query to local PSA based on the traffic filters on ULCL/BP.
	

	Sol#28
	EAS IP address is sent to UE via NAS PCO
	not covered by sol#22

	Sol#32
	Indication of new DNS query required is sent to the UE via NAS 
	not covered by sol#22
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