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1 Introduction

2 Discussion on Alternative 1: SGSN Server - PS Media Gateway Approach

Some issues remain unclear or unsolved with this approach and need to be worked out:

· This architecture induces quite a high load on the new Mp interface (transfer of charging information, especially in case of pre-paid, hot billing, CAMEL controlled PDP contexts). How are the load issue solved? 

Note: the issue is very different from a MGW used for CS service. In the CS-MGW, the CSCF/MGCF / MSC server can itself carry out charging (it is well aware of the duration of the call / duration of each media component). In the PS-MGW case, only the PS-MGW can be the final source of the per volume exchanged charging data. If Pre-paid, CAMEL, hot billing, … cases the SGSN server need a (timely) accurate view of the amount of data exchanged. Hence the charging information need to be sent very often between PS-MGW and SGSN server which cause a load of this interface

· As on Mp a specific GPRS oriented H248 package is needed (the control of the PS-MGW is slightly different from the control of a CS-MGW by a CSCF/MGCF),  a stage 2 view on the required H248 package (list of commands and main parameters) as well as flow charts are needed.  

· How to avoid that in case of a combined 2G+3G SGSN, an intra SGSN SRNS relocation / hard hand-over impacts the GGSN (i.e. implies to modify the GTP @ of the SGSN as seen by the GGSN) is FFS.

3 Discussion on Alternative 2: One Tunnel Approach

Lots of issues remain unclear or unsolved with this approach and need to be worked out:

· The session management automaton is very different between the One tunnel and the 2-tunnel approach. The One pipe approach is not backward compatible with the 2-pipe approach and implies modification of GTP and RANAP interfaces leading to compatibility issues with R99 GGSN and RNC.

· With the One tunnel approach, as the GGSN has a direct interface with the SRNC, at intra SGSN SRNS relocation, GGSN is impacted (need to be given the new RNC @) which is not the case of the current architecture.

· As GPRS Interception require to start / stop interception on an on-going PDP context, then it is needed to go transparently between the one Tunnel and the 2 tunnel approach for the same PDP context.

· Charging updates (amount of packets received by SRNC but for reasons not sent to UE) are sent (via RANAP) to SGSN that is no more responsible of the charging. 

· If due to subscription change, the SCP needs to get control on (a) PDP context(s) that was/were established using a One tunnel approach, then it is needed to go transparently from the one Tunnel to the 2 tunnel approach for this / these PDP context(s). 

4 Discussion on the project plan

As important issues are still unclear / unsolved with the 2 alternatives, it seems a bit premature to send this TR to SA even for information (60% stable). A new workplan is proposed in sect.  9 of the TR.

5 Proposal

It is proposed to modify the WI report (section 6, 7) as shown with revision marks in the following sections of this Tdoc

6 Alternative 1: SGSN Server - PS Media Gateway Approach

[Editor’s note: The same layout of subclauses should be used for each alternative so as to facilitate their comparison]

6.1 Introduction

In the PS CN domain the node that comprises the more user and control plane functions is undoubtedly the SGSN. It is therefore judicious to consider the SGSN as the primary target for a split of its user and control plane functions.

This approach consists in decomposing the SGSN into an SGSN server and a PS media gateway (PS-MGW). The SGSN server handles all the signalling interfaces (Gs, Gr, Gd, etc) as well as the GTP-C protocol, whereas the PS-MGW handles the user traffic, in particular the GTP-U protocol.

With this approach, the total load solely supported by the SGSN in the R’99 architecture is distributed over two different network elements. This will result in an overall increase of capacity.

The functional allocation between SGSN server and PS-MGW can be summarised as follows.

Functions of the SGSN server:

· Session Management

· Mobility Management

· GTP-C termination

· MAP termination

· RANAP termination

· CDR handling

· Provision of Intercept Related Information (Lawful Interception)

· Media gateway selection

· CAP termination

· etc.

Functions of the PS-MGW:

· GTP-U termination

· Quality of Service Provision

· Collection of data for charging or detection of data threshold if required

· Reporting of data on demand or event to the SGSN server

· Provision of Content of Communications (Lawful Interception)

· etc.

The SGSN server controls the PS-MGW through the Mp interface following a specific (to be defined) package of the  H.248 standard, and the GGSN through the Gn interface by means of GTP-C messages. GTP-U packets are transferred between the PS-MGW and the GGSN over the Gn interface, and between the PS-MGW and the RNC over the Iu interface, following the GTP-U specification.

The SGSN server supports only the Iu interface.  When the Gb interface has to be supported (GSM/GERAN access), a 2G-SGSN is required.  It is then an implementation/operator option whether both Gb and Iu interfaces are supported in the same physical node, by combining the SGSN server and 2G-SGSN, or whether the Gb interface is supported exclusively through a 2G-SGSN.  For a 2G-SGSN the Gn interface supports both user and control data.

The functional impacts of the decomposition into an SGSN server and PS-MGW are confined to the SGSN itself and hence neither RNCs, GGSNs or other SGSNs, nor the protocols used between these nodes are impacted. Besides the Mp interface between SGSN server and PS-MGW, no other interfaces are impacted by this proposal.

6.2 Logical Architecture

The logical architecture for this approach, as an evolution of the reference logical architecture, is depicted in [image: image1.wmf]Gf
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Note: as an implementation option, to build a 2G+3G SGSN, the 2G-SGSN function may be colocated with the SGSN server function.

Figure 1
.
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Note: as an implementation option, to build a 2G+3G SGSN, the 2G-SGSN function may be colocated with the SGSN server function.
Figure 1: Evolved logical architecture with SGSN server and PS-MGW
[Editor’s Note: Flow charts showing the following operational situations are lacking:

· PDP context activation / modification

· UE goes into PMM-IDLE (with activated PDP context) state

· UE goes back (from PMM_IDLE) to PMM-CONNECTED state following the reception of a downstream PDU on an activated PDP context.
· Interaction with CAMEL (e.g. interaction with SCP dealing with CAMEL)]
6.2.1 Functional Nodes

6.2.1.1 SGSN Server

The SGSN server is the main control node for GPRS. It handles all the signalling interfaces of an SGSN, including the GTP-C protocol on the Gn and Gp interfaces and the RANAP protocol on the Iu interface. The SGSN server controls the PS Media Gateway (PS-MGW) through the Mp interface following the H.248 standard.

6.2.1.2 2G-SGSN

This evolved architecture has no impact on the 2G-SGSN. A 2G-SGSN is necessary to support the Gb interface. The Gn interface of a 2G-SGSN supports both user and control data.

6.2.1.3 PS Media Gateway (PS-MGW)

The PS-MGW handles the user plane for GPRS. It terminates the GTP-U tunnels towards the GGSN over the Gn and Gp interfaces and towards the RNC over the Iu interface.

The PS-MGW is controlled by the SGSN server through the Mp interface following the H.248 standard.

6.2.2 Interfaces

Only interfaces for which some clarification is felt useful are mentioned in this section. Interfaces that are not described here conform to their definition in the relevant specifications.

The protocols GTP-U, GTP-C, RANAP and BSSGP referred to in the following subclauses conform to their current specifications and are not impacted by the decomposition of the SGSN.

[Editor’s note: The terminology ‘UMTS Only’, ‘GSM Only’, ‘In UMTS’ and ‘In GSM’ corresponds to the current terminology in 3G TS 23.060. This terminology is expected to be revised by S2 and will consequently have to be aligned in this TR.]

6.2.2.1 SGSN server - PS-MGW (Mp) (UMTS Only)

The PS-MGW is controlled by the SGSN server through the Mp interface. The Mp interface supports the H.248 protocol, which requires GPRS-specific extensions. 
As n on Mp and as a specific GPRS oriented H248 package is needed (the control of the PS-MGW is slightly different from the control of a CS-MGW by a CSCF/MGCF),  a stage 2 view on the required H248 package (list of commands and main parameters) is  needed.  

6.2.2.2 6.2.2.2 UTRAN - SGSN server (Iu) (UMTS Only)

The Iu interface between the RNC and the SGSN server supports the RANAP protocol. 

6.2.2.3 UTRAN - PS-MGW (Iu) (UMTS Only)

The Iu interface between the RNC and the PS-MGW supports the GTP-U protocol. 

6.2.2.4 BSS – 2G-SGSN (Gb) (GSM Only)

The Gb interface between the BSS and the 2G-SGSN supports the BSSGP protocol. This interface belongs to both to the user and control planes.

6.2.2.5 2G-SGSN/SGSN server - GGSN (Gn, Gp)

In UMTS, the Gn interface between the SGSN server and the GGSN supports the GTP-C protocol.

In GSM, the interface between the 2G-SGSN and the GGSN supports the GTP-C protocol in the control plane and the GTP-U protocol in the user plane.

The Gp interface provides the same functionality as the Gn interface, except that it applies only when the 2G-SGSN/SGSN server and the GGSN belong to different PLMNs.

6.2.2.6 PS-MGW - GGSN (Gn) (UMTS Only)

The Gn interface between the PS-MGW and the GGSN supports the GTP-U protocol. 

6.2.2.7 Gn interface for inter SGSN procedures

At inter SGSN intersystem change (UMTS to/from GSM):

· the Gn interface between the SGSN server and the 2G-SGSN supports the GTP-C protocol.

· the Gn interface between the 2G-SGSN and the PS-MGW controlled by the peer SGSN server supports the GTP-U protocol.

When the MS moves between GSM cells served by two different SGSN servers:

· the Gn interface between 2G-SGSNs supports both the GTP-C and GTP-U protocols.

When the MS moves between UMTS cells served by two different SGSN servers:

· the Gn interface between SGSN servers supports the GTP-C protocol.

6.3 Mobility Management

How to avoid that in case of a combined 2G+3G SGSN, an intra SGSN SRNS relocation / hard hand-over impacts the the GGSN (i.e. implies to modify the GTP @ of the SGSN as seen by the GGSN) is FFS.
6.4 Session Management

6.5 Charging

Interactions of hot billing with the SGSN split architecture need to be studied: this architecture induces quite a high load on the new Mp interface (transfer of charging information, especially in case of hot billing PDP contexts). How are the load issue solved? 

Note: the issue is very different for a MGW used for CS service. In the CS-MGW, the CSCF/MGCF / MSC server can itself carry out charging (it is well aware of the duration of the call / duration of each media component). In the PS-MGW case, only the PS-MGW can be the final source of the per volume exchanged charging data. In case of Pre-paid, CAMEL, hot billing, … the SGSN server need a n(*) accurate view of the amount of data exchanged. Hence the charging information need to be sent very often between PS-MGW and SGSN server which cause a load of this interface
(*) the accuraccy that is need may be both a time accuracy (to know the exact number of packets transferred before a tariff time change) or a spatial accuracy (to know the exact number of packets transferred in a specific geographical zone such as a LSA).
6.6 CAMEL Considerations

Interactions of SCP control (e.g. for pre-paid) of PDP contexts  with the SGSN split architecture need to be studied. See note in sect. 6.5
6.7 Lawful Interception

6.8 QoS Considerations

6.9 Security

6.10 O&M

6.11 RAN Considerations (e.g. GERAN)

6.12 Abnormal Cases

6.13 Compatibility

[Editor’s note: this chapter deals with compatibility issues between different releases, and between different options]

6.14 Benefits and Drawbacks

Benefits:

Scalability and flexibility

Allow independent evolution of PS-MGW and SGSN server.

Vendor independent and interoperability among vendors

Smooth migration from R’99 to R’00: minimum impacts on the current architecture.

Full backward compatibility

Peer-to-peer interworking: interfaces towards other functional elements are not modified.

No modification of roaming mechanisms

As an implementation option it is possible to have a combined CS/PS MGW, which allows for an efficient allocation of resources amongst both domains.

Drawbacks:

New interface (Mp) to standardize, test , operate in a multi-vendor environment
New equipment to operate (PS-MGW)
Increases signalling (e.g., gateway control, reporting of charging data, Lawful Interception)

Difference in architecture from the R99 architecture

6.15 Open Issues

[Editor’s note: Identified open issues will be added and removed as needed. For the remaining open issues at the end of the feasibility study, their importance will be assessed]

As on Mp and as a specific GPRS oriented H248 package is needed (the control of the PS-MGW is slightly different from the control of a CS-MGW by a CSCF/MGCF),  a stage 2 view on the required H248 package (list of commands and main parameters) as well as flow charts are needed.  
How to avoid that in case of a combined 2G+3G SGSN, an intra SGSN SRNS relocation / hard hand-over impacts the the GGSN (i.e. implies to modify the GTP @ of the SGSN as seen by the GGSN) is FFS.
Interactions of SCP control (e.g. for pre-paid) of PDP contexts  with the SGSN split architecture need to be studied
Investigation into redundancy schemes may be needed by the operators

Detection of, and recovery from, abnormal conditions

Comparison analysis of H.248 and GTP-C protocols

Investigate resource management task

7 Alternative 2: One Tunnel Approach

[Editor’s note: The same subclauses should be used for each alternative so as to facilitate their comparison]

7.1 Introduction

Two GTP tunnels should be established when the SGSN and the GGSN are in different PLMNs, and one GTP tunnel could be established when they are in the same PLMN. This is presented in Figure 2 below.
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Figure 2: Framework of the one tunnel approach

This way, there is always a node performing charging and lawful interception for user data in every PLMN. If the SGSN and the GGSN are in different PLMNs, charging and lawful interception for user data is performed in the visited PLMN by the SGSN and in the home PLMN by the GGSN. If the SGSN and the GGSN are in the same PLMN, charging and lawful interception for user data is performed in the GGSN. The one GTP tunnel approach requires specification changes, because currently lawful interception in the SGSN is mandatory whereas lawful interception in the GGSN is optional. An alternative solution is to establish two GTP tunnels if lawful interception for user data is required.

If the SGSN and the GGSN are in different PLMNs, the SGSN can police user data coming from the GGSN, because it is in the user data path. If the SGSN and the GGSN are in the same PLMN, the SGSN does not have to police incoming user data, because the user data comes from the GGSN within the same PLMN.

Two GTP tunnels could also be established if CAMEL based services are used. For prepaid, it may be necessary to report on reaching a data volume limit. The interface for intelligent network based services is between the SGSN and the SCP, so the SGSN should be kept in the user data path to count transferred data volumes and to send reports to the SCP as required. An alternative solution is to request the GGSN to report to the SGSN on reaching a data volume limit, and the SGSN to report that to the SCP.

NOTE:
It may also be possible to move the transport functionality for the roaming users in the visited network from the SGSN (as described here) to the GGSN. This option is for further study.

NOTE:
This alternative does not propose a physical split for architectural entities (e.g. the SGSN), but proposes a specific way for managing the GTP-U tunnels.

7.2 Logical Architecture

The logical architecture for this approach, as an evolution of the reference logical architecture, is depicted in Figure 3.
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Figure 3: Evolved logical architecture for one tunnel approach

NOTE:
This architecture shows the case where the transport functionality for roaming users in the visited network is contained in the SGSN. A possible GGSN-based option is not shown here.

[Editor’s Note: Flow charts showing the following operational situations are lacking:

· PDP context activation / modification

· UE goes into PMM-IDLE (with activated PDP context) state

· UE goes back (from PMM_IDLE) to PMM-CONNECTED state following the reception of a downstream PDU on an activated PDP context.
· Interaction with CAMEL (e.g. interaction with SCP dealing with CAMEL)]

7.2.1 Functional Nodes

7.2.2 Interfaces

7.2.2.1 Gn-u (GGSN-UTRAN/GERAN)

The Gn-u interface carries user data with the GTP-U protocol. GTP-C, however, is not used over this interface.

7.3 Mobility Management

7.4 Session Management

The session management automaton is very different between the One tunnel and the 2-tunnel approach:
Considering that GTP @ (TEID + IP @) for the user palne are: for RNC : R@, for SGSN : S1@ (on RNC side) and S2@ (on GGSN side) (this is an implementation issue whether S1 @ and S2@ are the same or not) and for GGSN : G @
· In the 2-tunnel approach, the SGSN providing a GTP switching function can negotiate the GTP identifiers used on Iu and Gn independently from each other.
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· In the 1-tunnel approach, as the SGSN does not anymore provide a GTP switching function, the SGSN can no more negotiate the GTP identifiers used on Iu and Gn independently from each other. Hence a new RANAP procedure has to be used: at RAB assignament, the SGSN cannot tell which GTP identifiers the SRNC shall use for upstream traffic sent towards the CN. Only after GTP-C dialog with the GGSN can the SGSN update the SRNC with GTP identifiers the SRNC shall use for upstream traffic sent towards the CN.
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The One pipe approach is hence not backward compatible with the 2-pipe approach and implies modification of GTP or  RANAP (the solution with RANAP modification is shown above) interfaces leading to compatibility issues with R99 GGSN / RNC.

7.5 Charging

If due to subscription change, the (a) PDP context(s) that was/were established using a One tunnel approach becomes liable of specific billing features such as hot billing, then it is needed to go transparently from the one Tunnel to the 2 tunnel approach for this / these PDP context(s). How this is ensured is still FFS.
Whether the one-tunnel approach works in case of geographical charging (charging according to the LSA where the subscriber is located) has to be studied: as only the SGSN (i.e. not the GGSN) is aware of the SA change (through RANAP) only the SGSN can correlate the SA where the user is located with the traffic sent/ received on this SA and put the correct geographical data in the charging data (CDR).
7.6 CAMEL Considerations

If due to subscription change, the SCP needs to get control on (a) PDP context(s) that was/were established using a One tunnel approach, then it is needed to go transparently from the one Tunnel to the 2 tunnel approach for this / these PDP context(s). How this is ensured is still FFS.
7.7 Lawful Interception

As GPRS Interception require to start / stop interception on an on-going PDP context, then it is needed to go transparently between the one Tunnel and the 2 tunnel approach for the same PDP context. How this is ensured is still FFS.
7.8 QoS Considerations

7.9 Security

7.10 O&M

7.11 RAN Considerations (e.g. GERAN)

7.12 Abnormal Cases

7.13 Compatibility

[Editor’s note: this chapter deals with compatibility issues between different releases, and between different options]

7.14 Benefits and Drawbacks

Benefits:

Drawbacks:
The session management automaton is very different between the One tunnel and the 2-tunnel approach. The One pipe approach is not backward compatible with the 2-pipe approach and implies modification of GTP and RANAP interfaces leading to compatibility issues with R99 GGSN and RNC.

With the One tunnel approach, as the GGSN has a direct interface with the SRNC, at intra SGSN SRNS relocation, GGSN is impacted (need to be given the new RNC @) which is not the case of the current architecture.

7.15 Open Issues

[Editor’s note: Identified open issues will be added and removed as needed. For the remaining open issues at the end of the feasibility study, their importance will be assessed]

Considering that many PDP contexts will be SCP controlled (e.g. for pre-paid) and that hence many PDP contexts will require a 2-pipe approach, is the one pipe approach worth the standardization, test, … effort.
As GPRS Interception require to start / stop interception on an on-going PDP context, then it is needed to go transparently between the one Tunnel and the 2 tunnel approach for the same PDP context. How this is ensured is still FFS.
How charging works with the one pipe approach needs to be clarified: Charging updates (amount of packets received by SRNC but for reasons not sent to UE) are sent (via RANAP) to SGSN that is no more responsible of the charging. 

If due to subscription change, the SCP needs to get control on (a) PDP context(s) that was/were established using a One tunnel approach, then it is needed to go transparently from the one Tunnel to the 2 tunnel approach for this / these PDP context(s). How this is ensured is still FFS.
Whether the one-tunnel approach works in case of geographical charging (charging according to the LSA where the subscriber is located) has to be studied.
Does the user data in the one-tunnel approach bypass the SGSN or does it pass transparently through the SGSN? If the SGSN is bypassed, where is the ATM transport terminated?

8 Summary

[Editor’s note: this chapter will compare the different alternatives and formulate a conclusion about which alternative is proposed to be adopted for release 2000]

9 Work Plan

[Editor’s note: The work plan will be completed/updated as required as the feasibility study progresses.]

SA2#13
May 22-26, 2000
Proposal for a new Work Item.

CN/SA2 workshop 
June 14-15, 2000 
Discussion of Work Item responsibilities.

SA#8
June 26-28, 2000
Work Item and distribution of responsibilities approved.

Drafting session
August 22-24
Discussion and selection of alternative architectures to be studied. Start work on each alternative.

SA2#14
September 4-8, 2000
work on the selected architectures.

SA#9
September 25-28, 2000


Drafting session
October 17-19 (tentative)
Detailed work on the selected architectures .

SA2#15
November 13-17, 2000
Approval by SA2 to present the TR for information to SA. 

SA#10
December 11-14, 2000
Presentation of the TR to SA for information (60% of the TR stable)..
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