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Introduction

This contribution proposes text for inclusion in 23.228 from the results of the drafting session on S-CSCF Selection held Tuesday evening, September 5, 2000.

Results (from Drafting session report, Tdoc S2-001547)

It was agreed that there were 2 significant decision points that needed to be addressed. D1 was defined as the point at which either the visited or home network is chosen for service control for a particular call. D2 was defined as the point at which a S-CSCF was chosen.

After much discussion, the following selection criteria were identified for D1 and D2:

D1 (selection of home or visited network)
Where the information  comes from
D2 (S-CSCF selection)
Where the information comes from

1. Service Capabilities of the visited network for roamers
- From the visited in the registration request (as per 23.821 annex B).
1. Subscriber service requirements
HSS

2. Operator preference on a per user basis
HSS
2. If D1 = home then -Operator preference on a per user basis
HSS

3. Subscriber service requirements
HSS
3. If D1 = visited then – name of home operator
Ue (via home network)

4. Identification of visited network
Provided by the visited network in the registration request
4. Capabilities of individual S-CSCFs in selected network (internal to the network)
Obtained by the D2 decision making entity

5. Policies related to visited network “name”
FFS
5. Topological (i.e. P-CSCF) information of where the subscriber is. (internal to the network)
P-CSCF name is received in the registration request – the topological information of the P-CSCF is obtained by the D2 decision making entity



6. Topological information of where the S-CSCF is (internal to the network)
Obtained by the D2 decision making entity



7. Availability of S-CSCFs (internal to the network)
Obtained by the D2 decision making entity

Finally,  some of the operators listed the following requirements for “Hiding”:

· Information which will reveal the following should not be passed outside of a network:

· Number of S-CSCFs

· Capabilities of S-CSCFs

· “capacity of the network”

· It is a requirement to hide the network topology from other operators

· The solution shall allow the operator to restrict access from external networks (application level)

· Any privacy requirements on P-CSCF are further study (UE needs to have the address of P-CSCF).

· Control access to the HSS

Conclusion (from Drafting session report, Tdoc S2-001547)

The above information was generated as answers to the accepted work tasks and are to be used as a basis for future contributions. 

Proposal

The following text additions to 23.228 are proposed.

5.2.2.1
Assigning a Serving CSCF for a subscriber

When a mobile subscriber becomes active (e.g. when terminal is powered on) and possibly when the subscriber moves, a CSCF shall be assigned to serve the subscriber. 
There are two significant decision points in the process of assigning a CSCF to serve the subscriber.  The first decision, denoted “D1”, is the choice of whether the visited or home network is chosen for service control.  The second decision, denoted “D2”, is the choice of the particular S-CSCF assigned to serve the subscriber.
Decision “D1” is performed in the HSS of the home network.  The following information is needed in the selection of home control versus visited network control:

1. The Service Capabilities of the visited network for roamers.
This information is obtained from the visited network in the registration request (as per section 5.3.2)
2. Operator preference on a per-user bases
This information is stored in the HSS
3. Subscriber service requirements
This information is stored in the HSS.
4. Identification of the visited network
This information is provided by the visited network in the registration request.
5. Operator policies related to the particular visited network identified above
This is for further study.
Decision “D2” is performed in the I-CSCF of either the home network (for home control) or the I-CSCF of the visited network (for visited network control).  The following information is needed in the selection of the S-CSCF:

1. Subscriber service requirements
This information is stored in the HSS.
2. If the D1 decision was for home control, then operator preference on a per-user basis

This information is stored in the HSS.

3. If the D1 decision was for visited control (e.g. decision D2 being performed in a visited network I-CSCF), then the name of the home network operator

This information is provided by the UE via the home network.

4. Capabilities of individual S-CSCFs in the selected network
This information is obtained by the D2 decision-making entity by methods for further study.
5. Topological (i.e. P-CSCF) information of where the subscriber is located
This is internal information within the operator’s network.  This information may be used in decision D2, but is not required.  The P-CSCF name is received in the registration request.  The topological information of the P-CSCF is obtained by the D2 decision-making entity by methods for further study.
6. Topological information of where the S-CSCF is located
This is internal information within the operator’s network.  This information may be used in decision D2, but is not required.  This information is obtained by the D2 decision-making entity by methods for further study.
7. Availability of S-CSCFs

This is internal information within the operator’s network.  This information may be used in decision D2, but is not required.  This information is obtained by the D2 decision-making entity by methods for further study.

In order to support the decision points described above, it is required that the following types of information can be transferred between CSCF and HSS:
1. The Cx reference point shall support the transfer of CSCF-UE security parameters from HSS to CSCF.

Editor's Note: unless SA3 defines a different method to support a secure association between UE and CSCF. 

· This allows the CSCF and the subscriber to communicate in a trusted and secure way (there is no à priori trust relationship between a subscriber and a CSCF)

· The security parameters can be for example pre-calculated challenge-response pairs, or keys for an authentication algorithm, etc. 

2. The Cx reference point shall support the transfer of service parameters of the subscriber from HSS to CSCF.

· This may include e.g. supplementary service parameters, application server address, triggers etc

· Note: it has to be determined what parameters should be stored where depending on the service control model. It has also to be made clear what are the functionality of the application level and service level.

3. The Cx reference point shall support the transfer of CSCF capability information from CSCF to HSS. 

· This may include e.g. supported service set, protocol version numbers etc.

· Note: the requirement has to be revisited in view of the choice of the service control model.

4. The Cx reference point shall support the transfer of call signalling transport parameters from CSCF to HSS. The requirement has to be revisited in view of the choice of the service control model. 

· The HSS stores the signalling transport parameters and they are used for routing mobile terminated calls to the Serving CSCF.

· The parameters may include e.g. IP-address and port number of CSCF, transport protocol etc.

The information mentioned in items 1 – 4 above shall be transferred before the CSCF is able to serve the mobile subscriber. It shall also be possible to update this information while the CSCF is serving the subscriber, for example if new supplementary services are activated for the subscriber.

------------------------------- End of change to 5.2.2.1 ---------------------------

4.4
Signaling Concepts

Editor's Note: The material in this section was from Section 9.1 of 23.821.

A Single call control between the UE and CSCF. For MultiMedia type services delivered via the PS Domain within the R00 architecture, a single call control protocol shall be used between the user equipment UE and the CSCF (over the Gm reference point). 

Protocols over the Gm reference point. The single protocol applied between the UE and CSCF (over the Gm reference point) within the R00 architecture will be based on SIP (as defined by RFC 2543, other relevant RFC’s, and additional enhancements required to support 3GPP’s needs).

A Single call control on the Mw, Mm, Mg. A single call control protocol shall be used on the call control interfaces between MGCF and CSCF, between CSCFs within one operator’s network and between CSCFs in different operators’ networks. 

Protocols for the Mw, Mm, Mg. The single call control protocol applied to the interfaces between MGCF and CSCF, between CSCFs within one operator’s network and between CSCFs in different operator’s networks will be based on SIP (as defined by RFC 2543, other relevant RFC’s, and additional enhancements required to support 3GPP´s needs).

UNI vs. NNI call control. The SIP based signalling interactions between CN elements may be different then SIP based signalling between the UE and the CSCF.
Network configuration hiding.  It is a requirement that it shall be possible to hide the network topology from other operators.  It shall be possible to restrict the following information from being passed outside of an operator’s network: Number of S-CSCFs, Capabilities of S-CSCFs, or capacity of the network.  Hiding requirements of P-CSCFs are for further study (Note that UE needs to have the address of P-CSCF).
Restrict access from external networks.  The signaling solution shall allow the operator to restrict access from external networks (application level).
Access to HSS.  It shall be possible for the network operator to control access to the HSS.
