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1 Introduction

This contribution provides a short overview of different characteristics of VHE and OSA Applications to facilitate discussion of the standardization of the interface between the CSCF and the Applications/Service Environment. This contribution provides additional background information related to the previous contribution in Tdoc S2-001286 “VHE Support for the OSA API Between Networks”.

2 VHE and OSA Application Characteristics

The Virtual Home Environment concept is that users are consistently presented with the same features and services across networks and between terminals. TS 22.121 states that “a key feature to support VHE is the ability to build services using a standardized application interface.”
 VHE also provides for the role of a value-added service provider in addition to the role of network operator. Further, TS 22.121 states that “the home environment may grant the HE-VASP access to standardized service capabilities in order to allow the development and deployment of services on behalf of the Home Environment.”

The Open Service Architecture concept is designed to enable applications to make use of network capabilities in a standardized, secure manner. TS 23.127 states that “the OSA interface is independent of the location within the home environment where service capabilities are implemented and independent of the supported server capabilities in the network.”
 Further, OSA provides for service capability servers to serve as gateways between network entities and the applications. Lastly, OSA attempts to allow application developers to create applications that are portable between networks.

A primary goal for VHE/OSA applications is network independence. This means that:

· Applications can be used in more than one network: they can be within the home network, within the visited network, or in an external network (e.g., intranet or internet).

· A user should be able to access applications from:

· Home Network (e.g., for supplementary service-like applications)

· Visited Network (e.g., for local service applications)

· Value-Added Service Provider (e.g., for unified messaging applications) 

In addition, a network operator can fulfill the role of a VASP.

Therefore, an application should be able to utilize service capabilities either locally or remotely. For example, if the application is within the network operator’s domain, the application can utilize the service capabilities locally in the home network or remotely in the visited network. If the application is in a VASP’s domain, the application can remotely utilize the service capabilities that are associated with either network (e.g., call control and mobility in the visited network). The application in the VASP’s domain could also locally utilize the service capabilities that are “network-independent” (e.g., messaging).

3 Mechanisms to Enable VHE/OSA Applications

We view that there are three different means to enable the network-independence of VHE/OSA applications:

· Applications are portable between networks by having a separate application instance for each network.

· Applications are reusable between networks but can only access one network at a time.

· Applications are reusable between networks and can simultaneously access more than one network.

Each of these alternatives is described below. 
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Figure 1 Application Portability
Figure 1 illustrates the concept of application portability. Applications can be portable between networks by creating a separate application instance for each network. Each application instance would have different configuration (e.g., gateway address, etc.). An application instance would only utilize the OSA frameworks and service capabilities of one network. An application server would be dedicated to each serving network. This alternative fulfills the OSA goal of application portability, but may be cumbersome to manage for application developers and for VASPs. 
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Figure 2 Application Reusability

Figure 2 illustrates the concept of application reusability. Applications can be reused between networks if the application is able to differentiate between the networks. For example, the application would have to differentiate and correlate incoming and outgoing messages for each network. The application would only access one network at a time for a single subscriber. The application would only have to differentiate which network to interact with for that subscriber. This alternative allows a home application to be accessed if the visited network is the serving network.
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Figure 3 Application Reusability with Simultaneous Access

Figure 3 illustrates the concept of application reusability with simultaneous access. The application would be able to simultaneously access multiple networks, utilizing different services in each network. To enable this, the application would have to differentiate between networks on a service by service basis. For example, a message delivery application could utilize the messaging service in the VASP network to obtain messages and the data session service in the serving network to control message delivery.

The table below summarizes characteristics of each alternative presented above.

Alternative
Characteristics

Separate Application Instance for Each Network
· Allows applications to be portable between networks.

· Simplifies application development.

· Management of multiple application instances (VASP could have hundreds of application instances for each network).

· Application server would be dedicated to each serving network. 

Single Application Instance for Multiple Networks (without Simultaneous Access to Networks)
· Allows application to be reusable between networks.

· Single application instance to manage.

· Allows home application to be accessed if the visited network is the serving network.

· Application cannot simultaneously utilize service capabilities in both home and visited networks.

Single Application Instance for Multiple Networks with Simultaneous Access to Networks
· Allows application to be reusable between networks.

· Single application instance to manage.

· Allows home application to be accessed if the visited network is the serving network.

· Allows application to utilize different services in each network (e.g., VASP application utilizes service 1 in VASP network, service 2 in serving network).

4 OSA Frameworks and Service Capabilities

The Open Service Architecture provides for Framework and Service Capabilities. The Framework capabilities include functions such as trust and security management, integrity management, service capability registration, and service capability factory. The Service Capabilities include functions such as generic call control, user interaction, data session control, network user location, and user status. The separation of functionality into Frameworks and Service Capabilities is accomplished by using the OSA internal API for the interaction between the Frameworks and Service Capabilities. 

Figure 4 illustrates potential network element interactions for the Service Capabilities. OSA applications interact with the OSA Gateway through the OSA API. The Service Capabilities of the OSA Gateway interact with network elements to carry out the functions requested. For example, the generic call control service interacts with the Call State Control Function (CSCF) to perform call control on behalf of an application.
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Figure 4 OSA Frameworks and Service Capabilities and Potential Network Element Interactions

The separation of functionality allows the OSA service capabilities to be distributed directly to the network elements. For example, the OSA network user location service could be provided by the Gateway Mobile Location Center (GMLC). The distribution of the OSA service capabilities directly to the network elements that implement the functionality reduces the number of protocol conversions necessary between an application and a network element.

Similarly, the inclusion of the call control service capability in the CSCF would reduce the number of protocol conversions that would be performed for an OSA application. 

5 Proposal

This document proposes that the OSA API be supported as an interface between the CSCF and the Applications/Service Environment. This contribution is in support of the previous contribution in Tdoc S2-001286 “VHE Support for the OSA API Between Networks”.

Further, the current description of the CSCF in 3G TS 23.821 V1.0.1 includes gateway functionality. With the current discussions pointing toward the need of identifying and locating the OSA Gateway functionality, we propose to add this functionality to the description of the CSCF functional element. The appendix shows the current description of the CSCF functional element with the proposed updates in red and underlined.

This proposal enables OSA applications in the home network to access a serving CSCF in the visited network through the OSA API. By standardizing the OSA interface between networks, applications can be developed to a single application instance to simultaneously access multiple networks. 

Update and Expansion of the Functional Description of the CSCF

5.3.1
Call State Control Function (CSCF)

The CSCF consists of two components: the Serving CSCF and the Interrogating CSCF.

The Serving CSCF is used for mobile originated communications and also to support mobile terminated communications, it provides the SPD and AH functionality defined below.  The Serving CSCF supports the signaling interactions with the UE via the Gm interface.  The HSS is updated with the Serving CSCF address and the HSS sends the subscriber data to the Serving CSCF for storage.

The Interrogating CSCF is used for mobile terminated communications and is used to determine how to route mobile terminated calls.  The Interrogating CSCF interrogates the HSS for information to enable the call to be directed to the Serving CSCF.  The Interrogating CSCF provides the ICGW and AH functionality defined below. 

[Editor's note: The role of the CCF (see below) with the Interrogating and Serving CSCF is for further study.]
For mobile terminated communications both Serving CSCF and Interrogating CSCF functionality can be involved.  

For mobile originated communications Interrogating CSCF functionality is not required.

Both Serving CSCF and Interrogating CSCF components can be provided in a single CSCF if required.

CSCF functionality:

ICGW (Incoming call gateway)

· Acts as a first entry point and performs routing of incoming calls,

· Contains OSA call control service capability for communication with OSA Applications

-
Incoming call service triggering (e.g. call screening/call forwarding unconditional) may need to reside for optimisation purposes,

-
Query Address Handling  (implies administrative dependency with other entities)

-
Communicates with HSS

CCF (Call Control Function) 

-
Call set-up/termination and state/event management

-
Interact with MRF in order to support multi-party and other services

-
Reports call events for billing, auditing, intercept or other purpose

-
Receives and process application level registration

-
Query Address Handling  (implies administrative dependency)

-
May provide service trigger mechanisms (service capabilities features) towards Application & services network (VHE/OSA)

-
May invoke location based services relevant to the serving network

-
May check whether the requested outgoing communication is allowed given the current subscription.

SPD (Serving Profile Database) 

-
Interacts with HSS in the home domain to receive profile information for the R00 all-IP network user and may store them depending on the SLA with the home domain

-
Notifies the home domain of initial user's access (includes e.g. CSCF signalling transport address, user ID etc. needs further study) 

-
May cache access related information (e.g. terminal IP address(es) where the user may be reached etc.)
AH   (Address Handling)
-
Analysis, translation, modification if required, address portability, mapping of alias addresses

-
May do temporary address handling for inter-network routing.
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