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Abstract of the contribution: This contribution proposes a solution for key issue #6.
1.
 Discussion
This pCR proposes text to update Key issue #6 to clarify scope is per UE.
Further, a new solution is proposed

· .
2. Proposals
It is proposed to adopt the following text in TR.23.700-40   
*** Start Change ***
6
Solutions

6.0
Mapping Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues

	Solution#'s
	Solution Titles
	Key Issue#'s

	1
	PCF measurement based Network Slice SLA control for Maximum Number of UEs parameter
	1

	2
	Max number of UEs per Network Slice control at registration
	1

	3
	AMF/NSSF based counting of UEs in a Network Slice
	1

	4
	NWDAF enhancements for supporting of network slice quota on the maximum number of UEs
	1

	5
	NWDAF enhancements for supporting of network slice quota on the maximum number of PDU Sessions
	2

	6
	PCF-based counting of PDU Sessions in a Network Slice
	2

	7
	Support of Network Slice SLA for Maximum Number of PDU sessions parameter
	2

	8
	AMF and O&M based solution
	1, 2 & 4

	9
	Monitoring multiple quotas of number of UEs/PDU Sessions per S-NSSAI at NWDAF
	1, 2 & 4

	10
	Max number of PDU Sessions per Network Slice control via NSQ function
	2

	11
	Handling maximum number of sessions using NF status
	2

	12
	Enforcing constraints on simultaneous usage of network slices in UE and network
	6


*** End Change ***
*** Start Change (all new text) ***
6.X
Solution #<X>: Network controlled enforcement of simultaneous usage of network slices based on user preference 
6.X.1
Introduction

This is a solution to Key Issue #6, "Constraints on simultaneous use of the network slice". It is based on existing Rel-16 slice selection mechanisms described as solution 1.5 in 3GPP TR 23.740. It implies that by letting the UE to order the S-NSSAIs in priority order, the control is pushed on the network side to select the S-NSSAIs that can be used simultaneously depending on the applications in use.

This solution assumes the following:

-
The UE has internal logic to understand which applications are needed at a given time and can prioritize the applications requiring different S-NSSAIs. The UE also orders the S-NSSAIs in the Requested NSSAI according to their priority from how the UE wants to use them (i.e. when an application is of highest priority the associated S-NSSAI is derived, e.g. from the URSP, and the S-NSSAI is put first in the Requested NSSAI). The UE continues to derive the priority of the subsequent S-NSSAIs based on the importance of the applications and places the resulting S-NSSAIs in priority order in the Requested NSSAI. The UE derives S-NSSAIs for all the applications the UE wants to use, and the UE should derive the priority order for at least the first few S-NSSAIs.
Editor’s Note: it is FFS how to ensure a deterministic behaviour based on UE prioritization of S-NSSAI based on UE application requirements, wrt the AMF determining which mutually exclusive S-NSSAIs can be placed in the Allowed NSSAI, and the corresponding UE reaction upon not receiving certain S-NSSAIs in the Allowed NSSAI (e.g. re-registration with a different Requested NSSAI).
· The UE shall also include a capability indication towards the AMF/NSSF, indicating that it can set the S-NSSAIs in priority order. This indication is useful in scenarios where the network can use other strategies for selecting S-NSSAIs to prioritize.

· The AMF or NSSF may be configured with the list of mutually exclusive network slices.
· Editor's note:
It is FFS whether any specific configuration is required in AMF and/or NSSF for identifying mutually exclusive network slices once the OAM already takes in account the parameters before deployment and no mutually exclusive slices are supported in configuration already.
-
The AMF/NSSF leverage on the UE capability indication that the Requested NSSAI is sorted in a priority order, and that the AMF/NSSF does not include in the Allowed NSSAI, the S-NSSAIs of lower priority which are Mutually Exclusive from higher priority S-NSSAIs.

· The AMF/NSSF may optionally send a Reject cause to the UE, where it states the reason for rejecting few S-NSSAIs (if any) in the Allowed S-NSSAIs.

-
The UE, based on the reject cause received from the AMF/NSSF understands that an S-NSSAI it requested (i.e. it exists in the Configured NSSAI for the serving PLMN) which is not in the Allowed NSSAI is mutually exclusive to one or more of the S-NSSAIs in the Allowed NSSAI. If the UE wants to access such an S-NSSAI, the UE puts it with high priority in a new Requested NSSAI.
· The PCF is provided with configuration information on the mutually exclusive slices by the network. The Route Selection Descriptor (RSD) in the URSP rule intended for the UE may include, for certain applications, with priority, those slices that are not mutually exclusive, thereby, increasing the options for the applications to run in a slice.

Editor's note:
It is FFS whether any PCF impacts are required as the rules should be built in the first place to reflect the deployment, itself reflecting the network slice constraints.

6.X.2
High-level Description
The feasibility of above assumptions for a solution can be illustrated in the below example network configuration:


[image: image1.emf]Slice B Slice A Slice C Slice D

Slice F Slice E Slice G Slice H


Figure 6.x.2.-1: Example Network configuration for Mutually Exclusive Network Slices

Editor's note:
In more complex scenarios (with slices available in multiple groups, and groups larger than two S-NSSAIs, it is unlikely that the UE can derive from the received signalling any "knowledge" of which slices are incompatible with each other, which could result in multiple attempts to get the right set of services, should some services be provided (as indicated by URSP) by multiple slices.
Example UE configuration:

-
Configured NSSAI: Slice A, B, C, D, E, F, G, H.

-
URSP/NSSP: App1a, App1b, App1c->Slice A, App2a, App2b->Slice B, App3a, App3b->Slice C, App4->Slice D, App5->Slice E, App6->Slice F, App7->Slice G, App8->Slice H.

Scenario 1:

1. The UE receives RSD in URSP from PCF which, if possible, contains mutually exclusive slices to increase the options for the application to run in a slice.

2. The UE wants to use 3 applications with priority App1a, App3a, App2a.

2.
Requested NSSAI (Slice A, Slice C, Slice B), and Capability Indication for sorting the priority.

3.
Allowed NSSAI (Slice A, Slice B) and Reject cause (optional) for Slice C:

-
The network does not include Slice C in the Allowed NSSAI as it is not allowed to be accessed at the same time as the higher prioritized Slice A.

4.
From the Allowed NSSAI and the Reject cause, the UE understands that Slice C may be mutually exclusive from Slice A.

5.
Time pass and the UE wants to use App3a i.e. the UE puts the Slice C with higher priority: Requested NSSAI (Slice C, Slice A, Slice B).

6.
Allowed NSSAI (Slice C) and Reject cause for Slice A and B:

-
UE anticipated that Slice A and Slice C would not be accepted into the Allowed NSSAI but included them anyway to make network aware of UE wanted slices.

In the above scenario the optimal Network Slice configuration is achieved immediately.

Scenario 2:

1. The UE receives RSD in URSP from PCF which, if possible, contains not mutually exclusive slices to increase the options for the application to run in a slice.

2. The UE wants to use 6 applications App1a, App1b, App2a, App2b, App3a, App5 and highest priority is App1a. From URSP UE derives that App1a is to use Slice A and so is App1b. Second priority is App2a, and from URSP the UE derives the slice to be used and also that App2b is to use the same slice. The UE has no further preferences on priority between the other applications but derives the slices to be used and places these in the Requested NSSAI after the prioritized slices.
3. Editor's note: How the UE can be expected to determine the relative priority of applications (except possibly beside the first one) is FFS. The fact that the UE sends them in order might imply a wrong assumption on the NSSF/AMF regarding the relative priority of slices and perform suboptimal choices.
4. Requested NSSAI (Slice A, Slice B, Slice C, Slice E) and Capability Indication for sorting the priority.:

-
The network handles the Requested NSSAI as the S-NSSAIs are in priority order.

3.
Allowed NSSAI (Slice A, Slice B), and Reject cause for Slice C and E:

-
The network does not include Slice C and Slice E in the Allowed NSSAI as it is not allowed to be accessed at the same time as the higher prioritized Slice A and Slice B.

4.
From the Allowed NSSAI and Reject cause, the UE understands that Slice C and Slice E may be mutually exclusive from Slice A and Slice B.

5.
Time pass and the UE wants to use App3a, and sends a new Requested NSSAI (Slice C, Slice A, Slice B).

6.
Allowed NSSAI (Slice C) and Reject cause for Slice A and B:

-
The network does not include Slice A and Slice B in the Allowed NSSAI as they are not allowed to be accessed at the same time as the higher prioritized Slice C.

Scenario 3:

1. The UE receives RSD in URSP from PCF which, if possible, contains not mutually exclusive slices to increase the options for the application to run in a slice.

2. The UE wants to use 1 application App1a.

3. Requested NSSAI (Slice A) and Capability Indication for sorting the priority?

3.
Allowed NSSAI (Slice A).

4.
The UE establishes a PDU Session using Slice A.

5.
Time pass and the UE wants to use App3a i.e. two options exist:


Option 1:

-
the UE need to use App3a, but the current App1a is more important: Requested NSSAI (Slice A, Slice C);

-
Allowed NSSAI (Slice A) and Reject cause for Slice C:

-
the UE knows that Slice A and Slice C may be mutually exclusive and to be able to use App3 the UE needs to put Slice C with higher priority than Slice A.


Option 2:

-
the UE really needs to use App3a, i.e. it is more important than current App1a (even though it has an established PDU Session): Requested NSSAI (Slice C, Slice A).

-
Allowed NSSAI (Slice C) and Reject cause for Slice A, and the network releases the current PDU Session for Slice A as the PDU Session shall not be allowed to be used when UE is registered to the Slice C.

-
the UE knows that Slice A and Slice C may be mutually exclusive.

-
the UE establishes a PDU Session for Slice C.

In the above scenario the optimal Network Slice configuration is achieved immediately for both options.

The options 1 and 2 shows how to handle already established PDU Sessions.

6.X.3
Procedures

6.X.3.1
General
The UE capability indication and the rejection cause by the 5GC require updates to the Registration Management procedure specified in 3GPP TS 23.502 clause 4.2.2.2.2.

· UE provides an indication of its capability to sort out the S-NSSAIs which are included in the Request S-NSSAIs in priority order in Registration Request towards the 5GC in N2/NAS message? as in step 1 of clause 4.2.2.2.2 in 3GPP TS 23.502.

· 5GC may optionally provide a Reject cause IE in the Registration Accept message towards the UE in a NAS message as in step 21 of clause 4.2.2.2.2 in 3GPP TS 23.502.

6.X.3.2
Interactions with Rel-16 usage of Allowed NSSAI

In Rel-16, the S-NSSAIs that the UE proposed in the Requested NSSAI which were not included in the Allowed NSSAI nor rejected are subscribed S-NSSAIs (as included in the Configured NSSAI) but currently not available for usage. The UE does not have more information than that as to why the S-NSSAI was not registered, i.e. there is no defined procedure in Rel-15 for allowing the UE to discover when an S-NSSAI becomes available for the UE. 
Editor’s note: For Rel-15 and Rel-16 UE, it does not implement prioritization of S-NSSAI(s) in Requested NSSAI, the network has no way to understand UE’s priority on those requested S-NSSAIs.  This implies that network will randomly decide which S-NSSAI(s) have higher priority than the others.  It is FFS on how network handle the S-NSSAI(s) that UE may have more preference than the other when UE continues to request the S-NSSAIs without prioritization.  
Consequently, as the UE does not know when an S-NSSAI becomes available, the UE has no other choice than to propose the same S-NSSAI again in the Requested NSSAI. If the UE also puts the S-NSSAIs in priority order, then existing UE logic can be maintained and the UE can always request all the S-NSSAIs it wants to use.
6.x.3.3
Characteristics of the solution

The proposed solution leads to protocol impacts on the NAS messages sent between the UE and 5GC.

In case SLA covers the agreements for enforcing constraints on simultaneous usage of network slices, then there is no need for any signalling within the network. In case SLA is not enough as a solution, then signalling of HPLMN requirement to VPLMN maybe be required.

The solution achieves an optimal combination of network slice configuration for a UE.

The logic that the UE orders the S-NSSAIs in priority order could be efficient when the information the UE has available is outdated, i.e. this solution can be also used when constraints on simultaneous usage of network slices are standardized as to allow a network decision already before sending the updated constraints information to the UE.

The Requested NSSAI becomes larger than necessary as the UE always provides the slices the UE wants to use (derived by wanted applications and the URSP), but thereby the network gets aware of which slices the UE really wants to access and the network operator may try to address the customer needs by creating new slice configuration accordingly.

The PCF receives configuration information on the mutually exclusive slices provided by the O&M. The RSD in URSP rule intended for the UE may include, for certain applications, with priority, those slices that are not mutually exclusive, thereby, increasing the options for the applications to run in a slice.
6.X.4
Impacts on services, entities and interfaces

UE impact:
-
The UE provides the list of S-NSSAIs in the Requested NSSAI in priority order.
-
The UE provides a capability indication to the 5GC indicating its ability to sort out the S-NSSAIs in priority order.

-
The UE understands, from the Reject cause sent by the 5GC, that an S-NSSAI it requested which is not in the Allowed NSSAI is mutual exclusive to one or more of the S-NSSAIs in the Allowed NSSAI. If the UE wants to access such an S-NSSAI, the UE puts it with highest priority in a new Requested NSSAI.

5GC impact (serving and home):

-
The AMF/NSSF, via the capability indication from the UE understands that the UE provides the list of S-NSSAIs in the Requested NSSAI in priority order.
-
The AMF or NSSF, and optionally PCF may be configured with the list of mutually exclusive network slices.

Editor's note:
It is FFS whether any specific configuration is required in AMF, NSSF and PCF for identifying mutually exclusive network slices once the OAM already takes in account the parameters before deployment and no mutually exclusive slices are supported in configuration already.

-
The AMF/NSSF may optionally send a reject cause towards the UE for slices not allowed in the Allowed NSSAIs, providing information to the UE about which slices are mutually exclusive.
-
If the Requested NSSAI includes Mutually Exclusive S-NSSAIs, then the AMF/NSSF does not include the S-NSSAIs of lower priority in the Allowed NSSAI until all S-NSSAIs of the Allowed NSSAI are allowed to be accessed together.
Editor's note:
It is FFS whether any specific functionality is required in AMF or NSSF beyond the functionality available in Rel-15/16 as the network slices that are mutually incompatible are not configured to share resources.
*** End Change ***
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