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Figure 4.9.1.3.2-1: Inter NG-RAN node N2 based handover, Preparation phase
1.	S-RAN to S-AMF: Handover Required (Target ID, Source to Target transparent container, SM N2 info list, PDU Session IDs, intra system handover indication).
	Source to Target transparent container includes NG-RAN information created by S-RAN to be used by T-RAN, and is transparent to 5GC. It also contains for each PDU session the corresponding User Plane Security Enforcement information, QoS flows /DRBs information subject to data forwarding.
	All PDU Sessions handled by S-RAN (i.e. all existing PDU Sessions with active UP connections) shall be included in the Handover Required message, indicating which of those PDU Session(s) are requested by S-RAN to handover. The SM N2 info includes Direct Forwarding Path Availability if direct data forwarding is available.
	Direct Forwarding Path Availability indicates whether direct forwarding is available from the S-RAN to the T-RAN. This indication from S-RAN can be based on e.g. the presence of IP connectivity and security association(s) between the S-RAN and the T-RAN.
	If the source NG RAN and target NG RAN support RACS as defined in TS 23.501 [2], the Source to Target transparent container shall contain the UE's UE Radio Capability ID instead of UE radio access capabilities. In the case of inter-PLMN handover, when the source and target NG-RAN support RACS as defined in TS 23.501 [2] and the source NG-RAN determines based on local configuration that the target PLMN does not support the UE Radio Capability ID assigned by the source PLMN, then the source NG-RAN includes the UE radio access capabilities in the Source to Target transparent container instead of UE Radio Capability ID.
2.	T-AMF Selection: When the S-AMF can't serve the UE anymore, the S-AMF selects the T-AMF as described in clause 6.3.5 on "AMF Selection Function" in TS 23.501 [2].
3.	[Conditional] S-AMF to T-AMF: Namf_Communication_CreateUEContext Request (N2 Information (Target ID, Source to Target transparent container, SM N2 information list, PDU Session IDs), UE context information (SUPI, Service area restriction, Allowed NSSAI for each Access Type if available, Tracing Requirements, LTE M Indication, the list of PDU Session IDs along with the corresponding SMF information and the corresponding S-NSSAI(s), PCF ID(s), DNN, UE Radio Capability ID and UE Radio Capability Information). If the subscription information includes Tracing Requirements, the old AMF provides the target AMF with Tracing Requirements.
	In inter PLMN mobility case, UE context information includes HPLMN S-NSSAIs corresponding to the Allowed NSSAI for each Access Type, without Allowed NSSAI of source PLMN. The target AMF may determine the Allowed NSSAI based on the HPLMN S-NSSAIs received in step 3, or else the target AMF queries the NSSF by invoking Nnssf_NSSelection_Get service operation with the HPLMN S-NSSAIs and PLMN ID of SUPI. The target AMF may trigger AMF re-allocation when Mobility Registration Update is performed during the Handover execution phase as described in clause 4.2.2.2.3.
	The S-AMF initiates Handover resource allocation procedure by invoking the Namf_Communication_CreateUEContext service operation towards the T-AMF.
	When the S-AMF can still serve the UE, this step and step 12 are not needed.
	If Service area restrictions are available in the S-AMF, they may be forwarded to the T-AMF as described in clause 5.3.4.1.2 in TS 23.501 [2].
	If both Home and Visited PCF ID(s) are provided by the S-AMF, the T-AMF contacts the (V-) PCF identified by the (V-)PCF ID. If the (V-)PCF identified by the (V-)PCF ID is not used or there are no PCF ID(s) received from the S-AMF, the T-AMF may select the PCF(s) as described in TS 23.501 [2], clause 6.3.7.1 and according to the V-NRF to H-NRF interaction described in clause 4.3.2.2.3.3. The T-AMF informs the S-AMF that the PCF ID is not used, as defined in step 12 and then the S-AMF terminates the AM Policy Association with the PCF identified by the PCF ID.
4.	[Conditional] T-AMF to SMF: Nsmf_PDUSession_UpdateSMContext (PDU Session ID, Target ID, T-AMF ID, N2 SM Information).
	For each PDU Session indicated by S-RAN, the AMF invokes the Nsmf_PDUSession_UpdateSMContext Request to the associated SMF. However, if the S-NSSAI associated with PDU Session is not available in the T-AMF, the T-AMF does not invoke Nsmf_PDUSession_UpdateSMContext for this PDU Session.
	PDU Session ID indicates a PDU Session candidate for N2 Handover. Target ID corresponds to Target ID provided by S-RAN in step 1. SM N2 Info includes the Direct Forwarding Path Availability if the direct data forwarding is available between the S-RAN and the T-RAN and has been inserted by the S-RAN.
	If the (T-)AMF detects that the UE moves into a non-allowed area based on Service area restrictions, the (T‑)AMF notifies each NF consumer which has subscribed for UE reachability event (e.g. SMFs corresponding to the list of PDU Sessions received in UE Context from (S-)AMF via Namf_EventExposure_Notify that the UE is only reachable for regulatory prioritized services.
5.	[Conditional] Based on the Target ID, SMF checks if N2 Handover for the indicated PDU Session can be accepted. The SMF checks also the UPF Selection Criteria according to clause 6.3.3 of TS 23.501 [2]. If UE has moved out of the service area of the UPF connecting to NG-RAN, SMF selects a new intermediate UPF. If redundant transmission is performed for one or more QoS Flows of the PDU Session, the SMF selects two new Intermediate UPFs to support the redundant transmission based on two N3 and N9 tunnels between the T-RAN and the UPF (PSA) as described in clause 5.33.2.2 of TS 23.501 [2]. In this case, step 6c and 6d are performed between SMF and each T-UPF.
	In the case that the SMF fails to find a suitable I-UPF, the SMF decides to (based on local policies) either:
-	trigger re-establishment of PDU Session. After handover procedure, SMF sends N1 message to the UE via the AMF by invoking Namf_Communication_N1N2MessageTransfer containing the cause indicating PDU Session re-establishment is required for the UE; or
-	keep the PDU Session, but reject the activation request of User Plane connection for the PDU Session and inform the AMF about it; or
-	release the PDU Session after handover procedure.
6a.	[Conditional] SMF to UPF (PSA): N4 Session Modification Request.
	If the SMF selects a new UPF to act as intermediate UPF for the PDU Session, and the different CN Tunnel Info need be used, the SMF sends N4 Session Modification Request message to UPF (PSA). The SMF provides the CN Tunnel Info (on N9) if the CN Tunnel Info is allocated by the SMF, and UL Packet detection rules associate the CN Tunnel Info (on N9) to be installed on the UPF (PSA).
	If redundant transmission is performed for one or more QoS Flows of the PDU Session and the different CN Tunnel Info need be used, the SMF provides two CN Tunnel Info (on N9) to the UPF (PSA) if the CN Tunnel Info is allocated by the SMF and indicates to the UPF (PSA) one of the CN Tunnel Info is used as redundancy tunnel of the PDU Session.
6b.	[Conditional] UPF (PSA) to SMF: N4 Session Modification Response.
	The UPF (PSA) sends an N4 Session Establishment Response message to the SMF. If the UPF (PSA) allocates CN Tunnel Info (on N9) of UPF (PSA), it provides CN Tunnel Info (on N9) to the SMF. If redundant transmission is performed for one or more QoS Flows of the PDU Session, the UPF (PSA) provides two CN Tunnel Info (on N9) of UPF (PSA) to the SMF and indicates the SMF that one CN Tunnel Info is used as redundancy tunnel of the PDU Session as described in in clause 5.33.2.2 of TS 23.501 [2]. The UPF (PSA) associate the CN Tunnel Info (on N9) with UL Packet detection rules provided by the SMF.
6c.	[Conditional] SMF to T-UPF (intermediate): N4 Session Establishment Request.
	If the SMF selects a new intermediate UPF, i.e. the target UPF (T-UPF), for the PDU Session and if CN Tunnel Info is allocated by the T-UPF, an N4 Session Establishment Request message is sent to the T-UPF, providing Packet detection, enforcement and reporting rules to be installed on the T-UPF. The CN Tunnel Info (on N9) of UPF (PSA) for this PDU Session, which is used to setup N9 tunnel, is also provided to the T-UPF.
6d.	T-UPF (intermediate) to SMF: N4 Session Establishment Response.
	The T-UPF sends an N4 Session Establishment Response message to the SMF with DL CN Tunnel Info and UL CN Tunnel Info (i.e. N3 tunnel info). The SMF starts a timer to release the resource of S-UPF, which is to be used in step 13a of the Execution Phase.
7.	SMF to T-AMF: Nsmf_PDUSession_UpdateSMContext Response (PDU Session ID, N2 SM Information, Reason for non-acceptance).
	If N2 handover for the PDU Session is accepted, the SMF includes in the Nsmf_PDUSession_UpdateSMContext response the N2 SM Information containing the N3 UP address and the UL CN Tunnel ID of the UPF and the QoS parameters for the Target NG-RAN. If redundant transmission is performed for one or more QoS Flows of the PDU Session, two UL CN Tunnel Info are included in the N2 SM Information. If the N2 SM information received at step 4 does not include the Direct Forwarding Path Availability and the SMF knows that there is no indirect data forwarding connectivity between source and target, the N2 SM Information includes a Data forwarding not possible indication. The SMF sends the Alternative QoS Profiles (see TS 23.501 [2]) to the Target NG-RAN on a per QoS Flow basis, if available.
	If N2 handover for the PDU Session is not accepted as described in step 5, the SMF does not include an N2 SM Information regarding the PDU Session to avoid establishment of radio resources at the target NG-RAN. Instead of that, the SMF provides a reason for non-acceptance. If the SMF has received notification from (T-)AMF that the UE is only reachable for regulatory prioritized services, the SMF does not include any N2 SM info regarding the PDU Session for non-regulatory prioritized services to avoid establishment of radio resources at the target NG-RAN. If the SMF receives notification from (T-)AMF that UE is only reachable for regulatory prioritized service after this step via Namf_EventExposure_Notify, the SMF deactivates the PDU Session after handover procedure finish if the PDU Session is not for regulatory prioritized services.
8.	AMF supervises the Nsmf_PDUSession_UpdateSMContext Response messages from the involved SMFs. The lowest value of the Max delay indications for the PDU Sessions that are candidates for handover gives the maximum time AMF may wait for Nsmf_PDUSession_UpdateSMContext Response messages before continuing with the N2 Handover procedure. At expiry of the maximum wait time or when all Nsmf_PDUSession_UpdateSMContext Response messages are received, AMF continues with the N2 Handover procedure (Handover Request message in step 9).
NOTE:	The delay value for each PDU Session is locally configured in the AMF and implementation specific.
9.	T-AMF to T-RAN: Handover Request (Source to Target transparent container, N2 MM Information, N2 SM Information list, Tracing Requirements, UE Radio Capability ID). If the subscription information includes Tracing Requirements, the target AMF provides the target RAN with Tracing Requirements in the Handover Request.
	T-AMF determines T-RAN based on Target ID. T-AMF may allocate a 5G-GUTI valid for the UE in the AMF and target TAI.
	Source to Target transparent container is forwarded as received from S-RAN. N2 MM Information includes e.g. security information and Mobility Restriction List if available in the T-AMF.
	N2 SM Information list includes N2 SM Information received from SMFs for the T-RAN in the Nsmf_PDUSession_UpdateSMContext Response messages received within allowed max delay supervised by the T-AMF mentioned in step 8.
	Mobility Restriction List is sent in N2 MM Information if available in the Target AMF.
	If the UE Radio Capability ID is included in the Handover Request message, when there is no corresponding UE radio capabilities set for UE Radio Capability ID at T-RAN, T-RAN shall request the T-AMF to provide the UE radio capabilities set corresponding to UE Radio Capability ID to the T-RAN.
10.	T-RAN to T-AMF: Handover Request Acknowledge (Target to Source transparent container, List of PDU Sessions to Hand-over with N2 SM information, List of PDU Sessions that failed to be established with the failure cause given in the N2 SM information element).
	Target to Source transparent container includes a UE container with an access stratum part and a NAS part. The UE container is sent transparently via T-AMF, S-AMF and S-RAN to the UE.
	T-RAN creates List Of PDU Sessions failed to be setup and reason for failure (e.g. T-RAN decision, S-NSSAI is not available, unable to fulfill User Plane Security Enforcement) based on T-RAN determination. The information is provided to the S-RAN.
	The N2 SM information in the List Of PDU Sessions to Hand-over, contains per each PDU Session ID T-RAN N3 addressing information i.e. N3 UP address and Tunnel ID of T-RAN for the PDU Session.
	If redundant transmission is performed for one or more QoS Flows of the PDU Session, the T-RAN provides two AN Tunnel Info for the PDU Session in the N2 SM information. The T-RAN indicates to the SMF one of the AN Tunnel Info is used as the redundancy tunnel of the PDU session as described in clause 5.33.2.2 of TS 23.501 [2]. If only one AN Tunnel Info is provided by the Target NG-RAN for the PDU session, the SMF may release these QoS Flows by triggering PDU Session Modification procedure as specified in clause 4.3.3 after the handover procedure.
	The N2 SM information may also include:
-	an Indication whether UP integrity protection is performed or not on the PDU Session.
-	if the PDU Session has at least one QoS Flow subject for data forwarding, N3 UP address and Tunnel ID of T-RAN for receiving forwarded data. The T-RAN provides data forwarding addresses for each data forwarding tunnel which it decided to setup.
-	For each QoS Flow accepted with an Alternative QoS Profile (see TS 23.501 [2]), the Target NG-RAN shall include a reference to the fulfilled Alternative QoS Profile.
11a.	AMF to SMF: Nsmf_PDUSession_UpdateSMContext Request (PDU Session ID, N2 SM response received from T-RAN in step 10).
	For each N2 SM response received from the T-RAN (N2 SM information included in Handover Request Acknowledge), AMF sends the received N2 SM response to the SMF indicated by the respective PDU Session ID.
	If no new T-UPF is selected, SMF stores the N3 tunnel info of T-RAN from the N2 SM response if N2 handover is accepted by T-RAN.
	The SMF/UPF allocates the N3 UP address and Tunnel IDs for indirect data forwarding corresponding to the data forwarding tunnel endpoints established by T-RAN.
	If a PDU Session is indicated as a rejected PDU Session by the Target NG-RAN with an indication that the PDU session was rejected because User Plane Security Enforcement is not supported in the Target NG-RAN and the User Plane Enforcement Policy indicates "Required" as described in clause 5.10.3 of TS 23.501 [2], the SMF triggers the release of this PDU Session. In all other cases of PDU Session rejection, the SMF can decide whether to release the PDU Session (possibly triggering the re-establishment of the PDU Session as described in step 5) or to deactivate the UP connection of this PDU Session.
	If some of the QoS Flows of a PDU Session are not accepted by the Target NG-RAN, the SMF shall initiate the PDU Session Modification procedure to remove the non-accepted QoS Flows from the PDU Session(s) after the handover procedure is completed.
11b.	[Conditional] SMF to T-UPF: N4 Session Modification Request (T-RAN SM N3 forwarding Information list, indication to allocate DL forwarding tunnel(s) for indirect forwarding)
	If the SMF selected a T-UPF in step 6a, the SMF updates the T-UPF by providing the T-RAN SM N3 forwarding information list by sending a N4 Session Modification Request to the T-UPF.
	If indirect forwarding applies based on indication from the S-RAN and the UPF is re-allocated and if the SMF decides to setup the indirect forwarding tunnel on the same T-UPF, the SMF also requests in the N4 Session Modification Request message to the T-UPF, to allocate DL forwarding tunnel(s) for indirect forwarding.
	Indirect forwarding may be performed via a UPF which is different from the T-UPF, in which case the SMF selects a T-UPF for indirect forwarding.
11c.	[Conditional] T-UPF to SMF: N4 Session Modification Response (T-UPF SM N3 forwarding Information list).
	The T-UPF allocates Tunnel Info and returns an N4 Session Modification Response message to the SMF.
	The T-UPF SM N3 forwarding info list includes T-UPF N3 address, T-UPF N3 Tunnel identifiers for forwarding data
11d.	[Conditional] SMF to S-UPF: N4 Session Modification Request (T-RAN SM N3 forwarding Information list or T-UPF SM N3 forwarding Information list, indication to allocate DL forwarding tunnel(s) for indirect forwarding).
	If the UPF is re-allocated, this message includes the T-UPF SM N3 forwarding info list. If the UPF is not re-allocated, this message includes the T-RAN SM N3 forwarding info list.
	If indirect forwarding applies based on indication from NG-RAN and UPF allocates tunnel identities, the SMF indicates in the N4 Session Modification Request message to the S-UPF to allocate DL forwarding tunnel(s) for indirect forwarding.
	Indirect forwarding may be performed via a UPF which is different from the S-UPF.
11e.	[Conditional] S-UPF to SMF: N4 Session Modification Response (S-UPF SM N3 forwarding Information list).
	The S-UPF allocates Tunnel Info and returns an N4 Session establishment Response message to the SMF.
	The S-UPF SM N3 forwarding Information list includes S-UPF N3 address, S-UPF N3 Tunnel identifiers for DL data forwarding.
11f.	SMF to T-AMF: Nsmf_PDUSession_UpdateSMContext Response (N2 SM Information).
	The SMF sends an Nsmf_PDUSession_UpdateSMContext Response message per PDU Session to T-AMF.
	The SMF creates an N2 SM information containing the DL forwarding Tunnel Info to be sent to the S-RAN by the AMF. The SMF includes this information in the Nsmf_PDUSession_UpdateSMContext response. The DL forwarding Tunnel Info can be one of the following information:
-	If direct forwarding applies, then the SMF includes the T-RAN N3 forwarding information the SMF received in step 11a.
-	If the indirect forwarding tunnel is setup in step 11b or 11d, then the SMF includes the T-UPF or S-UPF DL forwarding information containing the N3 UP address and the DL Tunnel ID of the UPF.
12.	[Conditional] T-AMF to S-AMF: Namf_Communication_CreateUEContext Response (N2 information necessary for S-AMF to send Handover Command to S-RAN including Target to Source transparent container, PDU Sessions failed to be setup list, N2 SM information (N3 DL forwarding Information, PCF ID)).
	AMF supervises the Nsmf_PDUSession_UpdateSMContext Response message from the involved SMFs. At expiry of the maximum wait time or when all Nsmf_PDUSession_UpdateSMContext Response messages are received, T-AMF sends the Namf_Communication_CreateUEContext Response to the S-AMF.
	The PDU Sessions failed to be setup list includes the List Of PDU Sessions failed to be setup received from target RAN in step 10 and the Non-accepted PDU session List generated by the T-AMF.
	Non-accepted PDU Session List includes following PDU Session(s) with proper cause value:
-	Non-accepted PDU Session(s) by the SMF(s);
-	Non-accepted PDU Session(s) by the AMF due to no response from the SMF within maximum wait time; and
-	Non-accepted PDU Session(s) by the AMF due to non-available S-NSSAI in the T-AMF, which is decided at step 4.
	The Target to Source transport container is received from the T-RAN. The N2 SM Information is received from the SMF in step 11f.
[bookmark: _Toc20204043][bookmark: _Toc27894730][bookmark: _Toc36191797]4.9.1.3.3	Execution phase


Figure 4.9.1.3.3-1: inter NG-RAN node N2 based handover, execution phase
NOTE 1:	Registration of serving AMF with the UDM is not shown in the figure for brevity.
1.	S-AMF to S-RAN: Handover Command (Target to Source transparent container, List Of PDU Sessions to be handed-over with N2 SM information containing information received from T-RAN during the handover preparation phase, List Of PDU Sessions failed to be setup).
	Target to Source transparent container is forwarded as received from S-AMF.
	The SM forwarding info list includes T-RAN SM N3 forwarding info list for direct forwarding or S-UPF SM N3 forwarding info list for indirect data forwarding
	S-RAN uses the PDU Sessions failed to be setup list and the indicated reason for failure to decide whether to proceed with the N2 Handover procedure.
	If the S-RAN supports and receives a reference to an Alternative QoS Profile for an accepted QoS Flow, it shall take it into account for deciding whether or not to proceed with the N2 Handover procedure (see TS 23.501 [2]).
2.	S-RAN to UE: Handover Command (UE container).
	UE container is a UE part of the Target to Source transparent container which is sent transparently from T-RAN via AMF to S-RAN and is provided to the UE by the S-RAN.
2a0.	If the PLMN has configured secondary RAT usage reporting and the source NG-RAN has Secondary RAT usage data to report, the source NG-RAN node may provide RAN usage data report message (N2 SM Information (Secondary RAT usage data), Handover Flag) as in clause 4.21 to the AMF. The Handover Flag indicates to the AMF that it should buffer the N2 SM Information containing the usage data report before forwarding it.
NOTE 2:	This step is not shown in this figure but the secondary RAT usage data reporting procedure is shown in figure 4.21-1 in clause 4.21.
2a. - 2c.	The S-RAN sends the Uplink RAN Status Transfer message to the S-AMF, as specified in TS 36.300 [46] and TS 38.300 [9]. The S-RAN may omit sending this message if none of the radio bearers of the UE shall be treated with PDCP status preservation.
	If there is an AMF relocation, the S-AMF sends this information to the T-AMF via the Namf_Communication_N1N2MessageTransfer service operation and the T-AMF acknowledges. The S-AMF or, if the AMF is relocated, the T-AMF, sends the information to the T-RAN via the Downlink RAN Status Transfer message, as specified in TS 36.300 [46] and TS 38.300 [9].
3.	Uplink packets are sent from T-RAN to T-UPF and UPF (PSA). Downlink packets are sent from UPF (PSA) to S-RAN via S-UPF. The S-RAN should start forwarding of downlink data from the S-RAN towards the T-RAN for QoS Flows or DRBs subject to data forwarding. This may be either direct (step 3a) or indirect forwarding (step 3b).
4.	UE to T-RAN: Handover Confirm.
	After the UE has successfully synchronized to the target cell, it sends a Handover Confirm message to the T-RAN. Handover is by this message considered as successful by the UE.
5.	T-RAN to T-AMF: Handover Notify.
	Handover is by this message considered as successful in T-RAN.
	For each QoS Flow accepted with an Alternative QoS Profile (see TS 23.501 [2]), the Target-RAN shall send to the SMF a reference to the fulfilled Alternative QoS Profile.
6a.	[Conditional] T-AMF to S-AMF: Namf_Communication_N2InfoNotify.
	The T-AMF notifies to the S-AMF about the N2 handover notify received from the T-RAN by invoking the Namf_Communication_N2InfoNotify.
	A timer in S-AMF is started to supervise when resources in S-RAN shall be release.
6b.	[Conditional] S-AMF to T-AMF: Namf_Communication_N2InfoNotify ACK (N2 SM Information (Secondary RAT usage data)).
	The S-AMF acknowledges by sending the Namf_Communication_N2InfoNotify ACK to the T-AMF. The N2 SM Information here is the one buffered at step 2a0 when applicable.
	During inter PLMN mobility, if the S-AMF has I-NEF routing configured, then the S-AMF should send Ninef_EventExposure_Unsubscribe message to delete the routing configuration in the old I-NEF. If the T-AMF determines that I-NEF is needed, then it can set up a new routing configuration in the new I-NEF as specified in clause 4.15.3.2.3a.
6c.	[Conditional] S-AMF to SMF: Nsmf_PDUSession_ReleaseSMContext Request (SM Context ID, N2 SM Information (Secondary RAT Usage Data)).
	If the PDU Session(s) is not accepted by the T-AMF (e.g. S-NSSAI associated with the PDU Session is not available in the T-AMF), S-AMF triggers PDU Session Release procedure as specified in clause 4.3.4.2 after the S-AMF is notified for the reception of N2 Handover Notify in step 6a.
7.	T-AMF to SMF: Nsmf_PDUSession_UpdateSMContext Request (Handover Complete indication for PDU Session ID, UE presence in LADN service area, N2 SM Information (Secondary RAT usage data)). The N2 SM Information here is the one received at step 6b when applicable.
	Handover Complete indication is sent per each PDU Session to the corresponding SMF to indicate the success of the N2 Handover.
	When an Nsmf_PDUSession_UpdateSMContext Response message arrived too late during the handover preparation phase (see step 8 of clause 4.9.1.3.2), or the PDU Session with SMF involvement is not accepted by T-RAN, Nsmf_PDUSession_UpdateSMContext Request (SM Context ID, Operation Type) is sent to the corresponding SMF allowing the SMF to deallocate a possibly allocated N3 UP address and Tunnel ID of the selected UPF. A PDU Session handled by that SMF is considered deactivated and handover attempt is terminated for that PDU Session.
	In the case that the AMF determines that the PDU Session is related to a LADN then the AMF provides the "UE presence in LADN service area". If the AMF does not provide the "UE presence in LADN service area" indication and the SMF determines that the DNN corresponds to a LADN, then the SMF considers that the UE is OUT of the LADN service area.
	The SMF takes actions for the LADN PDU Session as defined in TS 23.501 [2] clause 5.6.5 based on the "UE presence in LADN service area" indication.
	For each QoS Flow for which the SMF has received a reference to the fulfilled Alternative QoS Profile, the SMF notifies the PCF and the UE as described in TS 23.501 [2].
8a.	[Conditional] SMF to T-UPF (intermediate): N4 Session Modification Request.
	If new T-UPF is inserted or an existing intermediate S-UPF is re-allocated, the SMF shall send N4 Session Modification Request indicating DL AN Tunnel Info of T-RAN to the T-UPF.
8b.	[Conditional] T-UPF to SMF: N4 Session Modification Response.
	The T-UPF acknowledges by sending N4 Session Modification Response message to SMF.
9a.	[Conditional] SMF to S-UPF (intermediate): N4 Session Modification Request.
	If UPF is not re-allocated, the SMF shall send N4 Session Modification Request indicating DL AN Tunnel Info of T-RAN to the S-UPF.
9b.	[Conditional] S-UPF to SMF: N4 Session Modification Response.
	The S-UPF acknowledges by sending N4 Session Modification Response message to SMF.
10a.	[Conditional] SMF to UPF (PSA): N4 Session Modification Request.
	For non-roaming or local breakout roaming scenario, the SMF sends N4 Session Modification Request message to PDU Session Anchor UPF, UPF (PSA), providing N3 AN Tunnel Info of T-RAN or the DL CN Tunnel Info of T-UPF if a new T-UPF is inserted or an existing intermediate S-UPF is re-allocated. If redundant transmission is performed for one or more QoS Flows of the PDU Session, two N3 AN Tunnel Info of T-RAN or two DL CN Tunnel Info of two T-UPFs are provided and the SMF indicates to the UPF (PSA) one of the AN/CN Tunnel Info is used as redundancy tunnel of the PDU Session. If the existing intermediate S-UPF terminating to N9 toward the H-UPF (PDU Session Anchor) is re-allocated for the home routed roaming scenario, the V-SMF invokes an Nsmf_PDUSession_Update Request (End Marker Indication) service operation toward the H-SMF. The End Marker Indication is used to indicate that End Marker(s) is to be sent.
	In the case of the S-UPF acts as a UL CL or BP, the SMF indicates only one of the PDU Session Anchors to send the "end marker" packets. To ensure the "end marker" is the last user plane packet on the old path, the SMF should modify the path on other PDU Session Anchors before it indicates the PDU Session Anchor to send the "end marker" packets.
	If T-UPF is not inserted or an existing intermediate S-UPF is not re-allocated, step 10a and step 10b are skipped.
10b.	[Conditional] UPF (PSA) to SMF: N4 Session Modification Response.
	The UPF (PSA) sends N4 Session Modification Response message to SMF. In order to assist the reordering function in the T-RAN, the UPF (PSA) sends one or more "end marker" packets for each N3 tunnel on the old path immediately after switching the path, the source NG-RAN shall forward the "end marker" packets to the target NG-RAN. At this point, UPF (PSA) starts sending downlink packets to the T-RAN, via T-UPF if a new T-UPF is inserted or an existing intermediate S-UPF is re-allocated. In the case of home routed roaming scenario, the H-SMF responds with the Nsmf_PDUSession_Update Response service operation to V-SMF once the H-UPF (PDU Session Anchor) is updated with the UL Tunnel Info of the T-UPF.
	When there are multiple UPFs(PSA), step 10a and step 10b are performed for each UPFs(PSA).
11.	SMF to T-AMF: Nsmf_PDUSession_UpdateSMContext Response (PDU Session ID).
	SMF confirms reception of Handover Complete.
	If indirect data forwarding applies, the SMF starts an indirect data forwarding timer, to be used to release the resource of indirect data forwarding tunnel.
12.	The UE initiates Mobility Registration Update procedure as described in clause 4.2.2.2.2.
	The target AMF knows that it is a Handover procedure and therefore the target AMF performs only a subset of the Registration procedure, specifically the steps 4, 5, and 10 in the Registration procedure for the context transfer between source AMF and target AMF are skipped. 
	The target AMF, based on the S-NSSAIs subject to Network Slice-Specific Authentication and Authorization status informationfrom source AMF in step 3 of clause 4.9.1.3.2, may decide to skip step 25 in the Registration procedure (i.e. NSSAA procedure) or whether to perform it if the status is pending.
13a.	[Conditional] SMF to S-UPF (intermediate): N4 Session Release Request.
	If there is a source intermediate UPF, the SMF initiates resource release, after timer in step 6 or indirect data forwarding timer expires, by sending an N4 Session Release Request (Release Cause) to source UPF. This message is also used to release the indirect data forwarding resource in S-UPF.
13b.	S-UPF to SMF: N4 Session Release Response.
	The S-UPF acknowledges with an N4 Session Release Response message to confirm the release of resources.
	In the case of indirect data forwarding, the resource of indirect data forwarding is also released.
14a.	AMF to S-RAN: UE Context Release Command ().
	After the timer in step 6a expires, the AMF sends UE Context Release Command.
14b.	S-RAN to AMF: UE Context Release Complete ().
	The source NG-RAN releases its resources related to the UE and responds with a UE Context Release Complete () message.
15a.	[Conditional] SMF to T-UPF: N4 Session Modification Request.
	If indirect forwarding applies and UPF is re-allocated, after timer of indirect data forwarding expires, the SMF sends N4 Session Modification Request to T-UPF to release the indirect data forwarding resource.
15b.	[Conditional] T-UPF to SMF: N4 Session Modification Response.
	The T-UPF acknowledges with an N4 Session Modification Response message to confirm the release of indirect data forwarding resources.
If the AMF is subscribed to Mobility Event by other NFs, the AMF notifies the event to the corresponding NFs by invoking the Namf_EventExposure_Notify service operation as described in clause 4.15.4.2.
Upon reception of the Namf_EventExposure_Notify with an indication that UE is reachable only for regulatory prioritized service, the SMF deactivates the PDU Session if the service of the PDU Session is not regulatory prioritized. For home routed roaming case, the V-SMF triggers the deactivation of the PDU Session, in addition, the H-SMF refrains from sending downlink signalling if the signalling is not related to regulatory prioritized service upon receiving the notification.
*************** Next change ***************
[bookmark: _Toc20204400][bookmark: _Toc27895099][bookmark: _Toc36192192]5.2.2.2.2	Namf_Communication_UEContextTransfer service operation
Service operation name: Namf_Communication_UEContextTransfer
Description: Provides the UE context to the consumer NF.
Input, Required: 5G-GUTI or SUPI, Access Type, Reason.
Input, Optional: Integrity protected message from the UE that triggers the context transfer.
Output, Required: The UE context of the identified UE or only the SUPI and an indication that the Registration Request has been validated. The UE context is detailed in table 5.2.2.2.2-1.
Output, Optional: Mobile Equipment Identifier (if available), Allowed NSSAI, Mapping Of Allowed NSSAI.
See clause 4.2.2.2.2 for example of usage of this service operation. If the consumer NF sent an integrity protected message from the UE, the AMF uses it to verify whether this request is permitted to retrieve the UE context of the UE. If it is permitted, the AMF provides UE context to the consumer NF in the Namf_Communication_UEContextTransfer response. The following table illustrates the UE Context:
Table 5.2.2.2.2-1: UE Context in AMF
	Field
	Description

	SUPI
	SUPI (Subscription Permanent Identifier) is the subscriber's permanent identity in 5GS.

	Routing Indicator
	UE's Routing Indicator that allows together with SUCI/SUPI Home Network Identifier to route network signalling to AUSF and UDM instances capable to serve the subscriber

	AUSF Group ID
	The AUSF Group ID for the given UE.

	UDM Group ID
	The UDM Group ID for the UE.

	PCF Group ID
	The PCF Group ID for the UE.

	SUPI-unauthenticated-indicator
	This indicates whether the SUPI is unauthenticated.

	GPSI
	The GPSI(s) of the UE. The presence is dictated by its storage in the UDM.

	5G-GUTI
	5G Globally Unique Temporary Identifier.

	PEI
	Mobile Equipment Identity 

	Internal Group ID-list
	List of the subscribed internal group(s) that the UE belongs to.

	UE Specific DRX Parameters
	UE specific DRX parameters.

	UE MM Network Capability
	Indicates the UE MM network capabilities.

	5GMM Capability
	Includes other UE capabilities related to 5GCN or interworking with EPS.

	Events Subscription
	List of the event subscriptions by other CP NFs. Indicating the events being subscribed as well as any information on how to send the corresponding notifications

	LTE-M Indication
	Indicates if the UE is a Category M UE. This is based on indication provided by the NG-RAN or by the MME at EPS to 5GS handover.

	MO Exception Data Counter
	MO Exception Data Counter used for Small Data Rate Control purposes, see clause 5.31.14.3 of TS 23.501 [2].

	AMF-Associated Expected UE Behaviour parameters
	Indicates per UE the Expected UE Behaviour Parameters and their corresponding validity times as specified in clause 4.15.6.3.

	For the AM Policy Association:

	AM Policy Information
	Information on AM policy provided by PCF. Includes the Policy Control Request Triggers and the Policy Control Request Information. Includes the authorized RFSP and the authorized Service Area Restrictions.

	PCF ID
	The identifier of the PCF for AM Policy. In roaming, the identifier of V-PCF (NOTE 2).

	For the UE Policy Association:

	Trigger Information
	The Policy Control Request Triggers on UE policy provided by PCF.

	PCF ID(s)
	The identifier of the PCF for UE Policy. In roaming, the identifiers of both V-PCF and H-PCF (NOTE 1) (NOTE 2).

	Subscribed RFSP Index
	An index to specific RRM configuration in the NG-RAN that is received from the UDM.

	RFSP Index in Use
	An index to specific RRM configuration in the NG-RAN that is currently in use.

	UE-AMBR in serving network
	The UE-AMBR that has been sent to RAN (e.g. based on subscribed UE-AMBR from UDM or UE-AMBR received from PCF)

	MICO Mode Indication
	Indicates the MICO Mode for the UE.

	Extended idle mode DRX Parameters
	Negotiated extended idle mode DRX parameters.

	Active Time Value for MICO mode
	UE specific Active Time value allocated by AMF for MICO mode handling.

	Strictly Periodic Registration Timer Indication
	An indication that UE shall perform the Periodic Registration Update in a strictly periodic time, see TS 23.501 [2], clause 5.31.7.5.

	Voice Support Match Indicator
	An indication whether the UE radio capabilities are compatible with the network configuration. The AMF uses it as an input for setting the IMS voice over PS Session Supported Indication over 3GPP access.

	Homogenous Support of IMS Voice over PS Sessions
	Indicates per UE if "IMS Voice over PS Sessions" is homogeneously supported in all TAs in the serving AMF or homogeneously not supported, or, support is non-homogeneous/unknown, see clause 5.16.3.3 of TS 23.501 [2].

	UE Radio Capability for Paging Information
	Information used by the NG-RAN to enhance the paging towards the UE (see clause 5.4.4.1 of TS 23.501 [2]).

	Information On Recommended Cells And RAN nodes For Paging
	Information sent by the NG-RAN, and used by the AMF when paging the UE to help determining the NG-RAN nodes to be paged as well as to provide the information on recommended cells to each of these NG-RAN nodes, in order to optimize the probability of successful paging while minimizing the signalling load on the radio path.

	UE Radio Capability Information
	Information sent by the NG-RAN node and stored in the AMF. The AMF sends this information to the NG-RAN node within the UE context during transition to CM-CONNECTED state, except for NB-IoT when NB-IoT specific UE Radio Access Capability are sent instead.

	UE Radio Capability ID
	Pointer that uniquely identifies a set of UE Radio Capabilities in UCMF as defined in TS 23.501 [2].

	NB-IoT specific UE Radio Access Capability Information
	NB-IoT specific UE radio access capabilities.

	WUS Assistance Information
	Assistance information for determining the WUS group (see TS 23.501 [2]).

	SMSF Identifier
	The Identifier of the SMSF serving the UE in RM‑REGISTERED state.

	SMSF Address
	The Address of the SMSF serving the UE in RM-REGISTERED state. (see clause 4.13.3.1).

	SMS Subscription
	Indicates subscription to any SMS delivery service over NAS irrespective of access type.

	SEAF data
	Master security information received from AUSF.

	Last used EPS PLMN ID
	The identifier of the last used EPS PLMN.

	Paging Assistance Data for CE capable UE
	Paging Assistance Data for Enhanced Coverage level and cell ID provided by the last NG-RAN the UE was connected to.

	Enhanced Coverage Restricted Information
	Specifies whether CE mode B is restricted for the UE, or both CE mode A and CE mode B are restricted for the UE, or both CE mode A and CE mode B are not restricted for the UE.

	Service Gap Time
	Used to set the Service Gap timer for Service Gap Control (see TS 23.501 [2] clause 5.31.16).

	Running Service Gap expiry time
	The time of expiry of a currently running Service Gap Timer (see TS 23.501 [2] clause 5.31.16).

	NB-IoT UE Priority
	Numerical value used by the NG-RAN to prioritise between UEs accessing via NB-IoT.

	List of Small Data Rate Control Statuses
	List of Small Data Rate Control Statuses by DNN and S-NSSAI for the released PDU Sessions, see TS 23.501 [2] clause 5.31.14.3.

	List of APN Rate Control Statuses
	Indicates for each APN, the APN Rate Control Status (see TS 23.401 [13] clause 4.7.7.3) received from an MME when mobility from EPC to 5GC occurs. This information is provided to the MME during 5GC to EPC mobility.

	For each access type level context within the UE access and mobility context:

	Access Type
	Indicates the access type for this context.

	RM State
	Registration management state.

	Registration Area
	Current Registration Area (a set of tracking areas in TAI List).

	TAI of last Registration
	TAI of the TA in which the last Registration Request was initiated.

	User Location Information
	Information on user location.

	Mobility Restrictions
	Mobility Restrictions restrict mobility handling or service access of a UE. It consists of RAT restriction, Forbidden area, Service area restrictions and Core Network type restriction. It may also contain an Allowed CAG list and, optionally an indication whether the UE is only allowed to access 5GS via CAG cells.

	Security Information for CP
	As defined in TS 33.501 [15].

	Security Information for UP
	As defined in TS 33.501 [15].

	Allowed NSSAI
	Allowed NSSAI consisting of one or more S-NSSAIs for serving PLMN in the present Registration Area.

	Mapping Of Allowed NSSAI
	Mapping Of Allowed NSSAI is the mapping of each S-NSSAI of the Allowed NSSAI to the S-NSSAIs of the Subscribed S-NSSAIs.

	[bookmark: _Hlk38352393][bookmark: _Hlk38352819]S-NSSAIs subject to Network Slice-Specific Authentication and Authorization
	Subscribed S-NSSAIs Subject to NSSAA as to allow the AMF to initiate the NSSAA procedure for a certain S-NSSAI which was previously authorized.
[bookmark: _GoBack]Also including the status, i.e. result, of the NSSAA or whether the S-NSSAI is Pending the completion of a NSSAA procedure.

	Inclusion of NSSAI in RRC Connection Establishment Allowed by HPLMN
	[Only for 3GPP access] it defines whether the UDM has indicated that the UE is allowed to include NSSAI in the RRC connection Establishment in clear text.

	Access Stratum Connection Establishment NSSAI Inclusion Mode 
	Defines what NSSAI, if any, to include in the Access Stratum connection establishment as specified in TS 23.501 [2] clause 5.15.9.

	CM state for UE connected via N3IWF/TNGF
	Identifies the UE CM state (CM-IDLE, CM-CONNECTED) for UE connected via N3IWF/TNGF

	N2 address information for N3IWF/TNGF
	Identifies the N3IWF/TNGF to which UE is connected. Exists only if CM state for UE connected via N3IWF/TNGF is CM-CONNECTED.

	AMF UE NGAP ID
	Identifies the UE association over the NG interface within the AMF as defined in TS 38.413 [10]. This parameter exists only if CM state for the respective Access Type is CM-CONNECTED.

	RAN UE NGAP ID
	Identifies the UE association over the NG interface within the NG-RAN node as defined in TS 38.413 [10]. This parameter exists only if CM state for the respective Access Type is CM-CONNECTED.

	Network Slice Instance(s)
	The Network Slice Instances selected by 5GC for this UE.

	URRP-AMF information
	UE Reachability Request Parameter contains a list of URRP-AMF flags and associated authorised NF IDs. Each URRP-AMF flag indicates whether direct UE reachability notification has been authorised by the HPLMN towards the associated NF ID or not.

	SoR Update Indicator for Initial Registration
	An indication whether the UDM requests the AMF to retrieve SoR information when the UE performs NAS Registration Type "Initial Registration".

	SoR Update Indicator for Emergency Registration
	An indication whether the UDM requests the AMF to retrieve SoR information when the UE performs NAS Registration Type "Emergency Registration".

	Charging Characteristics
	The Charging Characteristics as defined in Annex A, clause A.1 of TS 32.256 [71].

	For each PDU Session level context:

	S-NSSAI(s)
	The S-NSSAI(s) associated to the PDU Session.

	DNN
	The associated DNN for the PDU Session.

	Network Slice Instance id
	The network Slice Instance information for the PDU Session

	PDU Session ID
	The identifier of the PDU Session.

	SMF Information
	The associated SMF identifier and SMF address for the PDU Session.

	Access Type
	The current access type for this PDU Session.

	EBI-ARP list
	The allocated EBI and associated ARP pairs for this PDU session.

	5GSM Core Network Capability
	The UEs 5GSM Core Network Capability as defined in TS 23.501 [2] clause 5.4.4b.

	SMF derived CN assisted RAN parameters tuning
	These are PDU Session specific parameters received from the SMF and used by the AMF to derive the Core Network assisted RAN parameters tuning.

	NOTE 1:	The AMF transfers the PCF ID to the SMF during PDU Session Establishment. The SMF may select the PCF identified by the PCF ID as described in TS 23.501 [2], clause 6.3.7.1. In HR roaming case, the AMF transfers the identifier of H-PCF as described in clause 4.3.2.2.2. In LBO roaming case, the AMF transfers the identifier of V-PCF as described in clause 4.3.2.2.1.
NOTE 2:	The PCF ID in AM Policy Association information and the PCF ID in UE Policy Association Information should be the same in non-roaming case. The V-PCF ID in AM Policy Association information and the V-PCF ID in UE Policy Association Information should be the same in roaming case.



*************** End of changes ***************
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