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1. Introduction
The problem description is well documented in S2-2002195, and just summarize here on high level:

· The PCF may change the RFSP index value based on policy decisions depending on conditions, but there is no procedure that defines how to change the RFSP index value when the user accesses a specific application or when the user buys a package that prioritizes a specific application for a given timeframe. Similarly,

· The PCF may change the Service Area Restrictions (i.e. SAR) based on policy decisions, but there is no procedure that defines how to change the Service Area Restrictions when the user buys a package that lifts or modifies these restrictions for a given timeframe.

Release 16 supports AM policies in the PCF, but the options for dynamically triggering the establishment/modification/termination of Access and Mobility (i.e. AM) policies by third parties or based on application detection have been overlooked.
What follows is a discussion, analysis and some conclusions on how to enable dynamically change of RFSP index or SAR or in general any AM Policy.
The solution proposed in S2-2002195 is listed as one of the options.

2. Discussion
Here, the problem to be resolved is formulated, and several options are listed. 
2.1
Question 1: How to trigger a dynamically change of RFSP or SAR (AM Policies)
Three possible scenarios are identified to trigger a dynamic change, S2-2002195:

1. The user manually activates an interactive video prioritisation pack that improves their video service, or the user pays a fee to have access to a full range of coverage, not restricted to a subscribed list of TAIs. Both examples refer to temporary conditions with a time duration provided e.g. for a week. The new conditions are applicable before the service starts to enable a seamless experience. 
2. The application is automatically detected by a DPI type function

3. A third-party application such as an interactive video provider signals to the network that a call has commenced.

In order to resolve scenario 1, the following alternative solutions are possible:

a) A new service is defined, Npcf_AMPolicyAuthorization, as proposed in S2-2002195 and the WID, that is “similar” to Npcf_PolicyAuthorization but allows the AF to request change of RFSP or SAR with a duration.
· Issue 1a): Npcf_PolicyAuthorization enables the AF to e.g. request QoS for a service that has started or is about to start, and as such the UE is connected. However, scenario 1 should work when both the UE is connected or not.

· Issue 2a): A request to change RFSP or SAR may not be visible to a 3rd party while may be okay for an AF in the operator domain. 

Observation: Solution a) cannot be defined, due to the lack of details.

b) Same as a), to resolve the issues above:

· Solution to Issue 1a): the NEF stores the request from the AF in the UDR if the UE is not registered and sends it to the PCF otherwise. Similarly, the PCF stores the request from the AF in the UDR when the AM Policy association is terminated. 

· Solution to Issue 2a) : In addition, the new Nnef_AMPolicyAuthorization service is defined to allow a 3rd party AF to provide either an “geographical area of coverage” or a request “to prioritize the traffic”, using a “Steering index”, that is provided to the PCF.
c) Reuse existing services and procedures, that are used to provision parameters from an external party, Nnef_ParameterProvisioning that is extended to allow provisioning of AM related data (i.e. Steering Index or geographical area of coverage) into UDR as Application Data, then a PCF that subscribed to changes on AM related data is updated and the RFSP index or the SAR is enforced for this UE.
d) Same a c) but a new Nnef service and a new procedure is defined specific for AM related data (as it is defined for AF influence or for xBDT).

e) Reuse the existing service Npcf_PolicyAuthorization that allows the AF to request e.g. QoS for a service, or sponsored a service, also to request to prioritize user traffic or to change the area of coverage of a UE. In this solution, some extensions are needed:

· A new service operation is required to allow the AF to send a request for a UE (and not for a particular PDU sessions assigned to the UE where the service starts). UE address is mandatory.
· Same extensions as Solution 1b).

· Requires PCF to PCF communication if different PCFs serves the AMF and the SMF, directly or via UDR.
Analysis of the solutions are listed in the table below:
	Solution# for scenario 1
	Impacts on procedures
	Impacts on services
	Additional aspects

	Solution a)
	Required. 

New procedure to allow the AF to request a temporary change of AM related to data.
	Required. 

A new service operation Npcf_AMPolicyAuthorization service
	The scenario when the UE is not registered is not covered.

How the AF request a change of AM data is not covered.

Whether NEF operations are updated, or new ones are defined is not covered

	Solution b)
	Required. 

New procedure to allow the AF to request a temporary change of AM related to data that remains in UDR if the UE is not connected.
	Required. 

Same as solution a). Input parameters include both “area of coverage” and “Priority index”
A new service operation Nnef_AMPolicyAuthorization
	

	Solution c)
	Required.
The procedure for exposure and parameter provisioning is reused and extended to allow storage of AM Policies in the UDR by NEF.
	Required. 

Reuses existing Nnef and Nudr services.
New parameters to allow AM related data are optional input data.
	

	Solution d)
	Required.
New procedure.
	Required.
New Nnef service operation 
	Follows existing mechanism to provision application data for a UE

	Solution e)
	Required.
New procedure, the same as in Solution b)

New procedure to allow PCF-SM to inform on the request to change AM policies either directly or via UDR.
	Required.

New service operations in Npcf_PolicyAuthorization

New service operation to allow PCF to PCF communication (optional)
	


Conclusion 1: Based on the criteria to minimize impacts in the specifications, solution d) is recommended for scenario 1 above.
In order to resolve scenario 2: “the application is automatically detected by a DPI type function that triggers a change of RFSP index value while application is running”, here the assumption is that the operator policies in the PCF indicates the RFSP index value to be assigned and the duration.

Then, if PCF serving the AMF (i.e. PCF-AM) and SMF (i.e. PCF-SM) are different, then the operator policies in the PCF-AM needs as input the start and stop of a service that requires steering. The following solutions are listed:

a) Extending Npcf_EventExposure to allow PCF-AM to trigger subscription to start and stop of application to the PCF-SM. The decision to trigger the subscription to EventExposure is based on operator policies in the PCF-AM for those services that require steering the UE to different frequencies or RATs based on the RFSP index value.
b) The PCF serving the SMF uses Npcf_AMPolicyAuthorization to provide a request for steering UE traffic when the service starts or stops.
Conclusion 2: The role of the PCF-AM tfor policy control of AM policies is extended to include new triggers, i.e. start and stop of application, and therefore the solution a) above maintains the role of the PCF-AM.
In order to resolve scenario 3, the existing service Npcf_PolicyAuthorization can also be reused to indicate that a service starts, assuming connected to a QoS request for the service.
2.2
Question 2: How the PCF-SM finds the PCF-AM
In this document, the request to change the RFSP index or Service Area Restrictions is considered Application data that is stored in the UDR. As such, the PCF-AM knows if a UE is subject of change of AM policies due to dynamic triggers, and therefore the PCF-AM subscribes to the PCF-SM to request reporting these dynamic triggers, i.e. when the service started either by the application or via the SMF/UPF.

Some solutions on how to discover the PCF serving a PDU session are described in S2-20xxx to allow discovery of the PCF serving a PDU session, here we select the BSF solution, as such the PCF-AM may just subscribe to any PCF serving the UE PDU sessions, since it has no knowledge on which PDU session the service will be started or may use URSP rules if those are available for the service and then subscribe to any PCF that handles a S-NSSAI and DNN, as stated in the URSP rule.

Conclusion 3: PCF discovery uses BSF with new operations to allow subscription to notification when a new PCF serves a S-NSSAI and DNN is registered in the BSF.
3. Conclusion and proposal(s)

Based on the analysis above it is proposed to update the WI (S2-2002725) according to the proposals listed here:

· Define a new Nnef service to influence the PCF decision to allocate RFSP index value or to define the Service Area Restrictions for a UE. This request has a validity period assigned. 

· Extend the UDR application data include:

·  “Steering requirements index” to indicate a Steering profile Id for UE traffic accessing an application and a “validity period”.  
·  “Geographical area of coverage” to indicate the area of coverage of a UE and a “validity period”.

· Cover the scenario where both PCF-AM and PCF-SM are not the same PCF.

· Allow PCF-AM requests notifications of dynamic triggers for a change of AM Policies. Example, Npcf_EventExposure.

· Extend Nbsf service operations to allow notifications when a new PCF serving a S-NSSAI, DNN is registered.
Requested time allocation 1 time slot. 
Time allocation may potentially be divided in two SA2 meetings, 0.5 time slot each. First the functional description and services are defined, then the procedures in 23.502.

 4. Estimated impacts on SA2 TSs

4.1 Impacts on 23.501

A new Nnef service defined in TS 23.501 as follows:
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A new Nnef and Npcf service defined in TS 23.501 as follows:
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4.2 Impacts on 23.502

New Nnef service operations are defined in TS 23.502 as follows:
Nnef_AccessandMobilityInfluence service

General

Service description: This service provides the capability to the NF Service Consumer to influence the Access and Mobility policies decisions for a UE registered, as described in TS 23.503 [20], clause 6.1.2.2.

Nnef_AccessandMobilityInfluence_Create operation

Service operation name: Nnef_ AccessandMobilityInfluence_Create

Description: Authorize the request and forward the request to influence Access and Mobility policy decisions.

Inputs (required): GPSI, Temporal validity condition.
Inputs (optional): Geographical area of coverage, Steering profile index, Application Id(s), Temporal validity condition.

Outputs (required): Operation execution result indication, Transaction Id.

Outputs (optional): None. 

Nnef_AccessandMobilityInfluence_Update operation

Service operation name: Nnef_AccessandMobilityInfluence_Update
Description: Authorize the request and forward the request to update the influence Access and Mobility policy decisions.

Inputs (required): Transaction Id. 
Inputs (optional): Geographical area of coverage, Steering profile index, Application Id(s), Temporal validity condition.
Outputs (required): Operation execution result indication, Transaction Id.

Outputs (optional): None.

Nnef_ AccessandMobilityInfluence_Delete operation

Service operation name: Nnef_ AccessandMobilityInfluence_Delete

Description: Authorize the request and forward the request to delete(s) request to influence Access and Mobility policy decisions.

Inputs (required): Transaction Id.

Inputs (optional): None.

Outputs (required): Operation execution result indication.

Outputs (optional): None.

A new Nnef service Nnef_AMPolicy Authorization to allow AF to indicate that a call started or ended. This triggers the change of RFSP index value. 
A new Npcf service Nnef_AMPolicy Authorization to allow AF to indicate that a call started or ended. This triggers the change of RFSP index value. 

A new Nbsf service operation defined in TS 23.502 to allow notifications when a new PCF registers a new UE address for a PDU session in the BSF. This is for the scenario when PCF serving AM and SM policies are different and not needed when a PCF serves both AM and SM policies.

New Event triggers in the Npcf_EventExposure service to allow notifications when an application starts/stops.
4.3 Impacts on 23.503

Extensions of the Access and Mobility policy functionality in 23.503 to allow:

- an AF to influence the Access and Mobility settings for a UE, including the application (s) that require change of RFSP value or a change of SAR (this is not related to an application) and time conditions.
- the PCF serving the AMF to subscribe to notifications to the BSF, when the UE established a PDU session to a DNN,S-NSSAI serving the Application ID(s). 

- the PCF serving the AMF to subscribe to notifications to the PCF serving the SMF to report start or stop of an application, the PCF-SM maps this request to an installation of PCC Rules.

- the PCF serving the AMF triggers a change of RFSP either unconditionally, when the AF did not provide any application(s) or when the application is detected, when the AF provided an application(s). 
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