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	Reason for change:
	TS 23.501 defines that for Service Exposure scenarios where for EPC-5GC Interworking is required it is specified that a combined NEF+SCEF need not perform the same procedures for the configuration of monitoring events towards the HSS+UDM twice. As specified, the combined NEF+SCEF may choose to execute either EPC or 5GC procedures based on implementation choice. 
This is however not possible specially in the case where the HSS and the UDM are deployed as separete network entities as defined in TS 23.362. In this situation there is no means for the HSS or UDM to trigger the configuration of the corresponding monitoring event in the other domain.
Existing specified EPC and 5GC procedures between the NEF+SCEF do not enable the proposed behaviour either. For example, if the NEF+SCEF decides to use EPC procedures to configure a monitoring event also in 5GC, the SCEF shall provide the NEF ID (NEF notification callback URI) to the HSS over S6t. Similarly, if the NEF+SCEF decides to use 5GC procedures instead, the NEF shall provide the SCEF ID to the UDM over Nudm SBI API. Neither of these capabilities are currently available in S6t or Nudm SBI API.   
Finally, it is questionable that the NEF+SCEF can have the choice to execute the procedures using either EPC or 5GC procedures and the need to impact both interfaces as highligheted previously.

	
	

	Summary of change:
	This CR proposes a flow for common network event exposure via UDM. NEF+SCEF indicates to UDM that it requires the event reporting performed also by EPC domain (i.e. MME reporting via t6a interface) in addition to 5GC domain by requesting explicitly the monitoring in EPC. 

When the HSS and the UDM are deployed as separete network entities, UDM then consumes services produced by HSS (to be defined in TS 23.362) so that HSS and MME are able to report events to the combined SCEF+NEF.

	
	

	Consequences if not approved:
	Common network exposure is not supported specially in the case where HSS and UDM are deployed as separate network entities.
NEF+SCEF need to execute configuration of monitoring events in EPC and 5GC independently. 
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* * * First Change * * * *
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Figure 4.11.6.X-1 represent the information flow to configure monitoring events applicable to both EPC and 5GC using 5GC procedures towards UDM in scenarios where interworking between 5GS and EPC is possible. 


Figure 4.11.6.X-1: Configuration of monitoring events for common network exposure
1.	The AF configures a monitoring event via the SCEF+NEF using the Nnef_EventExposure_Subscribe service operation.  
2.	SCEF+NEF configures the monitoring event in the UDM+HSS using the Nudm_EventExposure_Subscribe service operation.  
The combined SCEF+NEF indicates that the monitoring event is also applicable to EPC (i.e. the event must be reported both by 5GC and EPC). Depending on the type of event, the SCEF+NEF may include a SCEF address (i.e. if the event needs to be configured in the MME and the corresponding notification needs to be sent directly to the SCEF).
3.	The HSS+UDM configures the monitoring event. For events that need to be reported from a serving node (e.g. location change) the HSS+UDM requests the configuration of the monitoring event to the corresponding serving node in the 5GC and EPC. The HSS+UDM uses the corresponding Event Exposure Subscribe service operation to configure monitoring events in 5GC serving NFs (e.g. Namf_EventExposure_Subscribe or Nsmf_EventExposure_Subscribe). The HSS+UDM uses the procedures defined in 3GPP TS 23.682 [23] to configure monitoring events in MME. The HSS+UDM provides the MME with the SCEF address during the configuration of the monitoring event in EPC. If the HSS and UDM are deployed as separate network entities, UDM shall use HSS services to configure the monitoring event in EPC as defined in 3GPP TS 23.632 [68].
4.	The HSS+UDM replies the SCEF+NEF with the indication that the monitoring event was successfully configured in 5GC and EPC by sending the Nudm_EventExposure_Subscribe Response. 
5.	The SCEF+NEF responds to AF by sending Nnef_EventExposure_Subscribe Response.
6.	The SCEF+NEF is notified when HSS+UDM or the serving node at the 5GC or EPC detects the corresponding event. The HSS+UDM notifies the SCEF+NEF using the Nudm_EventExposure_Notify service operation. A serving NF in the 5GC notifies the SCEF+NEF using the corresponding Event Exposure Notify service operation (e.g. Namf_EventExposure_Notify or Nsmf_EventExposure_Notify). The MME notifies the SCEF+NEF using the procedures defined in 3GPP TS 23.682 [23] using the SCEF address provided by the HSS+UDM in step 3. 
7. The SCEF+NEF notifies the AF using the Nnef_EventExposure_Notify service operation.  

* * * Next Change * * * *
5.2.3.5.2	Nudm_EventExposure_Subscribe service operation
Service operation name: Nudm_EventExposure_Subscribe
Description: The NF consumer subscribes to receive an event, or if the subscription is already defined in UDM, then the subscription is updated.
NF Consumers: NEF.
Inputs (required): Target of Event Reporting: UE(s) ID (SUPI or GPSI, Internal Group Identifier or External Group Identifier, or indication that any UE is targeted), Event filter containing the Event Id(s) (see clause 4.15.3.1) and Event Reporting Information defined in Table 4.15.1-1.
Inputs (optional): Expiry time, DNN, S-NSSAI, traffic descriptor identifying the source of the downlink IP or Ethernet traffic (for Availability after DDN Failure and downlink data delivery status events).
For configuration of monitoring events applicable to both EPC and 5GC, a combined SCEF+NEF indicates that the monitoring event is also applicable to EPC (i.e. the event must be reported both by 5GC and EPC) and may include a SCEF address (i.e. if the event needs to be configured in a serving node in the EPC and the corresponding notification needs to be sent directly to the SCEF).
Outputs (required): Operation execution result indication. When the subscription is accepted: Subscription Correlation ID, Expiry time (required if the subscription can be expired based on the operator's policy).
Outputs (optional): First corresponding event report is included, if corresponding information is available (see clause 4.15.1), Number of UE if the External Group Identifier and Maximum Number of Reports are included in the inputs.
Number of UEs indicates the number of UEs within the group identified by the External Group Identifier. The NEF uses this value to determine whether the monitoring event has been reported for all group member UEs.
* * * End of Changes * * * *
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