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	Reason for change:
	- The specification is unclear how to handle multiple NW-TT ports per UPF. It is not possible to know a priori the NW-TT port that needs to be bound to a PDU session, since traffic forwarding inform
ation is calculated and configured on a later phase, i.e., configuration phase. Given the agreement that the 5GS models a TSN bridge, the UPF needs to be able to bridge Ethernet traffic between the device side ports and the network side ports in the general case. Just as there is no binding between PDU sessions and network interfaces for IP traffic, and traffic is routed to the appropriate outgoing interface using a routing table, for Ethernet traffic there should not be any binding between PDU sessions and network ports, and frames should be bridged based on a forwarding table.  A single device may need to communicate via any of the network side ports depending on which host it communicates with.
-  It is unclear which egress port on the NW-TT to forward the uplink TSC flow since lack of Traffic forwarding information at the NW-TT. 
To support all the above, we propose that the forwarding information in the shape of Static Filtering Entries is kept and maintained at the UPF, and delivered by the TSN AF via PCF and SMF. Static Filtering Entries can be used to determine whether a frame with given values of destination MAC address and VLAN ID (VID) can be forwarded to a potential transmission port. There is one list of Static Filtering Entries per bridge which is significantly easier to maintain and use instead of per port entries. Every Static Filtering Entry can be linked to a PDU session by using the information in the entry and PSFP information (in UL). This is inline with typical basic IEEE 802.1Q bridging functionality, where a Filtering Data Base is maintained in the bridge. Note in the following figure, that in any IEEE bridge, the relay (forwarding) functionality is not performed at the ports, but it is in the middle (in 5G’s User Plane -at the UPF).
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	Summary of change:
	-  Remove Static Filtering Entry in the port management container and is transfer to NW-TT. Add that a list of Static Filtering Entries is stored and maintained at the UPF. Add a bridge management information container per PDU session to be delivered to the UPF. Add text to indicate how the information is forwarded to the UPF.

	
	

	Consequences if not approved:
	How to support the TSN bridge in 5GS is not completed.
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FIRST CHANGE
5.28.2
5GS Bridge configuration

In order to schedule TSN traffic over 5GS Bridge, the configuration information of 5GS Bridge is mapped to 5GS QoS within the corresponding PDU Session. The QoS parameters mapping for TSN is described in TS 23.503 [45] clause 6.1.3.23.

The configuration information of 5GS Bridge as defined in IEEE 802.1Qbv [96] and in IEEE 802.1Q [98], includes the following:

-
Bridge ID of 5GS Bridge.

-
Configuration information of scheduled traffic on ports of DS-TT and NW-TT:

-
Egress ports of 5GS Bridge, e.g., ports on DS-TT and NW-TT;

-
Traffic classes and their priorities.

NOTE:
In this Release of the specification, only support simplified IEEE 802.1Qbv [96], Annex Q.2 for 5GS.

The configuration information of 5GS Bridge as defined in IEEE 802.1Q [98], includes the following:

-
Chassis ID of 5GS Bridge;
-
Traffic forwarding information as defined in IEEE 802.1Q [98] clause 8.8 in the shape of a list of Static Filtering Entries, each entry including:

-
Destination MAC address and VLAN ID;
-
Egress port number .
-
Configuration information per stream according to IEEE 802.1Q [98] clause 8.6.5.1:

-
Ingress port number of 5GS Bridge, i.e., ports on DS-TT/NW-TT;

-
Stream priority.
The SMF report the MAC address of the DS-TT port of the related PDU Session to AF via PCF as the MAC address of the PDU Session. The association between the MAC address used by the PDU Session, 5GS Bridge ID and port number on DS-TT is maintained at AF and further used to assist to bind the TSN traffic with the UE's PDU session.

In the case of provisioning traffic routing information based the information above, the TSN AF determines the MAC address used by the PDU Session for the TSN traffic based on ingress port number or egress port number, and requests to PCF influence traffic routing for TSN traffic as defined in clause 5.6.7 with the MAC address of the PDU Session, traffic class, destination MAC address and VLAN ID.

NEXT CHANGE
5.28.3
Port and Bridge management information exchange in 5GS

5.28.3.1
General

Bridge management information is exchanged between CNC and TSN AF. A subset of bridge management information, referred to as port management information, is related to Ethernet ports located in DS-TT or NW-TT. Another subset of bridge management information per PDU session is related to the bridging functionality in the UPF.
5GS shall support transfer of standardized and deployment-specific port management information transparently between TSN AF and DS-TT or NW-TT, respectively inside a Port Management Information Container. Table 5.28.3.1-1 lists standardized port management information.

Table 5.28.3.1-1: Standardized port management information

	Port management information
	Applicability (see Note 6)
	Supported operations by TSN AF
(see Note 1)
	Reference

	
	DS-TT
	NW-TT
	
	

	General
	
	
	
	

	Port management capabilities (see Note 2)
	X
	X
	R
	

	Bridge delay related information
	
	
	
	

	txPropagationDelay
	X
	X
	R
	IEEE 802.1Qcc [95] clause 12.32.2.1

	Traffic class related information
	
	
	
	

	Traffic class table
	X
	X
	RW
	IEEE 802.1Q [98] clause 12.6.3 and clause 8.6.6.

	Gate control information
	
	
	
	

	GateEnabled
	X
	X
	RW
	IEEE 802.1Qbv [96] Table 12-28

	AdminBaseTime
	X
	X
	RW
	IEEE 802.1Qbv [96] Table 12-28

	AdminControlList
	X
	X
	RW
	IEEE 802.1Qbv [96] Table 12-28

	AdminCycleTime (see Note 3)
	X
	X
	RW
	IEEE 802.1Qbv [96] Table 12-28

	AdminControlListLength (see Note 3)
	X
	X
	RW
	IEEE 802.1Qbv [96] Table 12-28

	Tick granularity
	X
	X
	R
	IEEE 802.1Qbv [96] Table 12-28

	General Neighbor discovery configuration
(NOTE 4)
	
	
	
	

	adminStatus
	(x)
	X
	RW
	IEEE 802.1AB [97] clause 9.2.5.1

	lldpV2LocChassisIdSubtype
	(x)
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocChassisId
	(x)
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2MessageTxInterval
	(x)
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2MessageTxHoldMultiplier
	(x)
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	NW-TT port neighbor discovery configuration
	
	
	
	

	lldpV2LocPortIdSubtype
	
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocPortId
	
	X
	RW
	IEEE 802.1AB [97] Table 11-2

	DS-TT port neighbor discovery configuration
	
	
	
	

	lldpV2LocPortIdSubtype
	(x)
	(X)
	RW
	IEEE 802.1AB [97] Table 11-2

	lldpV2LocPortId
	(x)
	(X)
	RW
	IEEE 802.1AB [97] Table 11-2

	Neighbor discovery information for each discovered neighbor of NW-TT
	
	
	
	

	lldpV2RemChassisIdSubtype
	(x)
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemChassisId
	(x)
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortIdSubtype
	(x)
	X
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortId
	(x)
	X
	R
	IEEE 802.1AB [97] Table 11-2

	TTL
	(x)
	X
	R
	IEEE 802.1AB[97] clause 8.5.4

	Neighbor discovery information for each discovered neighbor of DS-TT
(NOTE 5)
	
	
	
	

	lldpV2RemChassisIdSubtype
	(x)
	(X)
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemChassisId
	(x)
	(X)
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortIdSubtype
	(x)
	(X)
	R
	IEEE 802.1AB [97] Table 11-2

	lldpV2RemPortId
	(x)
	(X)
	R
	IEEE 802.1AB [97] Table 11-2

	TTL
	
	X
	R
	IEEE 802.1AB [97] clause 8.5.4.1

	Per-Stream Filtering and Policing information
	
	
	
	

	StreamHandleSpec
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-32

	PrioritySpec
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-32

	StreamGateInstanceID
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-32

	PSFPAdminBaseTime
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-33

	PSFPAdminControlList
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-33

	PSFPAdminCycleTime
	X
	X
	RW
	IEEE 802.1Q [98] Table 12-33

	PSFPTickGranularity
	X
	X
	R
	IEEE 802.1Q [98] Table 12-33

	NOTE 1:
R = Read only access; RW = Read/Write access.
NOTE 2:
Indicates which standardized and deployment-specific port management information is supported by DS-TT or NW-TT.

NOTE 3:
AdminCycleTime and AdminControlListLength are optional for gate control information.

NOTE 4:
If DS-TT supports neighbor discovery, then TSN AF sends the general neighbor discovery configuration for DS-TT Ethernet ports to DS-TT. If DS-TT does not support neighbor discovery, then TSN AF sends the general neighbor discovery configuration for DS-TT Ethernet ports to NW-TT and NW-TT performs neighbor discovery on behalf on DS-TT.

NOTE 5:
If DS-TT supports neighbor discovery, then TSN AF retrieves neighbor discovery information for DS-TT Ethernet ports from DS-TT. If DS-TT does not support neighbor discovery, then TSN AF retrieves neighbor discovery information for DS-TT Ethernet ports from NW-TT, which performs neighbor discovery on behalf on DS-TT.

NOTE 6:
X = applicable; (x) = applicable when validation and generation of LLDP frames is processed at the DS-TT; (X) = applicable when validation and generation of LLDP frames is processed centrally at NW-TT.


Exchange of port management information between TSN AF and NW-TT or DS-TT allows TSN AF to:

1)
retrieve port management information for a DS-TT or NW-TT Ethernet port;

2)
send port management information for a DS-TT or NW-TT Ethernet port;

3)
subscribe to and receive notifications if specific port management information for a DS-TT or NW-TT Ethernet port changes.

Exchange of port management information between TSN AF and NW-TT or DS-TT is initiated by DS-TT or NW-TT to:

-
notify TSN AF if port management information has changed that TSN AF has subscribed for.

Exchange of port management information is initiated by DS-TT to:

-
provide port management capabilities, i.e. provide information indicating which standardized and deployment-specific port management information is supported by DS-TT.

TSN AF indicates inside the Port Management Information Container whether it wants to retrieve or send port management information or intends to (un-)subscribe for notifications.
Exchange of bridge management information between the TSN AF and the UPF (per PDU session) allows the TSN AF to:

- Send bridge management information for an UPF to add, modify or remove static filtering entries. 

5GS shall support transfer of standardized bridge management information transparently between TSN AF and UPF, inside a Bridge Management Information Container per PDU session. Table 5.28.3.1-2 lists standardized bridge management information.

Table 5.28.3.1-2: Standardized bridge management information per PDU session
	Bridge management information
	Supported operations by TSN AF
(see Note 1)
	Reference

	
	
	

	Traffic Forwarding Information
	
	

	Static Filtering Entries
	RW
	IEEE 802.1Q [98] clause 8.8

	NOTE 1:
R = Read only access; RW = Read/Write access.


5.28.3.2
Transfer of port and bridge management information

Port management information is transferred transparently via 5GS between TSN AF and DS-TT or NW-TT, respectively, inside a Port Management Information Container as follows:

-
To convey port management information from DS-TT or NW-TT to TSN AF:

-
DS-TT provides a Port Management Information Container and the DS-TT port MAC address to the UE, which includes the Port Management Information container as an optional Information Element of an N1 SM container and triggers the UE requested PDU Session Establishment procedure/PDU Session Modification procedure to forward the Port Management Information container to the SMF. SMF forwards the Port Management Information container and the port number of the related DS-TT Ethernet port to TSN AF as described in TS 23.502 [3] clause 4.3.3.2;

-
NW-TT provides a Port Management Information Container to the UPF, which triggers the N4 Session Level Reporting Procedure to forward the Port Management Information Container to SMF. SMF in turn forwards the container and the port number of the related NW-TT Ethernet port to TSN AF as described in TS 23.502 [3] clause 4.16.5.1. If NW-TT provides a Port Management Information Container for an Ethernet port shared by multiple PDU sessions, then UPF forwards the Port Management Information Container only for one of those PDU sessions.

-
To convey port management information from TSN AF to DS-TT or NW-TT:

-
TSN AF provides a Port Management Information Container, MAC address reported for a PDU Session (i.e. MAC address of the DS-TT port related to the PDU session) and the port number of the Ethernet port to manage to the PCF, which forwards the information to SMF based on the MAC address using the PCF initiated SM Policy Association Modification procedure as described in TS 23.502 [3] clause 4.16.5.2. SMF determines whether the port number relates to a DS-TT or NW-TT Ethernet port and based on this forwards the Port Management Information Container to DS-TT or NW-TT using the network requested PDU Session Modification procedure as described in TS 23.502 [3] clause 4.3.3.2. If the port number identifies an NW-TT Ethernet port shared by multiple PDU sessions, PCF and SMF forward the Port Management Information Container only for one of those PDU sessions.
Bridge management information is transferred transparently from TSN AF to NW-TT inside a Bridge Management Information Container as follows:

-
To convey bridge management information from TSN AF to NW-TT:

- 
TSN AF provides a Bridge Management Information Container and Bridge ID to the SMF. SMF forwards the Bridge Management Information Container and the Bridge ID to UPF/NW-TT using the N4 Session Modification procedure as described in TS 23.502 [3] clause 4.4.1.3. 
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