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[bookmark: _Toc19197299][bookmark: _Toc27896452][bookmark: _Hlk31361470][bookmark: _Toc19197323][bookmark: _Toc27896476][bookmark: _Hlk31360043][bookmark: _Toc20204086][bookmark: _Toc27894774][bookmark: _Toc20204103][bookmark: _Toc27894791]5.2.1	Non-roaming architecture
[bookmark: _Hlk496905240]The reference architecture of policy and charging control framework for the 5G System is comprised by the functions of the Policy Control Function (PCF), the Session Management Function (SMF), the User Plane Function (UPF), the Access and Mobility Management Function (AMF), the Network Exposure Functionality (NEF), the Network Data Analytics Function (NWDAF), the Charging Function (CHF), the Application Function (AF) and UDR (Unified Data Repository).
Figure 5.2.1-1 shows the service based representation and Figure 5.2.1-1a shows the reference point representation of the reference architecture of policy and charging control framework for the 5G System.


Figure 5.2.1-1: Overall non-roaming reference architecture of policy and charging control framework for the 5G System (service based representation)


Figure 5.2.1-1a: Overall non-roaming reference architecture of policy and charging control framework for the 5G System (reference point representation)
NOTE: 	The figure above depicts the functional architecture. Deployments where the AMF and the SMF select the same PCF as well deployments where different PCFs are selected by the AMF and by (possibly each of the) SMF are also supported as depicted in the figure 5.2.1-1b



Figure 5.2.1-1b: Overall non-roaming reference architecture of policy and charging control framework for the 5G System (reference point representation), for the deployment of a PCF serving session and non-session management policies
NOTE 1:	The N4 reference point is not part of the 5G Policy Framework architecture but shown in the figures for completeness. See TS 23.501 [2] for N4 reference point definition.
NOTE 2:  How the PCF/NEF stores/retrieves information related with policy subscription data or with application data is defined in TS 23.501 [2].
The Nchf service for online and offline charging consumed by the SMF is defined in TS 32.240 [8].
The Nchf service for Spending Limit Control consumed by the PCF is defined in TS 23.502 [3].
[bookmark: _Toc19197300][bookmark: _Toc27896453]5.2.2	Roaming architecture
Figure 5.2.2-1 shows the local breakout roaming policy framework architecture in 5G:
[image: ]
Figure 5.2.2-1: Overall roaming reference architecture of policy and charging control framework for the 5G System - local breakout scenario


Figure 5.2.2-1a: Overall roaming reference architecture of policy and charging control framework for the 5G System - local breakout scenario (reference point representation), .
NOTE 0: 	The figure above depicts the functional architecture. Deployments where the AMF and the SMF select the same PCF as well deployments where different PCFs are selected by the AMF and by (possibly each of the) SMF are also supported as depicted in 5.2.2-1b..

NOTE 1:	In the LBO architecture, the PCF in the VPLMN may interact with the AF in order to generate PCC Rules for services delivered via the VPLMN. The PCF in the VPLMN uses locally configured policies according to the roaming agreement with the HPLMN operator as input for PCC Rule generation. The PCF in VPLMN has no access to subscriber policy information from the HPLMN for PCC Rule generation.
NOTE 2:	In the LBO architecture, N24 can be used to deliver UE access selection and PDU Session selection policy from the PCF in the HPLMN to the PCF in the VPLMN. The PCF in the VPLMN can provide access and motility policy information without contacting the PCF in the HPLMN.
NOTE 3:	In the LBO architecture, AF requests providing routing information for roamers targeting a DNN and S-NSSAI (targeting all roamers) or an External-Group-Identifier (identifying a group of roamers) are stored as Application Data in the UDR(in the VPLMN) by the NEF (in the VPLMN).
NOTE 4:	For the sake of clarity, SEPPs are not depicted in the roaming reference point architecture figures.


Figure 5.2.2-1b: Overall roaming reference architecture of policy and charging control framework for the 5G System - local breakout scenario (reference point representation), for the deployment of a PCF in the VPLMN serving session management policies and a PCF in the VPLMN serving non-session management policies.

Figure 5.2.2-2 shows the roaming policy framework architecture (home routed scenario) in 5G:


Figure 5.2.2-2: Overall roaming reference architecture of policy and charging control framework for the 5G System - home routed scenario


Figure 5.2.2-2a: Overall roaming reference architecture of policy and charging control framework for the 5G System - home routed scenario (reference point representation), 
NOTE: 	The figure above depicts the functional architecture. Deployments where the AMF and the SMF select the same PCF as well deployments where different PCFs are selected by the AMF and by (possibly each of the) SMF are also supported as depicted in figure 5.2.2-2b:

NOTE 5:	All functional entities as described in Figure 5.2.1-1 non-roaming scenario, except NWDAF, applies also to the HPLMN in the home routed scenario above.
NOTE 6:	For the sake of clarity, SEPPs are not depicted in the roaming reference point architecture figures.


Figure 5.2.2-2b: Overall roaming reference architecture of policy and charging control framework for the 5G System - home routed scenario (reference point representation), for the deployment of a PCF in the HPLMN serving session management policies and a H-PCF serving non-session management policies

* * * * End of change * * * *
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