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#### 5.28.3.2 Transfer of port and bridge management information

Port management information is transferred transparently via 5GS between TSN AF and DS-TT or NW-TT, respectively, inside a Port Management Information Container as follows:

- To convey port management information from DS-TT to TSN AF:

- DS-TT provides a Port Management Information Container to the UE, which includes the Port Management Information container as an optional Information Element of an N1 SM container and triggers the UE requested PDU Session Modification procedure to forward the Port Management Information container to the SMF. SMF forwards the Port Management Information container and the port number of the related DS-TT Ethernet port to TSN AF as described in TS 23.502 [3] clause 4.3.3.2;

- To convey port management information from NW-TT to TSN AF:

- NW-TT provides a Port Management Information Container to the UPF, which triggers the N4 Session Level Reporting Procedure to forward the Port Management Information Container to SMF. SMF in turn forwards the container and the port number(s) of the related NW-TT Ethernet port(s) to TSN AF via the NEF.

- To convey port management information from TSN AF to DS-TT:

- TSN AF provides a Port Management Information Container, MAC address reported for a PDU Session and the port number of the Ethernet port to manage to the PCF, which forwards the information to SMF based on the MAC address using the PCF initiated SM Policy Association Modification procedure as described in TS 23.502 [3] clause 4.16.5.2. SMF forwards the Port Management Information Container to DS-TT using the network requested PDU Session Modification procedure as described in TS 23.502 [3] clause 4.3.3.2.

- To convey port or bridge management information from TSN AF to NW-TT:

- TSN AF provides a Bridge ID, TSN AF parameters, Port Management Information Container and the related NW-TT port number(s) to the SMF via the NEF. SMF forwards the Port Management Information Container and other TSN-related information to NW-TT using the N4 Session Modification procedure described in TS 23.502 [3] clause 4.4.1.3.

- TSN AF provides a Bridge ID, Bridge Management Information Container to the SMF via the NEF. SMF forwards the Bridge Management Information Container and other TSN-related information to NW-TT using the N4 Session Modification procedure described in TS 23.502 [3] clause 4.4.1.3.
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