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In addition, the AUSF as the Consumer and the identities of two AMFs serving UE if available as the outputs should be supported for this service operation.
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[bookmark: _Toc20203964][bookmark: _Toc27894649]
* * * * First change * * * *
4.2.9.3	AAA Server triggered Network Slice-Specific Re-authentication and Re-authorization procedure


Figure 4.2.9.3-1: AAA Server initiated Network Slice-Specific Re-authentication and Re-authorization procedure
1.	The AAA-S requests the re-authentication and re-authorization for the Network Slice specified by the S-NSSAI in the AAA protocol Re-Auth Request message, for the UE identified by the GPSI in this message. This message is sent to a AAA-P, if the AAA-P is used (e.g. the AAA Server belongs to a third party), otherwise it is sent directly to the AUSF.
2.	The AAA-P, if present, relays the request to the AUSF.
3a-3b.	AUSF gets AMF ID from UDM using Nudm_UECM_Get with the GPSI in the received AAA message. If there are two AMFs serving the UE, both AMF IDs may be returned by the UDM.
4.	The AUSF notifies Re-auth event to the AMF(s) received from UDM to re-authenticate/re-authorize the S-NSSAI for the UE using Nausf_NSSAA_Notify with the GPSI and S-NSSAI in the received AAA message. The callback URI of the notification for the AMF is derived via NRF as specified in TS 29.501 [62].
5.	The AMF triggers the Network Slice-Specific Authentication and Authorization procedure defined in clause 4.2.9.1.

[bookmark: _Toc517082226]* * * * Third change * * * *

[bookmark: _Toc20203965][bookmark: _Toc27894650]4.2.9.4	AAA Server triggered Slice-Specific Authorization Revocation


Figure 4.2.9.4-1: AAA Server-initiated Network Slice-Specific Authorization Revocation procedure
1.	The AAA-S requests the revocation of authorization for the Network Slice specified by the S-NSSAI in the AAA protocol Revoke Auth Request message, for the UE identified by the GPSI in this message. This message is sent to AAA-P if it is used.
2.	The AAA-P, if present, relays the request to the AUSF.
3a-3b.	AUSF gets AMF ID from UDM using Nudm_UECM_Get with the GPSI in the received AAA message. If there are two AMFs serving the UE, both AMF IDs may be returned by the UDM.
4.	The AUSF notifies Revoke Auth event to the AMF(s) received from UDM to revoke the S-NSSAI authorization for the UE using Nausf_NSSAA_Notify with the GPSI and S-NSSAI in the received AAA message. The callback URI of the notification for the AMF is derived via NRF as specified in TS 29.501 [62].
5.	The AMF updates the UE configuration to revoke the S-NSSAI from the current Allowed NSSAI, for any Access Type for which Network Slice Specific Authentication and Authorization had been successfully run on this S-NSSAI. The UE Configuration Update may include a request to Register if the AMF needs to be re-allocated. The AMF provides a new Allowed NSSAI to the UE by removing the S-NSSAI for which authorization has been revoked. The AMF provides new rejected NSSAIs to the UE including the S-NSSAI for which authorization has been revoked. If no S-NSSAI is left in Allowed NSSAI for an access after the revocation, and a Default NSSAI exists that requires no Network Slice Specific Authentication or for which a Network Slice Specific Authentication did not previously fail over this access, then the AMF may provide a new Allowed NSSAI to the UE containing the Default NSSAI. If no S-NSSAI is left in Allowed NSSAI for an access after the revocation, and no Default NSSAI can be provided to the UE in the Allowed NSSAI or a previous Network Slice Specific Authentication failed for the Default NSSAI over this access, then the AMF shall execute the Network-initiated Deregistration procedure for the access as described in clause 4.2.2.3.3, and it shall include in the explicit De-Registration Request message the list of Rejected S-NSSAIs, each of them with the appropriate rejection cause value.

* * * * Third change * * * *
[bookmark: _Toc27895131][bookmark: _Toc20204432]5.2.3.1	General
The following table illustrates the UDM Services and Service Operations.
Table 5.2.3.1-1: NF services provided by UDM
	NF service
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Subscriber Data
	Get
	Request/Response
	AMF, SMF, SMSF, NEF

	Management
	Subscribe
	Subscribe/Notify
	AMF, SMF, SMSF, NEF

	(SDM)
	Unsubscribe
	Subscribe/Notify
	AMF, SMF, SMSF, NEF

	
	Notification
	Subscribe/Notify
	AMF, SMF, SMSF, NEF

	
	Info
	Request/Response
	AMF, NEF

	
	Update
	Request/Response
	NEF

	UE Context
	Registration 
	Request/Response
	AMF, SMF, SMSF

	Management
	DeregistrationNotification
	Subscribe/Notify
	AMF

	(UECM)
	Deregistration
	Request/Response
	AMF, SMF, SMSF

	
	Get
	Request/Response
	NEF, SMSF, GMLC, NWDAF, AUSF

	
	Update
	Request/Response
	AMF, SMF

	
	PCscfRestoration
	Subscribe/Notify
	AMF, SMF

	UE
	Get
	Request/Response
	AUSF

	Authentication
	ResultConfirmation
	Request/Response
	AUSF

	EventExposure
	Subscribe
	Subscribe/Notify
	NEF (NOTE), NWDAF

	
	Unsubscribe
	
	NEF (NOTE), NWDAF

	
	Notify
	
	NEF (NOTE), NWDAF

	Parameter
	Update
	Request/Response
	NEF, AMF

	Provision
	Create
	Request/Response
	NEF

	
	Delete
	Request/Response
	NEF

	
	Get
	Request/Response
	NEF

	NIDDAuthorisation
	Get
	Request/Response
	NEF

	
	UpdateNotify
	Subscribe/Notify
	NEF

	NOTE:	Other NFs are allowed to consume the service based on roaming agreement or operator policy.




* * * *Fourth change* * * *
[bookmark: _Toc27895136][bookmark: _Toc20204437]5.2.3.2.4	Nudm_UECM_Get service operation
Service operation name: Nudm_UECM_Get.
Description: The NF consumer requests the UDM to get the NF ID or SMS address of the NF serving the UE.
Inputs, Required: UE ID, NF Type, Access Type.
-	Access Type is included only when the NF type indicates AMF or SMSF.
Inputs, Optional: Access TypeNone.
-	Access Type may be included when the NF type indicates AMF.
-	Access Type is included when the NF type indicates SMSF.
Outputs, Required: SUPI, NF ID(s) or SMS address of the NF corresponding to the NF type requested by NF consumer.
If this service operation is invoked during AAA Server triggered Network Slice-Specific Re-authentication and Re-authorization procedure or AAA Server triggered Slice-Specific Authorization Revocation, then both AMF IDs may be provided if there are two AMFs serving the UE.
Outputs, Optional: None.

* * * * End of changes * * * *
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