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Abstract of the contribution: The contribution proposes a new key issue on supporting to extend the Input data using App KPIs in several of the services described in TS23.288
1. Discussion

It is possible to refine the analytics services described in TS23.288 using the KPIs measurements of the traffic generated by the applications. Those measurements can be performed by using the application detection that is a feature of the UPF.
Following find two examples of analytics Ids that can be refined using Application’s KPIs
· Observed Service experience related network data analytics
In TS23.288, the clause 6.4 Observed Service experience related network data analytics. For this service, the NWDAF shall provide Observed Service Experience, and part of the service data collected from the AF is the App ID. 
It is possible to extend the input data with new input data result of the application detection in the UPF.also to all the applications present in the traffic susceptible to be detected  according to 23.501 [x] clause 6.2.3. The table below shows the most ten relevant App's flavours per category. Later on, this document describes examples of KPIs per App that can be used as Input data to improve the accuracy of the predictions and enrich the statics outputs.
· User Data Congestion Analytics

In TS23.288, the clause 6.8 User Data Congestion Analytics. It is possible to refine the User Data Congestion prediction information feeding the NWDAF with the KPIs of the applications, e.g. the applications illustrated in the below table. With 




App-Id's traffic how healthy is the traffic in terms of for inst
It is different the Data Congestion caused by video streaming traffic compared with the Data Congestion caused by web browsing. The statistic and ML models will significantly leverage the KPIs of the different application traversing an NF, e.g. UPF, SMF in a period when the measurements are taking place.

Table 1 Global Internet Phenomena report 2019
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Source: www.Sandvine.com Global Internet Traffic Report 

Table 1 Global Internet Phenomena report 2019 shows five categories of traffic with the ten most relevant apps in each group with a global average measurement in 1H of 2019 [1]. The measures combine fixed and mobile networks. You can notice here the variability of the relation UL/DL and significant throughput differences based on the Apps, even into a single category. Every category impacts the usage of the network resources in several different levels, every kind of traffic is more or less persistent, more or less transactional, more or less QoE sensitive, the relation UL/DL change per App and makes differences in the network resources usage. The statistic and ML models in the NWDA can leverage all those KPIs per App to refine the prediction of information in the NWDA. For more details of this Internet traffic report, you can download the entire report in www.sandvine.com
Once the Application is identified, (the App Id is by itself as stated above, an essential piece of information as data input), a set of measurements are performed over that specific traffic to obtain their relevant KPIs. Find below an example/proposal of KPIs that the Application Identification  can send to the NWDAF per Application Id identified in the user plane traffic. The NWDAF will receive Application Id with the following attributes
· 
· 
· 
· 
· 
· Attributes that belongs to Application’s traffic that is being reported
· Round Trip Time Total

· Round Trip Time Samples
· Jitter Value 
· N-tuple Flow Size (UL, DL, Total)
· N-tuple Flow Duration
· Packets UL
· Packets DL
· Packets Lost UL
· Packets Lost DL
· Bytes UL
· Bytes DL
· Bytes UL Peak

· Bytes DL Peak

· 
· 
Adding these KPIs as part of the Data Input in all the Analytics Id described in TS23.288 and using the proper models the NWDA will be able to generate accurate outputs of statistics and predictions for those analytics Ids. 
Procedures for Data Collection, Input data may change. 
2.
Text Proposal
The following changes are proposed to be applied to TR 23.700-91.
*** Start of the change (all-new text) ***
5.x
Key Issue #x: Adding Application attributes and KPIs as  the Input data in some services described in TS23.288
5.1.1
General description


This key issue proposes to study which Analytics Id described in TS 23.288 and new Analytics ID that may be studied in Rel-17 can benefit from adding new input data of the application detection feature such as that described in 23.503 [x] clause 6.2.2.2 based on the packet inspection functionality available in the UPF described in 23.501 [x] clause 6.2.3.



· 
· 
· 
· 

· 
· 
· 
· 
· 
· 
· 
· 
· 
· 
· 
· 
This key issue will study the following aspects of using application detection feature to improve the statistics and predictions already defined in TS23.288 and under the definition in FS_eNA_Ph2.
· Data collection
· Procedures for Data Collection from application detection feature.
· What other attributes and KPIs acquire from application detection can be included based on the type of Analytics Id. Examples of information collected by NWDAF from the Application detection includes


· 
· 
· 
· 
The NWDAF collecting attributes that belong to Application’s traffic that is being reported

· Round Trip Time Total

· Round Trip Time Samples
· Jitter Value 
· N-tuple Flow Size (UL, DL, Total)
· N-tuple Flow Duration
· Packets UL
· Packets DL
· Packets Lost UL
· Packets Lost DL
· Bytes UL
· Bytes DL
· Bytes UL Peak

· Bytes DL Peak

· 
· 
· Impact on each Analytics Id

· What parameter from the current Analytics Ids data Input in TS23.288 are not needed any more due to are included and improved using application detection and maintaining back compatibility
· Structure of the Input data maintaining back compatibility
· 
· 
· 

· The architectural enhancements for collection of Application detection data by the NWDAF 
· 
· 
· 
· 
· 
· 
· 
· 
· 
*** End of the change ***
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