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Abstract of the contribution: This solution allows for max number of PDU Sessions per S-NSSAI Slice control
1
Background
This contribution proposes a solution to Key Issue #2: Support of network slice related quota on the maximum number of PDU Sessions.
* * * * Start of Change * * * *
6.X
Solution #X: Max number of PDU Sessions per Network Slice control
6.X.1
Introduction
This solution addresses the below requirements from Key Issue #2: Support of network slice related quota on the maximum number of PDU Sessions.

-
How does 5GS know about the current number of PDU Sessions being established in the network slice? Which NF(s) need to know about this information?

-
Whether and how does 5GS enforce such quota when a UE requests to establish a new PDU Session to the network slice and that would cause the quota to be exceeded, e.g., whether 5GS rejects, accepts without guarantee, or accepts with lower service quality? What is the mechanism needed in 5GS?

6.X.2
High-level Description
This solution allows to control and restrict the number of PDU Sessions per Network Slice identified by S-NSSAI.
Assumptions:
- This solution assumes that the network slice related quota is managed by a new function NSQ (Network Slice Quota) which is represented as a new network entity in this solution however, the solution is equally valid if the NSQ is represented as a functional part of an existing network entity, e.g. NSSF. 
- The granularity of the NSQ function is per PLMN.
6.X.3
Procedures

Editor's note:
This clause describes high-level procedures and information flows for the solution.
6.X.3.1 Max number of PDU Sessions per Network Slice control at PDU Session Establishment
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Figure 6.X.3.1: Max number of PDU Sessions per Network Slice control at PDU Session 
1-2). The UE requests PDU Session establishment in a Network Slice represented by S-NSSAI.

3). If the SMF does not have the NSQ address, the SMF triggers NRF enquiry to find the NSQ address. The SMF includes the S-NSSAI and also the NF_Type = NSQ parameter in order to indicate to the NRF that the enquiry is for the NSQ address. If the SMF knows the NSQ entity address, steps 3 and 4 are skipped.

4). The NRF obtains the NSQ address that holds the information for S-NSSAI and NRF returns the NSQ address.
5). The SMF sends registration request to the NSQ in order to register the PDU Session Id for that S-NSSAI. 

6). The NSQ entity checks for the S-NSSAI whether the max number of allowed PDU sessions has already been reached. 
If the max number of PDU Sessions per that S-NSSAI has not been reached, the NSQ increases the number of PDU Sessions in S-NSSAI. 

If the max number of PDU Sessions per S-NSSAI has already been reached, the NSQ does not register the PDU_Session_Id for the S-NSSAI, i.e. does not increase the number of PDU Sessions registered with that S-NSSAI.
Editor's note:
How the NSQ entity knows about the max number of the PDU Sessions per S-NSSAI quota is FFS.
7). The NSQ responds to SMF. If the maximum number of PDU sessions in S-NSSAI has already been reached, the NSQ returns a reject cause = max PDU Sessions reached.

8-9). SMF returns PDU Sessions Establishment Accept or Reject to the UE. If the PDU Session is rejected the SMF returns the S-NSSAI for which the PDU session is rejected and SMF may also return S-NSSAI specific back-off timer. 
6.X.3.2 Max number of PDU Sessions per Network Slice control at PDU Session Release
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Figure 6.X.3.2: Max number of PDU Sessions per Network Slice control at PDU Session Release
1-2). The UE requests PDU Session Release and indicates the PDU Session Id and the S-NSSAI.

3). If the SMF does not have the NSQ address, the SMF triggers NRF enquiry to find the NSQ address. SMF sends de-registration request to the NSQ in order to de-register the PDU Session Id for that S-NSSAI. 
4). The NSQ decrements the PDU Sessions counter for the S-NSSAI.
5). The NSQ confirms the PDU Session de-registration.
6-7). The PDU Session is released.

6.X.4
Impacts on existing entities and interfaces

Editor's note:
This clause describes impacts to existing entities and interfaces.

SMF, new NSQ function.

6.X.5
Evaluation

Editor's note:
This clause provides an evaluation of the solution.
* * * * End of Change * * * *
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