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Abstract: This contribution proposes solution for key issue 1 “ProSe direct discovery”.
1. Discussion
ProSe direct discovery is used for a UE to discover other UE(s) in proximity over PC5 interface. The UE can discover other UE(s) on a service it is interested in. The service may be an application that the UE or group of UEs are interested in joining. Such objectives were already agreed as part of Key Issue#1 in TR23.752. 
This contribution proposes a solution to Key Issue # 1 “ProSe Direct Discovery”.
It is proposed that the UEs perform direct discovery over the PC5 discovery channel. There are many scenarios where the UE may want to discover the service without requiring establishment of a peer to peer direct link (e.g., unicast link) with the UE providing the service. Some examples of such services are cases when a customer is trying to discover a taxi service, or when a customer is trying to look for a restaurant in the vicinity. There may not be a follow up communication for these cases, the discovering UE may, however, request additional data from the service provider UE e.g., taxi fares, restaurant menu. This metadata information can also be exchanged over the discovery channel without establishing a dedicated unicast link. Therefore, the direct discovery procedure may be decoupled with the link establishment procedure.
The proposed solution uses eV2X architecture as the baseline i.e., there may be no dedicated discovery function in the 5G core network. The solution is based on the peer UEs being provisioned with discovery parameters on a per service type e.g., per application ID. For model A based discovery, the announcing UE (e.g., Service Provider UE) broadcasts the service ID in the PC5 discovery message. The monitoring UE (e.g., Service Utilizing UE) uses the provisioned parameters to monitor the PC5 discovery channel to find the service the monitoring UE is looking for. Upon detecting the sought service on the PC5 discovery channel, the monitoring UE may request additional metadata information from the announcing UE. Details of this procedure are outlined in the text proposal section. The solution addresses the following objective of Key Issue#1:
“Discover (or discovered by) other UE(s) also supporting interested or associated application(s) over PC5 interface.”


2. Text Proposal
Following changes are proposed for TR 23.752.
* * * * Beginning of changes * * * *
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This solution provides the Model A based discovery procedure using eV2X as the baseline architecture. The solution assumes that both the monitoring and announcing UE have been provisioned with the discovery parameters (e.g., Service ID (Application ID, Application layer user ID,) and security parameters) on a per-service basis. The UE (both, monitoring UE and announcing UE) may be provisioned by the PCF (e.g., using the existing mechanisms) or by the ProSe Application Server. In the latter case, the ProSe Application server may provision the UE either directly, using the application level signaling (e.g., PC1 interface), or via the interaction between the ProSe Application Server and the NEF. 
Editor's Note: Details of the security parameters and how they are used is FFS and will be determined together with SA3.

Upon receiving an application layer trigger for a service (e.g., Application ID), the announcing UE generates a PC5 discovery message using the provisioned information. The announcing UE then computes a security protection element (e.g., for integrity protection) and appends it to the PC5 message. The discovery message is then broadcasted over PC5 discovery channel.
When the monitoring UE receives a trigger for monitoring from the application layer, the monitoring UE filters out the messages broadcasted by different announcing UEs using the Service ID (e.g., Application ID). The monitoring UE also verifies the security protection element using the provisioned security parameters corresponding to the application. If the verification of the security protection element succeeds, the service is successfully discovered by the monitoring UE. The monitoring UE may then notify the application layer using the result of the discovery. 
The solution decouples Discovery procedure from the link establishment procedure. Since certain services (e.g. taxi or restaurant customer) may only need to discover the service without requiring a unicast link establishment procedure. The discovery procedure may be therefore be followed by the monitoring UE either requesting a Direct Link Establishment or requesting metadata information from the announcing UE.
Editor’s Note: Details of Model B discovery are FFS.
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Following figure describes the Model A discovery procedure: 
Figure 1 Model A ProSe Direct Discovery Procedure

0. The announcing UE and the monitoring UE are provisioned with discovery information per service type. The discovery information includes Service ID (e.g., Application ID, Application layer user ID, group ID) and security parameters.

1. When triggered by the application layer, the announcing UE generates a broadcast discovery message and computes a security protection element (e.g., for integrity protection) using the provisioned information in step 0.

Editor's Note: Details of the security element are FFS and will be determined together with SA3

2. The announcing UE broadcasts the PC5 Discovery message on the discovery channel. The PC5 discovery message includes discovery type (e.g., Model A), UE ID (e.g., ProSe UE ID or L2 ID), Service ID (e.g., application ID, application layer user ID or group ID) and the computed security protection element.

3. If the monitoring UE is interested in the broadcasted Service ID, the monitoring UE checks the security protection element in the received PC5 discovery message to verify authenticity of announcing UE and, upon success, notifies the application layer about the discovery event

4. Upon successful discovery, the monitoring UE may decide to either establish direct unicast link with the announcing UE or request discovery metadata information from the announcing UE.


Editor's Note: Details of requesting metadata information is FFS.
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Editor's Note: This clause captures impacts on existing 3GPP nodes and functional elements.
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